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Gesetz liber die Datenverarbeitung der Polizei
vom 2. Mai 1991 (GVBI. S. 187, 191), zuletzt gedndert am 6. Oktober 2005 (GVBI. S.
424)

Erster Abschnitt

Anwendungsbereich und allgemeine Befugnisse zur Datenerhebung

§ 1 Anwendungsbereich, Begriffsbestimmungen
(1) Dieses Gesetz findet Anwendung, soweit die Vollzugspolizei (Polizei) zur
Erfiillung ihrer Aufgaben nach dem Gesetz zum Schutz der offentlichen
Sicherheit und Ordnung (SOG) vom 14. Marz 1966 (Hamburgisches Gesetz-
und Verordnungsblatt Seite 77), zuletzt geandert am 2. Mai 1991 (Hamburgi-
sches Gesetz- und Verordnungsblatt Seite 187), in der jeweils geltenden
Fassung Daten verarbeitet. Zu den in Satz 1 genannten Aufgaben gehort auch
die Erhebung und weitere Verarbeitung von Daten
1. zur Verhiitung von Straftaten und zur Vorsorge fiir die Verfolgung kiinftiger
Straftaten (vorbeugende Bekampfung von Straftaten) und
2. zur Vorbereitung fir die Hilfeleistung und das Handeln in Gefahrenfallen.
(2) Soweit dieses Gesetz keine besondere Regelung enthalt, findet das
Hamburgische Datenschutzgesetz vom 5. Juli 1990 (Hamburgisches Gesetz-
und Verordnungsblatt Seiten 133, 165, 226) in der jeweils geltenden Fassung
Anwendung.
(3) Polizei im Sinne dieses Gesetzes sind die fiir vollzugspolizeiliche Aufgaben,
insbesondere die fur unaufschiebbare MaBnahmen in allen Faéllen der
Gefahrenabwehr (§ 3 Absatz 2 Buchstabe a SOG) und die Verfolgung von
Straftaten und Ordnungswidrigkeiten zustiandigen Organisationseinheiten
innerhalb der zustandigen Behorde.
(4) Straftaten von erheblicher Bedeutung sind
1. Verbrechen,
2. Vergehen, die im Einzelfall nach Art und Schwere geeignet sind, den
Rechtsfrieden besonders zu storen, soweit sie
a) sich gegen Leib, Leben oder Freiheit einer Person oder bedeutende Sach-
oder Vermogenswerte richten,
b) auf den Gebieten des unerlaubten Waffen- oder Betaubungsmittel-
verkehrs, der Geld- oder Wertzeichenfalschung, der Vorteilsannahme oder
-gewahrung, der Bestechlichkeit oder Bestechung (§§ 331 bis 335 des
Strafgesetzbuches) oder des Staatsschutzes (§§ 74a und 120 des
Gerichtsverfassungsgesetzes)begangen werden,
c) gewerbs-, gewohnheits-, serien-, bandenmaRig oder sonst organisiert
begangen werden.
(5) Abwehr einer Gefahr im Sinne dieses Gesetzes ist auch die Beseitigung
einer Storung der offentlichen Sicherheit oder Ordnung.
(6) Kontakt- oder Begleitpersonen im Sinne dieses Gesetzes sind Personen,
die mit einer Person, von der tatsachliche Anhaltspunkte die Annahme
rechtfertigen, dass diese Person Straftaten begehen wird, in einer Weise in
Verbindung stehen, die die Erhebung ihrer personenbezogenen Daten zur
vorbeugenden Bekampfung dieser Straftaten erfordert.



(7) Organisierte Kriminalitat im Sinne dieses Gesetzes ist die von Gewinn- oder

Machtstreben bestimmte planmaBige Begehung von Straftaten nach Absatz 4,

wenn mehr als zwei Beteiligte auf langere oder unbestimmte Dauer

arbeitsteilig

1. unter Verwendung gewerblicher oder geschaftsahnlicher Strukturen,

2. unter Anwendung von Gewalt oder anderer zur Einschiichterung geeigneter
Mittel oder

3. unter Einflussnahme auf Politik, Medien, o6ffentliche Verwaltung, Justiz oder
Wirtschaft

zusammenwirken.

1

Absatz 1 umschreibt den Anwendungsbereich dieses Gesetzes. Es umfalt das
gesamte gefahrenabwehrende Handeln der Polizei. Die Umschreibung des
Anwendungsbereiches erlaubt ohne eine entsprechende Befugnisnorm keine
Eingriffe in Rechte der Burger. Allerdings darf die Polizei aufgrund der
Aufgabenzuweisung sogenannte schlicht-hoheitliche Handlungen vornehmen, die
keine Eingriffe in Grundrechte enthalten, wie z.B. Streifengange und -fahrten oder
die polizeiliche Prasenz bei besonderen Anlassen oder an besonders gefahrdeten
Objekten. Satz 2 dient der Klarstellung. Damit wird verdeutlicht, dal} die Polizei im
Rahmen ihrer Zustandigkeit zur Gefahrenabwehr auch Straftaten zu verhuten und fur
die Verfolgung kunftiger Straftaten vorzusorgen hat. Zugleich definiert diese
Bestimmung den beide Aufgabenbestandteile zusammenfassenden Begriff
,worbeugende Bekampfung von Straftaten®. Diese Aufgabe wird in unterschiedlicher
Form wahrgenommen, z.B. durch Erhebung und Sammlung von Informationen Uber
Personen, bei denen zu erwarten ist, dal® sie kunftig Straftaten begehen werden,
durch die Analyse struktureller Zusammenhange einer "kriminellen Szene", aber
auch durch kriminalpolizeiliche Beratungsprogramme. Soweit mit diesen
Malnahmen in Rechte einzelner Blrger eingegriffen wird, bedarf es gesetzlicher
Ermachtigungen. Als weiterer Teilaspekt der Gefahrenabwehr wird ferner die
Aufgabe der Polizei genannt, sich auf die Hilfeleistung und Handeln in
Gefahrenfallen vorzubereiten. Hierin liegt keine Verlagerung von Aufgaben anderer
Behdrden auf die Polizei. Vielmehr kann sie - insbesondere im Rahmen ihrer
Eilzustandigkeit - Gefahren nur dann wirksam begegnen, wenn sie hierauf
vorbereitet ist. Ferner gehdren, ohne dal} dies besonderer Erwahnung bedarf, zum
Anwendungsbereich dieses Gesetzes auch die im HmbSOG nicht ausdrticklich
geregelten MalRnahmen der Polizei zum Schutz privater Rechte sowie bei der
Leistung von Vollzugshilfe fir andere Behorden, die zu den ,klassischen®
vollzugspolizeilichen Aufgaben gerechnet werden.

2

Absatz 2 stellt klar, dald neben den bereichsspezifischen Regelungen dieses
Gesetzes die allgemeinen Bestimmungen des Hamburgischen Datenschutzgesetzes
anzuwenden sind. Hierzu gehdren insbesondere die im Hamburgischen
Datenschutzgesetz  enthaltenen  Begriffsbestimmungen, die  Verpflichtung,
organisatorische und technische Mallhahmen zur Datensicherung zu treffen, sowie
die Regelungen Uuber die Schadensersatzpflicht, die Datenverarbeitung zu
Forschungs- und Planungszwecken und Uber die Kontrollbefugnisse des
Hamburgischen Datenschutzbeauftragten. Keiner besonderen Erwahnung in diesem



Zusammenhang bedarf, dal® daneben selbstverstandlich auch die allgemeinen
Vorschriften des HmMbSOG - insbesondere der ,Storerbegriff* und der Grundsatz der
VerhaltnismaRigkeit - bei Mallnhahmen nach diesem Gesetz zu beachten sind.

3

Absatz 3 enthalt eine Legaldefinition des Begriffs ,Polizei“. Diese Definition orientiert
sich am Uberkommenen Begriff der Vollzugspolizei, der auch im HmbSOG sowie im
Hamburgischen Beamtengesetz (Abschnitt VII) Verwendung findet. Eine exaktere
Abgrenzung ist aufgrund der Hamburger Verwaltungsstruktur nicht mdglich, da
innerhalb des Amtes Polizei auch andere Aufgaben erfillt werden, die nicht
vollzugspolizeilicher Natur sind. Insbesondere handelt es sich dabei um
Funktionsbereiche, die - wie andere Verwaltungsbehdrden - als Genehmigungs- und
Uberwachungsbehorden tatig werden. Nach dem hier gewahlten funktionellen
Polizeibegriff sind die letztgenannten Funktionsbereiche somit auch nicht Polizei im
Sinne dieses Gesetzes. Die Datenverarbeitung in diesen Bereichen bestimmt sich
ausschlieBlich nach den fur diese Funktionsbereiche mafgeblichen Rechtsvor-
schriften (z.B. Stralenverkehrsgesetz) in Verbindung mit den einschlagigen Quer-
schnittsgesetzen (insbesondere Verwaltungsverfahrensgesetz und Datenschutz-
gesetz). Durch diese Begriffsbestimmung wird zugleich deutlich, dal® die Erfullung
der diesen Verwaltungsbereichen obliegenden Aufgaben kein polizeilicher Zweck im
Sinne dieses Gesetzes darstellt. Die Nutzung (vollzugs-)polizeilicher Daten fur
Zwecke dieser Funktionsbereiche ist daher nach § 18 Absatz 1 Satz 2 nur unter den
Voraussetzungen einer Datenubermittlung zulassig.

4

In Absatz 4 wird festgelegt, bei welchen Straftaten es sich um solche von erheblicher
Bedeutung handelt. Diesem Begriff kommt eine zentrale Bedeutung zu, da er die
Voraussetzung fur bestimmte polizeiliche Mallnahmen, insbesondere flr den Einsatz
verdeckter Mittel zur Datenerhebung, darstellt. Ein geschlossener Straftatenkatalog,
der die relevanten Straftatbestande enumerativ und abschlieBend auflistet, ist im
Hinblick auf die Zielsetzung ungeeignet. Die Polizei soll durch den Einsatz verdeckter
Malnahmen in die Lage versetzt werden, Straftaten vorbeugend zu bekampfen, die
den Rechtsfrieden empfindlich stdren. Neue Erscheinungsformen oder besondere
Auspragungen der Kriminalitat etwa im Bereich des politisch oder religios motivierten
Extremismus oder unter Nutzung der neuen Kommunikationstechnologien haben
dazu gefuhrt, dass die Polizei trotz einer erheblichen Beeintrachtigung des
Rechtsfriedens geeignete UberwachungsmaRnahmen nicht einsetzen konnte, weil
die entsprechenden Tatbestande nicht im Katalog der Straftaten von erheblicher
Bedeutung enthalten waren. Um auf neue, teilweise noch nicht vorhersehbare
Herausforderungen der inneren Sicherheit und dementsprechend auch auf neue
Straftatbestande reagieren zu konnen, wurde anstelle der Katalogtaten ein offener
Straftatenkatalog gewahlt. Nach Nummer 1 gelten alle Verbrechen als Straftaten von
erheblicher Bedeutung. Diese Gewichtung ist sachgerecht, da Verbrechen generell
erhebliche Schaden fur andere Rechtsguter zur Folge haben und insofern auch
abwehrende polizeiliche Eingriffe von hoherer Intensitat rechtfertigen. Bei kunftigen
strafgesetzlichen Anderungen im Bereich der Verbrechenstatbestande sind keine
weiteren Anpassungen in diesem Gesetz erforderlich. In Nummer 2 werden
Vergehen erfasst, soweit sie im Einzelfall nach Art und Schwere geeignet sind, den
Rechtsfrieden besonders zu storen, und einer der Fallgruppen der Buchstaben a) bis
c) angehoren. Die Straftatbestande werden dabei nach ihrem Schutzgut, nach



bestimmten Deliktsgruppen oder nach der Begehungsweise bestimmt. Straftaten
sind danach geeignet, den Rechtsfrieden besonders zu storen, wenn sie sich gegen
besonders bedeutsame Rechtsgliter richten oder aber auf Grund ihrer
Deliktszugehdrigkeit bzw. der Art und Weise der Tatausfuhrung eine besondere
Sozialschadlichkeit besitzen. Neben den Staatsschutzdelikten werden auch die
Delikte der Vorteilsannahme und Bestechlichkeit erfasst. Die Bekampfung der
Korruption ist eine zentrale gesellschaftspolitische Aufgabe der Gegenwart. Das
kollusive, von verwerflichem Gewinnstreben bestimmte Zusammenwirken von
Amtstragern und Personen in der Wirtschaft erschuttert in besonders hohem Malle
das Vertrauen der Rechtsgemeinschaft in die Integritat der offentlichen Verwaltung
und verursacht hohen volkswirtschaftlichen Schaden. Die Moglichkeit, in diesem
Deliktsbereich verdeckte MalRnahmen einzusetzen, ist fur die vorbeugende
Bekampfung der Korruption von besonderer Bedeutung. Die getroffene
Beschreibung der Straftatbestande tragt dem jeweiligen Gewicht des
abzuwehrenden Angriffs und der Intensitat des polizeilichen Eingriffs damit in der
gebotenen Weise Rechnung und wahrt den VerhaltnismaRigkeitsgrundsatz als
rechtsstaatliche Generalschranke jeder staatlichen Malnahme (vgl. zu einer
vergleichbaren Regelung im Polizeigesetz des Freistaates Sachsen die
Entscheidung des Verfassungsgerichtshofs des Freistaates Sachsen vom 14. Mai
1996 - Vf. 44-11-94 Rdnr. 232 ff -).

5

Die Klarstellung in Absatz 5 hinsichtlich des Begriffs ,Abwehr einer Gefahr® ist
geboten, da im HmbSOG - anders als in den vergleichbaren Bestimmungen anderer
Lander - die Beseitigung einer eingetretenen Storung jeweils ausdriucklich neben der
Abwehr einer bevorstehenden bzw. unmittelbar bevorstehenden Gefahr genannt
wird. Hieraus konnten sich Zweifel ergeben, ob in den Vorschriften, in denen als
Tatbestandsvoraussetzung die Abwehr einer bevorstehenden bzw. unmittelbar
bevorstehenden Gefahr genannt wird, auch die Beseitigung bereits eingetretener
Storungen erfaldt sein soll. Keiner besonderen Erwahnung im Gesetz bedarf
dagegen, dall zur Abwehr einer bevorstehenden Gefahr auch die Feststellung von
Gefahrensituationen gehort, wenn Anhaltspunkte fir die Entwicklung einer Gefahr
gegeben sind.

6

In Absatz 6 wird der Begriff "Kontakt- oder Begleitperson" definiert, der in
verschiedenen Bestimmungen dieses Gesetzes verwendet wird (vgl. § 6 Nummer 7,
§ 9 und § 16 Absatz 3). Erforderlich ist mehr als ein nur flichtiger sozialer Kontakt.
Es mul} sich also um eine Person handeln, die mit einem potentiellen Straftater in
einer Weise in Verbindung steht, die erwarten laldt, dal® durch diese Datenerhebung
wichtige Hinweise gewonnen werden konnen. Diese Bestimmung betrifft somit
insbesondere Personen, die enge personliche oder geschaftliche Kontakte zu einem
potentiellen Straftater unterhalten oder die bei einem konkreten Anlal? eine solche
Person begleiten.



§ 2 Grundsatze der Datenerhebung

(1) Die Polizei darf personenbezogene Daten nur erheben, soweit dies durch

dieses Gesetz zugelassen ist. Anderweitige besondere Rechtsvorschriften

uber die Datenerhebung bleiben unberuhrt.

(2) Personenbezogene Daten sollen bei dem Betroffenen erhoben werden.

Ohne dessen Kenntnis durfen sie bei anderen offentlichen und nicht-

offentlichen Stellen erhoben werden, wenn die Erhebung beim Betroffenen

1. nicht oder nicht rechtzeitig moglich ist,

2. nur mit unverhdltnismaRig hohem Aufwand moglich ist und keine
Anhaltspunkte bestehen, dass schutzwiirdige Interessen des Betroffenen
beeintrachtigt werden, oder

3. die Erfullung der Aufgaben gefahrden wurde.

(3) Personenbezogene Daten sollen offen erhoben werden. Eine Daten-

erhebung, die nicht als polizeiliche MaBnahme erkennbar ist, ist zulassig,

wenn durch anderes Handeln die Erfiullung einer bestimmten polizeilichen

Aufgabe erheblich erschwert oder gefahrdet wiirde und die MaBnahme nicht

gezielt verdeckt wird. Eine Datenerhebung, die nicht als polizeiliche MaRnahme

erkennbar sein soll (verdeckte Datenerhebung), ist auBer in den in diesem

Gesetz ausdriicklich zugelassenen Fallen nur zulassig, wenn die Erfiillung

einer bestimmten polizeilichen Aufgabe bei anderem Handeln aussichtslos

ware oder wenn dies den uberwiegenden Interessen des Betroffenen
entspricht.

(4) Werden personenbezogene Daten beim Betroffenen oder bei Dritten

erhoben, sind diese in geeigneter Weise hinzuweisen auf

1. die Rechtsgrundlage der Datenerhebung,

2. eine im Einzelfall bestehende Auskunftspflicht oder die Freiwilligkeit der
Auskunft und

3. die beabsichtigte Verwendung der Daten.

Dieser Hinweis kann unterbleiben, wenn er wegen der besonderen Umstande

offenkundig nicht erforderlich ist oder wenn hierdurch die Erfullung der

polizeilichen Aufgabe oder die schutzwiirdigen Belange Dritter beeintrachtigt
oder gefahrdet wirden.

1

Absatz 1 tragt dem Grundsatz Rechnung, dal3 die Erhebung personenbezogener
Daten als Grundrechtseingriff zu bewerten ist und daher einem Gesetzesvorbehalt
unterliegt. Die Polizei darf somit zum Zwecke der Gefahrenabwehr
personenbezogene Daten nur erheben, wenn sie sich auf eine entsprechende
Befugnisnorm stutzen kann. Anderweitige Rechtsvorschriften im Sinne von Absatz 1
Satz 2 sind z.B. die Befugnis zur Datenerhebung nach der Strafproze3ordnung oder
zur Fuhrerscheinkontrolle nach § 4 Absatz 2 StVZO.

2

Die Absatze 2 und 3 normieren den Grundsatz, Daten offen und beim Betroffenen zu
erheben. Er ergibt sich aus der Forderung des Bundesverfassungsgerichts, dal® der
Einzelne grundsatzlich selbst Uber die Preisgabe und Verwendung seiner
personlichen Daten bestimmen soll. Datenerhebung beim Betroffenen ist
insbesondere dessen Befragung, aber auch andere Formen der polizeilichen
Wahrnehmung (z.B. die Beobachtung einer Person oder das Mithéren von



Gesprachen). Abweichungen von diesem Grundsatz sind insbesondere die
Einholung von Auskinften bei o6ffentlichen Stellen oder bei Dritten (Zeugen oder
Auskunftspersonen) sowie die Auswertung allgemein zuganglicher Quellen. Diese
Formen der Datenerhebung sind unter den Voraussetzungen von Absatz 2 Satz 2
zulassig. Satz 2 Nummer 1 betrifft insbesondere Falle, in denen eine Befragung des
Betroffenen nicht oder nur mit erheblicher zeitlicher Verzogerung madglich ist. Satz 2
Nummer 2 bezieht sich demgegenuber auf Falle, in denen der Betroffene zwar
innerhalb der zur Verfugung stehenden Zeit erreichbar ware, die Befragung jedoch
nur mit erheblichem Aufwand maoglich ist. Dabei dirfen jedoch keine schutzwurdigen
Interessen des Betroffenen beintrachtigt werden. Dies betrifft z.B. Falle, in denen
Dritte durch die Befragung von einem bestimmten Sachverhalt Kenntnis erlangen.
Eine Gefahrdung der Aufgabenerfillung im Sinne von Satz 2 Nummer 3 wird
insbesondere anzunehmen sein, wenn der Betroffene durch die Befragung
Gelegenheit erhalt, einen bestimmten Sachverhalt zu verschleiern.

3

Eine verdeckte Datenerhebung, die nur unter den eingeschrankten Voraussetzungen
des Absatzes 3 Satz 2 zulassig ist, setzt begrifflich voraus, da® die Zugehorigkeit zur
Polizei bewuldt verschleiert wird. Ein verdecktes Vorgehen im Sinne dieser
Bestimmung liegt somit noch nicht vor, wenn Polizeibeamte, die ihren Dienst in
Zivilkleidung verrichten oder ein auferlich nicht als solches zu erkennendes
Dienstfahrzeug benutzen, wegen der besonderen Umstande des Einzelfalles vor
einer Datenerhebung nicht ausdrucklich auf die Zugeharigkeit zur Polizei hinweisen.
Diese Form der Datenerhebung ist unter den Voraussetzungen des Absatzes 3 Satz
2 zulassig. Erforderlich ist also, dalR die Wahrnehmung eines bestimmten
Sachverhaltes bei sofortiger Offenbarung wesentlich erschwert oder gefahrdet
wulrde. Nicht mehr unter die Voraussetzungen des Absatzes 3 Satz 2, sondern des
Absatzes 3 Satz 3 fallt dagegen eine Datenerhebung, bei der die Zugehdrigkeit zur
Polizei bewul3t verheimlicht wird oder bei der der Beamte unter einem Vorwand tatig
wird. Die Erfullung einer bestimmten polizeilichen Aufgabe ist dann aussichtslos,
wenn nach den Umstanden anzunehmen ist, dal} bei einer offenen Befragung die
erforderlichen Auskinfte nicht oder mit hoher Wahrscheinlichkeit nicht zu erlangen
sind. Daruber hinaus ist eine verdeckte Datenerhebung dann zulassig, wenn dies
den Uberwiegenden Interessen des Betroffenen entspricht, wenn also z.B. durch
eine erkennbare polizeiliche Mallinahme ein Vorgang zusatzliche Publizitat erlangt.
Diese Regelung hat somit die gleiche Zielrichtung wie Absatz 2 Nummer 2. Soweit
die verdeckte Datenerhebung von den Begriffsbestimmungen der §§ 9 ff erfal3t wird,
bestimmen sich die Voraussetzungen und das Verfahren der Datenerhebung
ausschlieBlich nach diesen Bestimmungen. Die hier vorgenommene Abgrenzung
zwischen der offenen und verdeckten Datenerhebung entspricht auch der Bedeutung
des Rechts auf informationelle Selbstbestimmung. In die Befugnis des einzelnen,
grundsatzlich selbst zu entscheiden, wann und innerhalb welcher Grenzen
personliche Lebenssachverhalte offenbart werden - also zu wissen, wer was wann
und bei welcher Gelegenheit Uber eine Person weil} -, wird dann nicht besonders
intensiv eingegriffen, wenn sich die Datenerhebung auf Wahrnehmungen in der
,Sozialsphare* - also Verhaltensweisen oder AuRerungen in der Offentlichkeit -
bezieht, die auch jeder Privatperson ohne weiteres zuganglich ware. Insofern ist es
auch nicht geboten, diese Form der Datenerhebung von besonders hohen
Anforderungen abhangig zu machen.



4

Befragte Personen sind nach Absatz 4 grundsatzlich auf die Rechtsgrundlage der
Datenerhebung, Uber die Auskunftspflicht oder Freiwilligkeit einer Auskunft sowie die
beabsichtigte Verwendung der Daten zu unterrichten. Auf den Hinweis kann unter
den Voraussetzungen des Satzes 2 verzichtet werden. Hierzu gehdren insbesondere
Situationen, in denen sich der Grund der Datenerhebung bereits aus den
Umstanden der Befragung ergibt.

§ 3 Befragung und Auskunftspflicht

(1) Die Polizei darf jede Person befragen, wenn auf Grund tatsachlicher
Anhaltspunkte anzunehmen ist, dass sie sachdienliche Angaben machen kann,
die fur die Erfullung einer bestimmten polizeilichen Aufgabe erforderlich sind.
Fur die Dauer der Befragung diirfen diese Personen angehalten werden.

(2) Eine Person, deren Befragung nach Absatz 1 zulassig ist, ist verpflichtet,
auf Frage ihren Namen, Vornamen, Tag und Ort der Geburt, Wohnanschrift und
Staatsangehorigkeit anzugeben. Sie ist zu weiteren Auskinften nur
verpflichtet, soweit gesetzliche Handlungspflichten bestehen oder Tatsachen
die Annahme rechtfertigen, dass sie sachdienliche Angaben zur Abwehr einer
Gefahr fiir den Bestand oder die Sicherheit des Bundes oder eines Landes, fiir
Leib, Leben oder Freiheit einer Person oder fiir bedeutende Sach- oder
Vermogenswerte machen kann. Eingriffe in das Fernmeldegeheimnis (Artikel
10 Grundgesetz) sind nur unter den Voraussetzungen der §§ 10a bis 10c
zuladssig.

(3) §§ 52 bis 55 und § 136a der Strafprozessordnung gelten entsprechend.

1

Das dieser Vorschrift zugrundeliegende Auskunftsrecht der Polizei wurde friher aus
der polizeilichen Generalklausel abgeleitet. Die Befragung kann sich auf alle
Angaben beziehen, die fur die Erfullung einer bestimmten polizeilichen Aufgabe
erforderlich sind. Soweit mit der Befragung die Erhebung personenbezogener Daten
verbunden ist, hat sich diese nach den weiteren Vorschriften dieses Gesetzes zu
richten (insbesondere §§ 4 und 6). Das Anhalten nach Absatz 1 Satz 2 bewirkt
allenfalls eine kurzfristige Freiheitsbeschrankung, die keiner vorherigen
Entscheidung durch einen Richter nach Artikel 104 des Grundgesetzes bedarf.

2

Gemal Absatz 2 Satz 1 ist eine Person bei einer Befragung durch die Polizei
lediglich verpflichtet, ihren Namen, Vornamen, Tag und Ort der Geburt,
Wohnanschrift und Staatsangehorigkeit anzugeben. Verstdlle hiergegen koénnen
nach § 111 des Gesetzes uUber Ordnungswidrigkeiten geahndet werden. Weitere
Auskunfte kann die Polizei nur verlangen, wenn eine gesetzliche Handlungspflicht
des Betroffenen besteht. Insbesondere im Zusammenhang mit der Durchfihrung der
Rasterfahndung nach den Anschlagen in New York vom 11. September 2001 hat
sich jedoch gezeigt, dass die bestehenden Regelungen zu unbestimmt sind und
daher der Klarstellung bediirfen. So wurde bei weiteren Uberprifungen des
gerasterten Personenkreises in Hamburg deutlich, dass durch Auskinfte unter
anderem uber Finanztransaktionen wichtige Erkenntnisse uber die Strukturen des



Terrornetzes und noch unentdeckte Terroristen gewonnen werden koénnten. Aus
diesem Grund nahmen die Ermittler auch Befragungen auf der Grundlage
allgemeiner polizeilicher Datenerhebungsnormen bei der Schufa und bei
Finanzinstituten vor. Ziel dieser Befragungen war die Ubermittlung von
Kontobewegungen an die Polizei Hamburg. Bei den befragten Personen und
Institutionen handelt es sich stets um sog. Nichtstorer, die gemall § 10 HmbSOG nur
in Fallen einer unmittelbar bevorstehenden Gefahr zur Auskunft verpflichtet sind.
Das Verwaltungsgericht Hamburg hat in seiner Eilentscheidung vom 27. Februar
2002 (14 VG 446/2002) zur Rasterfahndung zwar bestatigt, dass nach den
Anschlagen vom 11. September 2001 von einer ,unmittelbar bevorstehenden
Gefahr auszugehen war. Dabei hat das Gericht in besonderer Weise auf den engen
zeitlichen Zusammenhang zwischen den Anschlagen und der Anordnung der
Rasterfahndung abgestellt. Durch schlichten Zeitablauf wird dieser enge
Zusammenhang fortwahrend gelockert. Aus diesem Grund enthalt Absatz 2 Satz 2
eine grundsatzliche Auskunftspflicht, falls eine Person sachdienliche Angaben zur
Abwehr einer Gefahr fur Uberragende Rechtsglter machen kann. Mit der in Absatz 3
enthaltenen Verweisung auf bestimmte Vorschriften der StrafprozelRordnung wird
sichergestellt, dal® die dort normierten Aussage- und Zeugnisverweigerungsrechte
sowie das Verbot bestimmter Vernehmungsmethoden auch hier Anwendung finden.

§ 4 Identitatsfeststellung und Priifung von Berechtigungsscheinen
(1) Die Polizei darf die Identitat einer Person feststellen,
1. soweit es im Einzelfall erforderlich ist zur Abwehr einer bevorstehenden
Gefahr oder einer Aufgabe der Amts- oder Vollzugshilfe,
2. wenn sie an einem Ort angetroffen wird, von dem Tatsachen die Annahme
rechtfertigen, dass dort

a) Personen Straftaten von erheblicher Bedeutung verabreden, vorbereiten

oder veriiben,

b) sich Personen aufhalten, die gegen aufenthaltsrechtliche Strafvorschrif-

ten verstoRen,

c) sich gesuchte Straftater verbergen,
3. wenn sie in einer Verkehrs- oder Versorgungsanlage oder -einrichtung,
einem oOffentlichen Verkehrsmittel, Amtsgebaude oder in einem besonders
gefahrdeten Objekt oder in dessen unmittelbarer Nahe angetroffen wird und
Tatsachen die Annahme rechtfertigen, dass in oder an diesem Objekt
Straftaten begangen werden sollen, durch die Personen oder das Objekt
erheblich gefahrdet sind,
4. an einer Kontrolistelle, die von der Polizei eingerichtet worden ist, um eine
Straftat nach § 129a des Strafgesetzbuchs, eine der in dieser Vorschrift
bezeichneten Straftaten oder eine Straftat nach § 250 Absatz 1 Nummer 1 oder
2, nach § 255 des Strafgesetzbuchs in den vorgenannten Begehungsformen
oder nach § 27 Absatz 1 und Absatz 2 Nummer 3 Buchstabe a des
Versammlungsgesetzes vom 15. November 1978 mit der Anderung vom 9. Juni
1989 (Bundesgesetzblatt | 1978 Seite 1790, 1989 Seite 1059) zu verhiten,
soweit auf Grund tatsachlicher Anhaltspunkte anzunehmen ist, dass solche
Straftaten begangen werden sollen.
(2) Die Polizei darf im 6ffentlichen Raum in einem bestimmten Gebiet Personen
kurzfristig anhalten, befragen, ihre Identitat feststellen und mitgefiihrte Sachen
in Augenschein nehmen, soweit auf Grund von konkreten Lageerkenntnissen
anzunehmen ist, dass in diesem Gebiet Straftaten von erheblicher Bedeutung



begangen werden und die MaRnahme zur vorbeugenden Bekampfung der

Straftaten erforderlich ist.

(3) Zur Feststellung der Identitat diirfen Namen, friihere Namen, Vornamen,

Geburtsdatum, Geburtsort, Geschlecht, Staatsangehorigkeit und Anschrift

erhoben werden.

(4) Zur Feststellung der Identitat darf die Polizei die erforderlichen MaBRnahmen

treffen. Sie darf

1. den Betroffenen anhalten,

2. den Betroffenen oder Auskunftspersonen nach seiner ldentitat befragen,

3. verlangen, dass der Betroffene mitgefiihrte Ausweispapiere zur Priifung
aushandigt,

4. den Betroffenen festhalten,

5. den Betroffenen und die von ihm mitgefiihrten Sachen nach Gegenstianden
durchsuchen, die zur Identitatsfeststellung dienen kénnen,

6. den Betroffenen zur Dienststelle bringen,

7.In den Fallen des Absatzes 1 unter den Voraussetzungen des § 7
erkennungsdienstliche MaBRnahmen durchfiihren.

MaBRnahmen nach den Nummern 4 bis 6 diirfen nur getroffen werden, wenn die

Identitat auf andere Weise nicht oder nur unter erheblichen Schwierigkeiten

festgestellt werden kann oder wenn tatsachliche Anhaltspunkte dafur

bestehen, dass Angaben unrichtig sind.

(5) Die Polizei darf verlangen, dass ein Berechtigungsschein zur Priifung

ausgehandigt wird, wenn der Betroffene auf Grund einer Rechtsvorschrift oder

einer vollziehbaren Auflage in einem Erlaubnisbescheid verpflichtet ist, diesen

Berechtigungsschein mitzufiuhren.

1

Eine Befugnis zur Personalienfeststellung ist bereits in § 12 Absatz 1 HmbSOG
enthalten. Diese Bestimmung ist allerdings zu unbestimmt, um modernen
verfassungsrechtlichen Anforderungen gentigen zu kdénnen. Mit dieser Vorschrift wird
daher eine spezielle Norm fur Identitatsfeststellungen durch die Polizei geschaffen.
Zweck der ldentitatsfeststellung ist entweder, die Personalien einer unbekannten
Person festzustellen, oder zu prifen, ob diese mit einer gesuchten Person identisch
ist. Die Befugnis nach Absatz 1 Nummer 1 1. Alternative setzt eine bevorstehende
Gefahr voraus. Die Polizei darf also nicht willkirrlich Personen zur Feststellung ihrer
Identitat Uberprifen. Hierunter fallt auch die ldentitatsfeststellung zur Sicherung
zivilrechtlicher Anspriiche, soweit dies Aufgabe der Polizei ist. Die Befugnis zur
Identitatsfeststellung nach Absatz 1 Nummer 1 3. Alternative soll der Polizei z.B.
ermdglichen, anlaBlich der Gewahrung von Amts- oder Vollzugshilfe zugunsten einer
anderen Behorde den richtigen Adressaten fur ihr Vorgehen festzustellen.

2

Absatz 1 Nummer 2 stellt die Rechtsgrundlage fur die sogenannte Razzia dar, bei
der unter den genannten Voraussetzungen ein konkreter Verdacht gegen die zu
uberprifenden Personen nicht erforderlich ist. Vielmehr werden alle Personen an
solchen Orten, die nicht offensichtlich keine Beziehung zu den Anlaltatigkeiten
haben, von der Feststellungsbefugnis erfal3t. Die Regelung unterscheidet nicht
zwischen Storern und Nichtstérern. Sie bewirkt eine reine Ortshaftung. Grundsatzlich
kann jeder, der an einem solchen Ort anwesend ist, ereignisunabhangig - auch
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routinemafig - polizeilich Uberprift werden. Die Mallhahme tragt dem Umstand
Rechnung, dall es im Interesse einer wirksamen Gefahrenabwehr im Vorfeld
konkreter Eingriffsmalnahmen notwendig ist, KontrollmalRnahmen gegenuber
Jedermann durchfuhren zu konnen. Vor diesem Hintergrund sind auch keine
Anforderungen an das Verhalten der zu kontrollierenden Person, die an dem
bestimmten Ort angetroffen werden, zu stellen. Besondere Gefahrenlagen, wie z.B.
der Drogenhandel in einer offenen Drogenszene und das Ausweichverhalten von
Drogendealern, begrinden den Bedarf flr eine polizeiliche Kontrollmdglichkeit
unabhangig von der Dauer des Aufenthalts in dem gefahrdeten Bereich. Hierzu hat
das Verwaltungsgericht Hamburg im Urteil vom 24. Februar 2000 (4 VG 2471/99)
zutreffend ausgefuihrt, dal Stralendealer gerade nicht an einem Ort verweilen,
sondern bestrebt sind, sich moglichst nicht von normalen Passanten zu
unterscheiden, die nicht verweilen, sondern einen Bereich zugig durchschreiten. Eine
Unterscheidung zwischen Stérern und Nichtstorern ist somit gerade nicht méglich.

3

Absatz 2 erméachtigt die Polizei, bei Vorliegen bestimmter Lagebilder Anhalte- und
Sichtkontrollen sowie Identitatsfeststellungen im o6ffentlichen Raum durchzufuhren.
Die Freie und Hansestadt Hamburg ist eine der Metropolen Europas und als solche
immer Ziel von organisierter Bandenkriminalitdt aus dem In- und Ausland. Fur
uberregional agierende Gruppen ist Hamburg interessant, weil es verkehrstechnisch
gut angebunden ist. Dies gilt nicht nur fur die Landwege, sondern auch fur die
Wasserstrallen sowie fur die nahe Kuste. Hinzu kommt, dal® Hamburg
Verkehrsknotenpunkt zwischen Nord- und Mitteleuropa ist. Diesen Umstand nutzt
insbesondere die Organisierte Kriminalitat zum Beispiel bei der Einschleusung von
Menschen und beim Drogen- und Waffenhandel. Die Offnung nach Mittel- und
Osteuropa hat diese Entwicklung noch verstarkt. Um diesen Erscheinungsformen
der Kriminalitdt wirksam begegnen zu koénnen, ist es daher erforderlich, bei
entsprechenden Lagebildern auch die Verkehrswege in die polizeiliche
Kontrolltatigkeit einzubeziehen. Dartuber hinaus konnen besondere Entwicklungen in
einzelnen Stadtgebieten entsprechende Kontrollen erforderlich machen wie zum
Beispiel Einbruchsserien oder besondere Auspragungen von Gewaltdelikten. Auch
hier soll die Polizei die Moglichkeit haben, in bestimmten, entsprechend dem
Lagebild zu definierenden Gebieten Personen anzuhalten und ihre Identitat
festzustellen. Die Identitatsfeststellung dient in erster Linie dazu, eine von der
kontrollierten Person mdglicherweise ausgehende Gefahr abzuwehren. Daneben
kann die Aufhebung der Anonymitat bei potentiellen Stérern zum Verzicht auf
bestimmte Aktivitaten fuhren. Die Befugnis zur Inaugenscheinnahme mitgefuhrter
Sachen soll es der Polizei ermoéglichen zu klaren, ob beispielsweise
Einbruchswerkzeug oder Waffen transportiert werden. Die Kontrolle ist zulassig,
wenn auf Grund von konkreten Lageerkenntnissen in einem bestimmten Gebiet mit
Straftaten von erheblicher Bedeutung zu rechnen ist. Das Lagebild und die hierzu im
Einzelnen zu erlassenden Verfahrensregelungen stellen einen Ausgleich zu dem bei
anonymen Gefahrenlagen naturgemal fehlenden individuellen Zurechnungszusam-
menhang dar und machen die MalRnahme hinreichend bestimmt (vgl. Urteil des
Verfassungsgerichtshofs des Freistaates Sachsen vom 10. Juli 2003 - Vf. 43-11-00 -
und Entscheidung des Bayerischen Verfassungsgerichtshofs vom 28. Marz 2003 -
Vf. 7-VII-00 -). Der Unterschied zu der Regelung in Absatz 1 Nummer 2 a) besteht
einerseits in der Beschrankung auf den 6ffentlichen Raum, andererseits im Verzicht
auf den engen Ortsbezug. Um bei bestimmten Lagebildern adaquat vorbeugend
reagieren zu konnen, kann es erforderlich sein, auch umgrenzte Gebiete zu
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kontrollieren, wahrend von Absatz 1 Nummer 2 a) insbesondere auch nicht der
Allgemeinheit zugangliche abgeschlossene Raumlichkeiten wie Gaststatten etc.
erfasst werden. Die Lageerkenntnisse sind vorab von der Polizei zu dokumentieren,
um eine nachtragliche Uberpriifung der Mainahme zu ermdglichen. Die Kontrollen
selbst werden in einem gestuften Verfahren durchgeflhrt. Zunachst erfolgt die
Festlegung von Ort und Zeit der Kontrolle. Diese Entscheidung wird bestimmten
Funktionstragern, zum Beispiel dem jeweiligen Leiter eines Polizeikommissariats,
Ubertragen. Daran schlieldt sich die Auswahl der zu Kontrollierenden an. Von einer
solchen Kontrolle wird daher nicht jede beliebige Person erfasst, die sich im
offentlichen Raum bewegt, sondern die Kontrolle orientiert sich an der
lageabhangigen Zielgruppe. Die Polizei darf bei der Kontrolle eine Person kurzfristig
anhalten, nach ihrer Identitat befragen und sich mitgefihrte Ausweisdokumente
aushandigen lassen. Wird im Falle nicht mitgefihrter Ausweisdokumente die Angabe
der Personalien verweigert oder bestehen Zweifel an den gemachten Angaben, kann
die Person festgehalten, nach mitgefuhrten Sachen, die der ldentitatsfeststellung
dienen, durchsucht und zur Dienststelle gebracht werden. Die Auswahl der jeweils
erforderlichen MalRnahmen erfolgt unter strikter Wahrung des VerhaltnismaRig-
keitsgrundsatzes. Die Durchfihrung von erkennungsdienstlichen MaRnahmen wird
ausdrucklich ausgeschlossen. Unabhangig davon darf die Polizei mitgefuhrte
Sachen in Augenschein nehmen. Bei der Inaugenscheinnahme handelt es sich nicht
um eine Durchsuchung des Betroffenen. Vielmehr sollen die mitgefihrten Sachen
lediglich genauer betrachtet werden, ohne tiefer in die Privatsphare einzudringen.
Dies kann beispielsweise im Offnen einer Tasche oder eines Kofferraums bestehen.
Wenn jedoch durch die Inaugenscheinnahme der mitgefuhrten Sachen eine Gefahr
erkannt wird oder ein Verdacht entsteht, kann die Polizei in einem solchen Fall auf
Grund der weitergehenden Befugnisse zur Gefahrenabwehr vorgehen.

4

Absatz 4 bezeichnet die zur Identitatsfeststellung zulassigen Mittel. Der Grundsatz
der Verhaltnismalligkeit gebietet die in Satz 3 enthaltenen Einschrankungen fur die
Malnahmen nach Satz 2 Nummern 4 bis 6. Berechtigungsscheine im Sinne von
Absatz 5 sind die fur die Auslibung bestimmter Tatigkeiten erforderlichen Nachweise
(z.B. Jagd- oder Waffenschein, Reisegewerbekarte, Fulhrerschein). Die
einschlagigen Gesetze sehen zwar durchweg vor, da® diese Papiere zustandigen
Personen auf Verlangen auszuhandigen sind. Mit dieser Bestimmung wird
klargestellt, dall diese Verpflichtung auch gegentber der Polizei gilt.
Erlaubnisbescheide, deren Mitfihrung durch Auflage vorgeschrieben wird, sind z.B.
Sondernutzungen nach dem Wegegesetz.

§ 5 Datenerhebung zur Vorbereitung auf die Hilfeleistung in Gefahrenfallen

(1) Die Polizei darf tiber

1. Personen, deren besondere Kenntnisse oder Fahigkeiten zur
Gefahrenabwehr bendtigt werden,

2. Verantwortliche fiir Anlagen oder Einrichtungen, von denen eine erhebliche
Gefahr ausgehen kann,

3. Verantwortliche fiir gefahrdete Anlagen oder Einrichtungen,

4. Verantwortliche fiir Veranstaltungen in der Offentlichkeit

Namen, Vornamen, akademische Grade, Anschriften, Telefonnummern und

andere Informationen uiber die Erreichbarkeit sowie nahere Angaben liber die
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Zugehorigkeit zu einer der genannten Personengruppen erheben, soweit dies
zur Vorbereitung auf die Hilfeleistung in Gefahrenfallen erforderlich ist. Eine
verdeckte Datenerhebung ist unzulassig.

(2) Die nach Absatz 1 Satz 1 Nummer 4 erhobenen personenbezogenen Daten,
die in Dateien suchfahig gespeichert wurden, und Akten, die zur Person des
Verantwortlichen angelegt wurden, sind spatestens einen Monat nach
Beendigung des Anlasses zu Ioschen oder zu vernichten, sofern es sich nicht
um regelmaRig wiederkehrende Veranstaltungen handelt.

Die Polizei kann vielfach - soweit sie im Rahmen ihrer Eilzustandigkeit tatig wird - in
Gefahrenfallen nur wirkungsvoll Hilfe leisten, wenn sie Personen, die Uber die fur die
Bewaltigung einer Gefahrenlage erforderlichen Fahigkeiten oder Fertigkeiten
verfugen, schnellstmdglich erreichen kann. Hierzu gehdren z.B. Hausmeister oder
Sicherheitstechniker  einer  groftechnischen  Anlage, aber z.B. auch
Abschleppunternehmer, Sachverstandige oder Dolmetscher. Der betroffene
Personenkreis und die zu erhebenden Daten sind auf das unbedingt erforderliche
Mald zu begrenzen. Dariuber hinaus wird nach Absatz 1 Satz 2 eine verdeckte
Datenerhebung ausgeschlossen. Die Speicherung von Daten der in Absatz 1 Satz 1
Nummer 4 genannten Personen (z.B. Veranstalter einer groRen Sportveranstaltung)
ist grundsatzlich nur befristet mdglich. Ausnahmen sind bei regelmalig
wiederkehrenden Veranstaltungen zugelassen (z.B. Teilnahme eines Sportvereins
am Punktspielbetrieb). Suchfahig gespeicherte Daten im Sinne von Absatz 2 sind
solche, die unter Verwendung des Namens, eines personenbeziehbaren
Aktenzeichens oder eines Hilfsmerkmals jederzeit gezielt aufgefunden werden
konnen.

§ 6 Voraussetzungen der Datenerhebung

Die Polizei darf personenbezogene Daten erheben,

1. soweit es im Einzelfall erforderlich ist zur Abwehr einer bevorstehenden
Gefahr, zur Wahrnehmung grenzpolizeilicher Aufgaben oder einer Aufgabe
der Amts- oder Vollzugshilfe,

2. wenn die Daten aus allgemein zuganglichen Quellen enthommen werden
konnen und dies zur Erfillung ihrer Aufgaben erforderlich ist,

3. wenn dies zur Vorbereitung und Durchfiihrung eines Einsatzes erforderlich
ist, bei dem erfahrungsgemaR eine besondere Gefahrdungslage besteht,

4. wenn tatsachliche Anhaltspunkte die Annahme rechtfertigen, dass die
Person Opfer einer Straftat werden wird, und dies zur Wahrnehmung der
Schutzaufgabe erforderlich ist,

5. wenn die Person sich im raumlichen Umfeld einer Person aufhalt, die auf
Grund ihrer beruflichen Titigkeit oder ihrer Stellung in der Offentlichkeit
besonders gefahrdet erscheint, und dies zum Schutz der gefahrdeten
Person erforderlich ist,

6. wenn tatsachliche Anhaltspunkte die Annahme rechtfertigen, dass die
Person kunftig Straftaten begehen wird, und die Erhebung zur
vorbeugenden Bekampfung von Straftaten mit erheblicher Bedeutung
erforderlich ist,

7. iiber Kontakt- oder Begleitpersonen, wenn dies zur vorbeugenden
Bekampfung von Straftaten mit erheblicher Bedeutung erforderlich ist.
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1

Die Vorschrift regelt die tatbestandlichen Voraussetzungen der Datenerhebung. In
welcher Form die Datenerhebung erfolgt, ergibt sich aus § 2. Ob eine andere
offentliche Stelle der Polizei Daten Ubermitteln darf oder mul}, ergibt sich aus den flr
sie mallgeblichen Rechtsvorschriften. Eine Regelung in dieser Form ist erforderlich,
weil die polizeiliche Generalklausel weder als Rechtsgrundlage fur die
Datenerhebung konzipiert ist, noch den heutigen verfassungsrechtlichen
Anforderungen an eine Dbereichsspezifische Rechtsgrundlage entspricht.
Insbesondere wirde diese Vorschrift nur Datenerhebungen bei einer konkreten
Gefahr zulassen, die sich grundsatzlich auch nur auf Verantwortliche (vgl. § 3)
beziehen durften. Die Polizei mul® jedoch, wenn sie ihre Aufgaben wirkungsvoll
erfullen soll, auch die Daten anderer Personen (z.B. einer Person, bei der sich der
Fahrzeugfihrer eines verkehrsbehindernd abgestellten Fahrzeuges aufhalt) erheben
konnen und in bestimmten eng abgegrenzten Situationen auch schon im Vorfeld
konkreter Gefahren tatig werden dirfen (§ 6 Nummern 4 bis 7). Nummer 1 setzt
ebenso wie § 4 Absatz 1 Nummer 1 eine bevorstehende Gefahr voraus.
Datenerhebungen ,ins Blaue hinein® sind damit grundsatzlich ausgeschlossen.
Entsprechend dem Sprachgebrauch in den Polizeigesetzen anderer Lander gehort
zur Abwehr einer bevorstehenden Gefahr sowohl die Feststellung von Gefahren,
wenn Anhaltspunkte fur die Entwicklung einer Gefahrenlage gegeben sind, als auch
die Beseitigung einer bereits eingetretenen Storung, wenn von ihr weiterhin eine
Gefahr ausgeht. Die Datenerhebung nach Nummer 1 soll aul3erdem die
sachgerechte Vorbereitung einer Mallnahme der Amts- oder Vollzugshilfe
ermoglichen. Der Tatbestand in Nummer 2 dient vorrangig der Klarstellung. Denn
zum einen kann davon ausgegangen werden, daf® der Betroffene seine Daten selbst
preisgegeben hat und somit damit einverstanden ist, dal} andere Personen oder
Stellen - also auch die Polizei - hiervon Kenntnis nehmen. Zum anderen wird die
Auswertung allgemein zuganglicher Quellen nicht ohne einen bestimmten Anlal}
erfolgen, so daf} sich die Polizei in der Regel auf einen anderen Befugnistatbestand
fur die Erhebung dieser Daten stitzen kann. Anlasse im Sinne der Nummer 3 liegen
insbesondere vor, wenn bei vergleichbaren Anlassen in der Vergangenheit eine
Gefahrdung der offentlichen Sicherheit eingetreten ist, die Anlal® zu polizeilichem
Einschreiten gab. So mull die Polizei z.B. anlalllich eines bevorstehenden
FuRballspiels, bei dem mit gewalttatigen Auseinandersetzungen zwischen "Fan-
Clubs" zu rechnen ist, Angaben Uber die Anzahl der zu erwartenden Anhanger der
Gastmannschaft und deren bisheriges Verhalten bei friheren Spielen erheben
kénnen, um auf Gewalttatigkeiten rechtzeitig reagieren zu kénnen.

2

Die Erhebungstatbestande in den Nummern 4 und 5 sollen der Polizei die
Maglichkeit geben, Schutzaufgaben gegenuber gefahrdeten Personen wahrnehmen
zu konnen. Nummer 4 betrifft insbesondere Falle, in denen eine Person mit einer
Straftat bedroht wird oder die Polizei Hinweise erhalt, dal} eine Straftat gegen diese
Person geplant wird. Hier kann z.B. eine Beobachtung oder Befragung von
Angehorigen, Nachbarn oder Kollegen erforderlich sein. Nummer 5 erlaubt die
Datenerhebung Uber Personen, die sich im raumlichen Umfeld einer anderen Person
aufhalten, die als besonders gefahrdet einzustufen ist (z.B. Politiker, Angehdrige des
offentlichen Dienstes in besonders herausgehobener Stellung oder FUhrungskrafte
der Wirtschaft). Nach dieser Bestimmung ware es z.B. zuldssig, das Personal eines
Hotels zu Uberprufen, in dem ein auslandischer Staatsgast untergebracht ist.
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Nummer 6 betrifft die Falle, in denen zwar tatsachliche Anhaltspunkte die Annahme
einer von einer bestimmten Person geplanten Straftat rechtfertigen, diese Hinweise
sich aber weder zu einer bevorstehenden Gefahr im Sinne der Nummer 1 noch zu
dem Anfangsverdacht einer Straftat verdichtet haben. Dieser Tatbestand ist
erforderlich, da die Polizei sonst so lange von einem Einschreiten bzw. einer Klarung
des Sachverhalts absehen mufte, bis sich die tatsachlichen Anhaltspunkte zu einer
bevorstehenden Gefahr im Sinne der Nummer 1 oder des Anfangsverdachts einer -
zumindest versuchten - Straftat verdichtet hatten. Dann ware es jedoch
moglicherweise fur ein wirkungsvolles Einschreiten der Polizei zu spat. Tatsachliche
Anhaltspunkte im Sinne dieser Bestimmung koénnen sich insbesondere aus
laufenden polizeilichen Ermittlungsverfahren oder aus Hinweisen Dritter ergeben.
Nummer 7 erlaubt daruber hinaus auch die Erhebung der Daten von Kontakt- oder
Begleitpersonen der in Nummer 6 genannten Personen. Aus der
Begriffsbestimmung in § 1 Absatz 6 ergibt sich zugleich, dal} diese Vorschrift nicht
die gezielte Datenerhebung Uber jede beliebige Person erlaubt, die Kontakt zu einem
potentiellen Straftater hat.

Zweiter Abschnitt

Besondere Befugnisse zur Datenerhebung

§ 7 Erkennungsdienstliche MaBnahmen

(1) Die Polizei darf erkennungsdienstliche MaBnahmen durchfuhren

1. zum Zweck der Identitatsfeststellung (§ 4 Absatz 4), wenn dies auf andere
Weise nicht oder nur unter erheblichen Schwierigkeiten moglich ist,

2. zur vorbeugenden Bekampfung von Straftaten, wenn der Betroffene
verdachtig ist, eine mit Strafe bedrohte Tat begangen zu haben, und wegen
der Art oder Ausfiihrung der Tat sowie der Personlichkeit des Betroffenen
die Gefahr der Begehung weiterer Straftaten besteht.

(2) Ist die Identitat festgestellt, sind in den Fallen des Absatzes 1 Nummer 1 die

im Zusammenhang mit der Feststellung angefallenen Unterlagen zu

vernichten, es sei denn, ihre weitere Aufbewahrung ist fiir Zwecke nach Absatz

1 Nummer 2 oder nach anderen Rechtsvorschriften zulassig.

(3) Erkennungsdienstliche MaBRnahmen sind

1. die Abnahme von Finger- und Handflachenabdriicken,

2. die Aufnahme von Lichtbildern,

3. die Feststellung auBerlich wahrnehmbarer Merkmale,

4. Messungen.

Soweit es zur Feststellung der Identitat erforderlich ist, darf die Polizei auch

Befragungen anderer Personen vornehmen und Urkunden oder sonstige

Unterlagen einsehen. Regelungen uber ein Berufs- oder besonderes

Amtsgeheimnis bleiben unberihrt. Erkennungsdienstliche MaBnahmen diirfen

nur von besonders ermachtigten Bediensteten angeordnet werden.

(4) Der Betroffene darf zur Durchfiihrung erkennungsdienstlicher MaBnahmen

vorgeladen und, wenn er der Vorladung ohne hinreichenden Grund nicht folgt,

zwangsweise vorgefiuhrt werden.

(5) Ist eine ldentitatsfeststellung unbekannter Toter auf andere Weise nicht

moglich, darf die Polizei DNA-Material von vermissten Personen und

unbekannten Toten sicherstellen und molekulargenetische Untersuchungen
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durchfiihren. Das erlangte DNA-Identifizierungsmuster kann zu diesem Zweck
in einer Datei gespeichert werden. Eine Nutzung fur andere Zwecke ist nicht
zulassig. Molekulargenetische Untersuchungen bedirfen der richterlichen
Anordnung. Zustiandig ist das Amtsgericht Hamburg. Das Verfahren richtet
sich nach den Vorschriften des Gesetzes uber die Freiwillige Gerichtsbarkeit. §
81f Absatz 1 Satz 3 und Absatz 2 der Strafprozessordnung gilt entsprechend.

1

Regelungen Uber die Zulassigkeit erkennungsdienstlicher MaRnahmen sind bereits
in der StrafprozeRordnung enthalten. Nach § 81b StPO sind diese bei Beschuldigten
zulassig, soweit die Malinahrnen flr Zwecke der Durchfuhrung des Strafverfahrens
oder fur die Zwecke des Erkennungsdienstes notwendig sind. Absatz 1 Nummer 1
laldt erkennungsdienstliche MalRnahmen als "ultima ratio" der Identitatsfeststellung
zu, wenn andere Moglichkeiten nicht oder nicht mit zumutbarem Aufwand bestehen.
Absatz 1 Nummer 2 enthdlt in Erganzung zu Nummer 1 die ebenfalls der
Gefahrenabwehr dienende Ermachtigungsgrundlage fur erkennungsdienstliche
Malnahmen zur vorbeugenden Bekampfung von Straftaten. Hierzu gehéren auch
die Falle, in denen bereits eine Bestrafung erfolgte oder eine Verurteilung mangels
Schuldfahigkeit nicht erfolgen konnte. Von Bedeutung ist dies flir die
erkennnungsdienstliche Behandlung Strafunmundiger sowie fur rechtskraftig
Verurteilte, weil beide Personengruppen schon begrifflich nicht bzw. nicht mehr
Beschuldigte sind und somit auch nicht in den Anwendungsbereich des § 81b StPO
fallen. Die Zulassigkeit erkennungsdienstlicher Malnahmen wird in dieser Vorschrift
ausdrucklich auf Falle der Wiederholungsgefahr beschrankt. Hierdurch soll der
gefahrenabwehrende Charakter verdeutlicht werden.

2

Die Regelung in Absatz 2 entspricht § 163c Absatz 4 StPO. Im Ubrigen bestimmt
sich die weitere Aufbewahrung und Nutzung nach den Bestimmungen des Dritten
Abschnitts (§§ 14 bis 27). Die im Musterentwurf enthaltene Regelung, wonach der
Betroffene bei Wegfall der Voraussetzungen die Vernichtung der Unterlagen
verlangen kann, ist nicht Ubernommen worden, da hierdurch der mif3verstandliche
Eindruck entstehen kénnte, die Vernichtung habe nur auf Antrag des Betroffenen zu
erfolgen. Vielmehr hat die Polizei nach den Bestimmungen des Dritten Abschnitts
von sich aus - also von Amt wegen - die Erforderlichkeit der weiteren Speicherung zu
prufen.

3

Absatz 3 enthalt eine notwendige Begriffsbestimmung. Die Aufzahlung ist allerdings
nicht abschlieRend. Auch andere Methoden sind nach Absatz 3 Nummer 3 zulassig,
soweit sie sich auf die Feststellung &aulerlich wahrnehmbarer Merkmale
beschranken, also nicht mit Eingriffen in die korperliche Unversehrtheit verbunden
sind. Der Verweis auf Berufs- oder besondere Amtsgeheimnisse verdeutlicht, dal®
eine Einsichtnahme in Urkunden oder sonstige Unterlagen, die einem solchen
Geheimnis unterliegen, nur zulassig ist, soweit der jeweilige Zweck nicht
entgegensteht. Absatz 4 erlaubt es der Polizei unter den dort genannten
Voraussetzungen, eine Person zur Durchfilhrung erkennungsdienstlicher
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MaRnahmen vorzuladen wund gegebenenfalls vorzufuhren. Hinsichtlich des
Richtervorbehalts wird auf die Kommentierung zu § 13a HmbSOG verwiesen.

4

Absatz 5 regelt die Nutzung der DNA-Analyse zu Zwecken der Vermildten-
sachbearbeitung und der Identifizierung unbekannter Toter. Es kommt in der
polizeilichen Praxis immer wieder vor, daf3 nicht identifizierbare Leichen aufgefunden
werden, bei denen angesichts eines fortgeschrittenen Verwesungszustandes eine
andere Madglichkeit der Identifizierung (z.B. Uber Fotos, Fingerabdricke,
Gebissabdruck) unmdglich ist. Die DNA bleibt aber theoretisch unbegrenzt haltbar
und bietet zudem die einzige Moglichkeit, auch Leichenteile sicher zuzuordnen.
Gleiches gilt auch fur die Identifizierung von Opfern in Katastrophenfallen, wie z.B.
Flugzeugabsturzen, schweren Bahnunglicken oder Brandkatastrophen. Um die
Identitadt unbekannter Toter und das Schicksal Vermisster au3erhalb strafrechtlicher
Ermittlungsverfahren klaren zu kénnen, ist ein Abgleich des DNA-Materials
erforderlich. Zwar ist die DNA-Analyse, die der Vorsorge fur die kunftige
Strafverfolgung dient, in wesentlichen Teilen bundesgesetzlich geregelt (siehe § 81g
StPO). Es handelt sich allerdings nicht um eine abschlielende Regelung, sondern
es verbleibt, soweit nicht eine bundesgesetzliche Regelung einschlagig ist, fur den
Personenkreis der Nicht-Beschuldigten eine landesrechtliche Regelungskompetenz.
Die Speicherung der erlangten DNA-Identifizierungsmuster ist zweckmafig und auch
erforderlich, da ansonsten ein Datenabgleich mit anderen Proben nicht moglich
ware. Die molekulargenetische Untersuchung bedarf der richterlichen Anordnung.
Sie muly schriftich erfolgen und den mit der Untersuchung beauftragten
Sachverstandigen benennen.

§ 8 Datenerhebung im offentlichen Raum und an besonders gefahrdeten
Objekten

(1) Die Polizei darf bei oder im Zusammenhang mit offentlichen
Veranstaltungen oder Ansammlungen personenbezogene Daten, auch durch
den Einsatz technischer Mittel zur Anfertigung von Bild- und
Tonaufzeichnungen uber die fur eine Gefahr Verantwortlichen erheben, wenn
Tatsachen die Annahme rechtfertigen, dass dabei Straftaten begangen werden.
Die MaBnahme darf auch durchgefiihrt werden, wenn Dritte unvermeidbar
betroffen werden. Bild- und Tonaufzeichnungen, in Dateien suchfahig
gespeicherte personenbezogene Daten sowie zu einer Person suchfahig
angelegte Akten sind spatestens einen Monat nach der Datenerhebung zu
I6schen oder zu vernichten. Dies gilt nicht, wenn die Daten zur Verfolgung von
Ordnungswidrigkeiten von erheblicher Bedeutung oder Straftaten benétigt
werden oder Tatsachen die Annahme rechtfertigen, dass die Person kiinftig
Straftaten begehen wird, und die Aufbewahrung zur vorbeugenden
Bekampfung von Straftaten mit erheblicher Bedeutung erforderlich ist.

(2) Die Polizei darf an oder in den in § 4 Absatz 1 Nummer 3 genannten
Objekten Bild- und Tonaufzeichnungen uber die fir eine Gefahr
Verantwortlichen anfertigen, soweit Tatsachen die Annahme rechtfertigen,
dass an oder in Objekten dieser Art Straftaten begangen werden sollen, durch
die Personen, diese Objekte oder andere darin befindliche Sachen gefahrdet
sind. Absatz 1 Satze 2 bis 4 gilt entsprechend. Auf den Einsatz von
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Aufzeichnungsgeraten ist hinzuweisen, soweit dadurch nicht der Zweck der
MaRnahme gefahrdet wird.

(3) Die Polizei darf offentlich zugangliche Orte mittels Bildiibertragung und
-aufzeichnung offen beobachten, soweit an diesen Orten wiederholt Straftaten
begangen worden sind und Tatsachen die Annahme rechtfertigen, dass dort
auch kunftig mit der Begehung von Straftaten zu rechnen ist. Absatz 1 Satze 2
bis 4 gilt entsprechend.

(4) Die Polizei darf von Personen, die sich in amtlichem Gewahrsam befinden,
durch den offenen Einsatz technischer Mittel zur Anfertigung von Bild- und
Tonaufzeichnungen Daten erheben, wenn dies zum Schutz der Betroffenen
oder der Vollzugsbediensteten oder zur Verhiitung von Straftaten in polizeilich
genutzten Raumen erforderlich ist. Die MaBnahme darf auch durchgefiihrt
werden, wenn Dritte unvermeidbar betroffen werden. Besuche von Verteidigern
werden nicht liberwacht. Bild- und Tonaufzeichnungen sind unverziglich zu
I6schen, soweit sie nicht fiir Zwecke der Strafverfolgung benoétigt werden.

(5) Die Polizei darf bei Anhalte- und Kontrollsituationen im offentlichen
Verkehrsraum durch den offenen Einsatz technischer Mittel zur Anfertigung
von Bild und Tonaufzeichnungen Daten erheben, wenn dies zum Schutz der
Vollzugsbediensteten oder eines Dritten erforderlich ist. Absatz 4 Satze 2 und 4
gilt entsprechend.

(6) Die Polizei darf bei Kontrollen im offentlichen Verkehrsraum nach diesem
Gesetz und anderen Gesetzen personenbezogene Daten durch den offenen
Einsatz technischer Mittel zur elektronischen Erkennung von
Kraftfahrzeugkennzeichen zum Zwecke des automatisierten Abgleichs mit dem
Fahndungsbestand erheben. Eine verdeckte Datenerhebung ist nur zuladssig,
wenn durch die offene Datenerhebung der Zweck der MaRnahme gefahrdet
wiirde. Daten, die im Fahndungsbestand nicht enthalten sind, sind
unverziiglich zu Iéschen.

(7) § 17 und § 24 Absatz 4 bleiben unberiihrt.

1

Absatz 1 enthalt eine Standardermachtigung fur MalRnahmen im Vorfeld einer
Gefahrensituation. Ein Teil der Vorfeldaktivitaten der Polizei in diesem Bereich
enthalt zwar noch keinen Grundrechtseingriff (z.B. die Anfertigung von
Ubersichtsaufnahmen). Wegen der gerade bei Bildaufzeichnungen sehr schwierigen
Abgrenzung gegenuber einer gezielten Datenerhebung werden allerdings auch diese
Malnahmen von dieser Befugnisnorm mit abgedeckt. Derartige Mallhahmen sind
notwendig, da hierdurch Straftaten bei O6ffentlichen Veranstaltungen oder
Ansammlungen wirksam verhindert werden konnen. Beispielsweise nutzen
FuRballrowdies bei Spielen der Bundesliga den Schutz der Menge, um Schlagereien
mit Anhangern der gegnerischen Mannschaft zu beginnen oder um Wurfgeschosse
(z.B. Flaschen, Feuerwerkskorper) auf das Spielfeld oder auf die Anhanger der
gegnerischen Mannschaft zu werfen. Solche Ausschreitungen sind vielfach das
Ergebnis einer Eskalation. Zur Gewahrleistung einer effektiven Gefahrenabwehr ist
es daher unabweisbar, z.B. die Brennpunkte oder den jeweiligen Aufenthaltsort als
gewalttatig bekannter Besucher zu beobachten. Aus der Formulierung ,bei oder im
Zusammenhang mit* ergibt sich, daf} fur die Datenerhebung ein enger zeitlicher oder
raumlicher Zusammenhang zum jeweiligen Anlaly (Offentliche Veranstaltung oder
Ansammlung) erforderlich ist. Insbesondere zahlt hierzu die Anreise oder Abreise zu
dem AnlaBR. Zuléssig ware danach z.B. auch die Beobachtung als gewalttatig
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bekannter Fan-Gruppen am Treffpunkt vor ihrer Abreise zu einem Auswartsspiel
ihrer Mannschaft. Die ubrigen Befugnisse zur Datenerhebung (z.B. nach den §§ 4
bis 6) oder nach der Strafproze3ordnung bleiben hierdurch unberihrt. Absatz 1
Satze 3 und 4 enthalten eine Vernichtungs- bzw. Ldschungsregelung. Diese ist
beschrankt auf suchfahige Daten, da eine Vernichtung aller bei dem jeweiligen Anlaf}
erstellten Unterlagen (z.B. Einsatzbefehle oder Erfahrungsberichte) zu einer
erheblichen Beeintrachtigung polizeilicher Belange flihren wirde. Eine weitere
Aufbewahrung nach Absatz 1 Satz 4 z.B. von Lichtbildern kann insbesondere
erforderlich sein, um diese Personen kinftig bei ahnlichen Anlassen erkennen zu
kénnen und wirksame Gegenmalnahmen zu ergreifen.

2

Die in Absatz 2 geregelte Anfertigung von Bild- und Tonaufzeichnungen an oder in
besonders gefahrdeten Objekten erfolgt in der Regel durch die jeweils
Verantwortlichen (z.B. Inhaber eines Parkhauses, in dem haufig Fahrzeuge
gestohlen oder aufgebrochen werden). Die Polizei hat nach geltendem Recht die
Befugnis, zur Aufklarung bestimmter Straftaten auf die hierbei angefallenen
Unterlagen Zugriff zu nehmen. Um einer rechtspolitisch bedenklichen Privatisierung
der Verbrechensbekampfung vorzubeugen, soll mit dieser Bestimmung auch der
Polizei das Recht eingeraumt werden, aus eigener Initiative unter den hier
genannten Voraussetzungen Aufzeichnungsgerate einzusetzen. Auf den Einsatz von
Aufzeichnungsgeraten ist grundsatzlich in geeigneter Weise hinzuweisen. Eine
Ausnahme ist zulassig, wenn durch den Hinweis der Zweck der Mallnahme
gefahrdet wird, z.B. potentiellen Straftatern Gelegenheit gegeben wird, die
MalRnahme durch entsprechendes Verhalten zu unterlaufen.

3

Absatz 3 enthalt die Rechtsgrundlage fur Bildubertragungen und -aufzeichnungen an
offentlich zuganglichen Strallen und Platzen, soweit an diesen Orten wiederholt
Straftaten begangen worden sind und Tatsachen die Annahme rechtfertigen, dafl
auch kunftig mit der Begehung von Straftaten zu rechnen ist. Die Videolberwachung
hat offen zu erfolgen. Die Videolberwachung an 6ffentlich zuganglichen Orten soll
sowohl in Form der bloRen Bildibertragung als auch der Bildaufzeichnung
vorgenommen werden durfen. Wahrend bei der Bildibertragung die Bilder lediglich
durchlaufen und von einem Polizeibeamten beobachtet werden, werden mit der
Bildaufzeichnung Daten der Betroffenen erhoben. Es handelt sich um Eingriffe in die
informationelle Selbstbestimmung, von denen sehr viele Personen betroffen sein
kénnen, wenn der videouberwachte Ort von zentraler Bedeutung ist und ein grolRes
Aufkommen an Passanten und Besuchern hat. In den weitaus meisten Fallen
handelt es sich um Personen, von denen keine Gefahr ausgeht und denen selbst
auch keine Gefahr droht. Die Eingriffe sind daher nur unter strengen Anforderungen
zulassig. So durfen nur oOffentlich zugangliche Stralen und Platze Uberwacht
werden. DarUber hinaus muassen in der Vergangenheit an diesem Ort wiederholt
Straftaten begangen worden sein. Das bedeutet, dal® an dem zu uberwachenden Ort
mehrere Straftaten veribt worden sein mussen und diese auch noch in einem
angemessenen zeitlichen Zusammenhang zueinander stehen mussen. Dabei gilt der
Grundsatz, dal} die Anforderungen an Haufigkeit und zeitliche Nahe in dem Male
sinken, in dem der drohende Schaden steigt. Es handelt sich um eine Entscheidung
im Einzelfall, die immer unter Bericksichtigung des VerhaltnismaRigkeitsprinzips
getroffen werden mufd. Zusatzlich bedarf es einer Gefahrenprognose. Es mussen
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demnach Tatsachen die Annahme rechtfertigen, dal3 auch zukinftig Straftaten an
diesem Ort begangen werden. Damit sind bloRe Vermutungen nicht ausreichend.
Vielmehr muss auf Grund polizeilicher Lageerkenntnisse oder anderer nachprifbarer
Tatsachen damit zu rechnen sein, daly an dem Ort noch weitere Straftaten begangen
werden. Auch hier muss ein angemessener zeitlicher Zusammenhang bestehen.
Diese Bestimmung der zu Uberwachenden Ortlichkeiten korrespondiert mit dem Ziel
der MalRnahme, namlich der Verhitung von Stralenkriminalitat und der Starkung
des Sicherheitsgefiihls der Bevélkerung. Eine Beschrankung der Ortlichkeiten etwa
auf gefahrliche Orte im Sinne des § 4 Absatz 1 Nummer 2 oder Absatz 2 wirde die
Maoglichkeiten der Videouberwachung in nicht gebotener Weise einschranken, da
eine Reihe von Deliktsbereichen in diesem Fall unberucksichtigt bleiben musste. Bei
Sachbeschadigungen, Diebstahlen, Autoaufbrichen u.a. handelt es sich in der
Regel nicht um Straftaten von erheblicher Bedeutung und doch tangieren diese
Delikte das Sicherheitsgefiihl der Bevolkerung in erheblichem MalRe. Mit der
Erganzung in Absatz 1 Satz 4 wird gewahrleistet, dal} die Bildaufzeichnungen auch
zur Verfolgung von Ordnungswidrigkeiten von erheblicher Bedeutung gespeichert
werden durfen. Die Aufzeichnungen sollen also nicht fur die Verfolgung geringflgiger
Ordnungswidrigkeiten, sondern nur fur jene Ordnungswidrigkeiten Verwendung
finden, die sich gegen ein besonders bedeutsames Interesse der Allgemeinheit
richten und die von der Offentlichkeit in besonderer Weise als stérend empfunden
werden. Damit soll zum Beispiel die Verfolgung von aufgezeichneten Graffiti-
Schmierereien, die gegenwartig nicht als Straftaten zu bewerten sind, oder auch von
grolReren Mdullablagerungen ermdglicht werden. Die in Absatz 1 Satz 3 geregelte
Monatsfrist, nach der die erhobenen Daten spatestens zu Idschen sind, wenn sie
nicht far ausdricklich benannte Zwecke bendtigt werden, gilt auch fir die
Videouberwachung nach Absatz 3. Erfahrungen haben gezeigt, dal3 Straftaten zum
Teil erst verzdgert zur Anzeige gelangen. Eine zu schnelle Léschung wirde in diesen
Fallen die Verfolgung der Tat unnotig erschweren.

4

Die Regelung des Absatzes 4 ist erforderlich, um Sachbeschadigungen und
Verletzungen in polizeilich genutzten Raumen (z.B. Zellen, Durchsuchungsraumen,
sog. Sicheren Raumen, Gefangenentransportzellen, angemietete Sammelzellen bei
besonderen Anlassen) moglichst zu verhindern. Gegenwartig werden nahezu taglich
Sachbeschadigungen durch verwahrte Personen verubt. Der Ersatz des
entstandenen Schadens kann in vielen Fallen von den Verursachern nicht erlangt
werden, da diesen haufig die finanziellen Mittel fehlen. Auferdem kommt es
regelmaldig zu Widerstandshandlungen durch verwahrte Personen, durch die die
eingesetzten Bediensteten gefahrdet bzw. verletzt werden. Des Weiteren kommt es
sowohl in den Verwahrraumen der Polizeigebdaude als auch in den Zellen der
Gefangenentransportfahrzeuge immer wieder zu Eigenverletzungen und
Suizidversuchen durch verwahrte Personen. Um dieses rechtzeitig verhindern zu
kénnen, ist eine dauerhafte Uberwachung der jeweiligen Ortlichkeiten zum Schutz
der Personen erforderlich, die personell und auf Grund der raumlichen
Gegebenheiten unmoglich ist. Es ist davon auszugehen, dal® die offene
Videouberwachung verwahrter Personen potentielle Tater abschreckt, eventuelle
Taten durch friheres Erkennen verhindert werden oder im Fall einer Tat die
Beweislage vor Gericht erheblich verbessert wird und sich dadurch sowohl die
Anzahl verletzter Personen (Bediensteter und Verwahrter) als auch die Anzahl der
Sachbeschadigungen an Amtsgebauden und deren Einrichtung reduzieren laRt.
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5

Die Regelung in Absatz 5 tragt den Empfehlungen der Projektgruppen
.Eigensicherung in  der polizeilichen Praxis® und ,Gewalt gegen
Polizeivollzugsbeamtinnen und -beamte“ des Arbeitskreises |1l der Standigen
Konferenz der Innenminister und -senatoren aus dem Jahr 2000 Rechnung. Vor dem
Hintergrund der gestiegenen Gewaltbereitschaft gegentber Polizeibeamten sind
Videoaufzeichnungen zur Dokumentation von Anhalte- und Kontrollsituationen im
offentlichen Verkehrsraum fir sinnvoll erachtet worden. Die Befugnis soll in erster
Linie bei Anhaltevorgangen mit Streifenwagen zur Anwendung gelangen und allein
der Eigensicherung dienen. In mit Videokameras ausgestatteten Streifenwagen kann
in der konkreten Anhaltesituation der Betrieb der Kamera fur den Betroffenen
erkennbar gestartet werden. Damit soll in erster Linie die Aggressionsbereitschaft
gesenkt und das Bewultsein fur Eigensicherungsmallnahmen bei den
Polizeibeamten gestarkt werden.

6

In Absatz 6 wurde eine ausdruckliche Rechtsgrundlage fur den praventiv-
polizeilichen Einsatz automatischer Kennzeichenlesesysteme im Rahmen von
Verkehrskontrollen geschaffen. Danach darf die Polizei bei Kontrollen im 6ffentlichen
Verkehrsraum personenbezogene Daten durch den offenen Einsatz technischer
Mittel zur elektronischen Erkennung von Kraftfahrzeugkennzeichen zum Zwecke des
automatisierten Abgleichs mit dem Fahndungsbestand erheben. Technisch wird
sichergestellt, dal® nur die Trefferfalle angezeigt werden. Bei ihnen handelt es sich
um gestohlene Kraftfahrzeuge, gestohlene Kraftfahrzeugkennzeichen oder aber um
Kraftfahrzeugkennzeichen, die aus sonstigen Grinden ausgeschrieben sind. Dabei
ist zu bertcksichtigen, dal® nicht nur der Diebstahl des betreffenden Kennzeichens
oder Fahrzeugs an sich eine Straftat ist, sondern dal diese Kraftfahrzeuge oder
Kennzeichen auch zur Begehung weiterer Straftaten verwendet werden. Mit dem
Einsatz dieser neuen technischen Moglichkeit kénnen kinftig Polizeikontrollen
wesentlich effizienter durchgefihrt werden. Von besonderer Bedeutung ist dartber
hinaus der Aspekt, dall Kennzeichenlesegerate zur Eigensicherung von
Polizeibeamten bei Kontrollen eingesetzt werden konnen, indem etwa ein vor einer
Fahrzeugkontrolle eingesetztes Kennzeichenlesegerat ein Alarmsignal bei den
kontrollierenden Beamten auslost, wenn sich ein zur Fahndung ausgeschriebenes
Fahrzeug nahert. Nicht ausgeschriebene Kraftfahrzeugkennzeichen sind dem Zweck
der Datenerhebung entsprechend nach dem automatisierten Abgleich unverzuglich
zu loschen. Die Eingriffsintensitat bei nicht betroffenen Personen ist daher denkbar
gering. Ausgeschriebene Kennzeichen kénnen mit den erforderlichen Daten nach
den allgemeinen Vorschriften gespeichert und weiterverarbeitet werden.

7

Die Verweisung in Absatz 7 soll klarstellen, dal} eine Léschung und Vernichtung der
angefertigten Unterlagen unter den dort geregelten Voraussetzungen unterbleiben
kann. Hierdurch soll der Polizei insbesondere die Nutzung von Bildaufzeichnungen
zur polizeilichen Aus- und Fortbildung erlaubt werden.
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§ 9 Datenerhebung durch Observation

(1) Die Polizei darf personenbezogene Daten erheben durch eine planmaRig

angelegte Beobachtung, die innerhalb einer Woche langer als 24 Stunden oder

uber den Zeitraum einer Woche hinaus vorgesehen ist oder tatsachlich
durchgefiihrt wird, (langerfristige Observation)

1. Uber die fiur eine Gefahr Verantwortlichen und unter den Voraussetzungen
von § 10 SOG uber die dort genannten Personen, wenn dies zur Abwehr
einer unmittelbar bevorstehenden Gefahr fur Leib, Leben oder Freiheit einer
Person erforderlich ist,

2. uber Personen, soweit Tatsachen die Annahme rechtfertigen, dass diese
Personen Straftaten von erheblicher Bedeutung begehen werden, wenn die
Datenerhebung zur vorbeugenden Bekampfung dieser Straftaten
erforderlich ist, sowie liber deren Kontakt- oder Begleitpersonen, wenn die
Aufklarung des Sachverhaltes auf andere Weise aussichtslos ware.

Die MaBRnahme darf auch durchgefiihrt werden, wenn Dritte unvermeidbar

betroffen werden.

(2) Der Einsatz nach Absatz 1 darf nur vom Polizeiprasidenten angeordnet

werden. Die Anordnung ist aktenkundig zu machen. Aus der Anordnung

mussen sich

1. Art, Beginn und Ende der MaBnahme; eine Verlangerung ist zulassig, soweit
die Voraussetzungen fiir die Anordnung der MaBnahme fortbestehen,

2. an der Durchfuhrung beteiligte Personen,

3. Tatsachen, die den Einsatz der MaBnahme begriinden,

4. Zeitpunkt der Anordnung und Name sowie Dienststellung des Anordnenden

ergeben.

(3) Personen, gegen die sich Datenerhebungen richteten, sind nach Abschluss

der MaBnahme hieriiber durch die Polizei zu unterrichten, sobald dies ohne

Gefahrdung des Zwecks der Datenerhebung geschehen kann. Ist wegen

desselben Sachverhalts ein strafrechtliches Ermittlungsverfahren eingeleitet

worden, ist die Unterrichtung in Abstimmung mit der Staatsanwaltschaft
nachzuholen, sobald dies der Stand des Ermittlungsverfahrens zulasst.

(4) Auf eine Observation, die nicht die in Absatz 1 genannten Voraussetzungen

erfullt (kurzfristige Observation), finden die Absatze 1 bis 3 keine Anwendung.

Durch eine kurzfristige Observation darf die Polizei Daten nur erheben, soweit

dies zum Zwecke der Gefahrenabwehr (§ 1 Absatz 1) erforderlich ist und ohne

diese MaBnahme die Erfullung der polizeilichen Aufgabe gefahrdet wird.

(5) Die Polizei darf unter den Voraussetzungen des Absatzes 1 auch besondere

fur Observationszwecke bestimmte technische Mittel zur Ermittlung des

Aufenthaltsortes des Betroffenen verwenden.

1

Die in dieser Bestimmung geregelte langerfristige Observation gehért zu den
besonderen Mitteln der Datenerhebung. Im Interesse der Regelungsklarheit sind die
ubrigen besonderen Mittel der Datenerhebung (Einsatz technischer Mittel, Einsatz
von Vertrauenspersonen und Verdeckten Ermittlern, polizeiliche Beobachtung)
jeweils in gesonderten Bestimmungen geregelt. Soweit fur die Ubrigen besonderen
Mittel der Datenerhebung gleiche Regelungen gelten sollen, beschranken sich die
ubrigen Bestimmungen auf eine Verweisung. Absatz 1 enthalt zunachst eine
Definition der langerfristigen Observation. Sie liegt entweder vor, wenn die
planmallig angelegte Beobachtung innerhalb einer Woche langer als 24 Stunden
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(reine Beobachtungszeit) andauert oder uUber den Zeitraum einer Woche hinaus
stattfinden soll. Bei der ersten Alternative ist dabei unerheblich, ob die Beobachtung
ununterbrochen oder in Blocken von jeweils mehreren Stunden erfolgt. Entscheidend
ist allein das Uberschreiten der 24-Stunden-Grenze. Bei einer Uber eine Woche
hinausgehenden Observation ist dagegen die Dauer der Beobachtung unbeachtlich.
Eine planmaRig angelegte Beobachtung, die - auch mit Unterbrechungen — Uber eine
Woche hinaus andauern soll, wird somit stets von dieser Begriffsbestimmung erfaf3t,
auch wenn die 24-Stunden-Grenze nicht erreicht wird. Allerdings folgt aus der
Formulierung ,planmafRig angelegt’, dald ein gelegentliches - auch wiederholtes -
kurzfristiges Beobachten, dem keine besonderen Vorbereitungen vorausgehen, nicht
von dieser Begriffsbestimmung erfal3t wird.

2

In Absatz 1 Satz 1 Nummern 1 und 2 werden die Voraussetzungen geregelt, unter
denen der Einsatz dieser Mittel zulassig ist. Absatz 1 Nummer 1 erlaubt diese
MalRnahmen gegenuber Storern im Sinne der §§ 8 und 9 HmMbSOG sowie unter den
Voraussetzungen des polizeilichen Notstandes (§ 10 HmbSOG) auch gegenlber
Nichtverantwortlichen bei einer unmittelbar bevorstehenden Gefahr fur Leib, Leben
oder Freiheit einer Person. Typische Anwendungsfalle hierfir sind Geiselnahmen
und EntfuUhrungen, bei denen nicht nur Tatverdachtige, sondern auch Dritte - wie z.B.
Boten - beobachtet werden mussen. Nach Absatz 1 Nummer 2 ist diese MalRhahme
auch zur vorbeugenden Bekampfung von Straftaten gegenlber potentiellen
kUnftigen Straftatern sowie ihren Kontakt- oder Begleitpersonen zulassig, wenn
Tatsachen die Annahme rechtfertigen, dal} Straftaten von erheblicher Bedeutung im
Sinne des § 1 Absatz 4 begangen werden sollen und der Einsatz zur vorbeugenden
Bekampfung dieser Straftaten erforderlich ist. Eine effektive Strafverfolgung ist -
ebenso wie die Verhinderung konkreter Straftaten - nur moglich, wenn die Polizei
bereits im Vorfeld einer geplanten Straftat - also auch bevor das Versuchsstadium
nach § 22 StGB erreicht wird - Daten erheben kann. Welchen Grad der
Wahrscheinlichkeit die Annahme einer drohenden Straftat haben muf3, um den
Einsatz dieses Mittels zu rechtfertigen, a3t sich nicht generalisieren, sondern nur
nach den Umstdnden des Einzelfalles beantworten. Wie auch bei anderen
Prognoseentscheidungen - insbesondere bei der Beurteilung, ob eine allgemeine
Gefahr vorliegt - besteht auch hier eine Wechselbeziehung zwischen den der
Annahme zugrundeliegenden Tatsachen, der Schwere der drohenden Straftat, der
zeitlichen Nahe und der Wahrscheinlichkeit ihrer Begehung. Der besonderen
Eingriffsintensitat dieser MaRnahme wird im Ubrigen dadurch Rechnung getragen,
dall die Datenerhebung Uber Kontakt- und Begleitpersonen an die zusatzliche
Anforderung geknupft wird, da® die Aufklarung des Sachverhalts sonst aussichtslos
ware. Absatz 1 Satz 2 berucksichtigt die Tatsache, dald bei den hier gereegelten
Mitteln eine Trennung der Personen, gegen die sich die Datenerhebung richtet, von
den Ubrigen Anwesenden nicht immer moglich ist.

3

Wegen ihrer hohen Eingriffsintensitdt darf die Observation nur vom
Polizeiprasidenten angeordnet werden. Insoweit tragt Absatz 2 der Forderung des
Bundesverfassungsgerichts nach verfahrensrechtlichen Vorkehrungen zur Sicherung
des Rechts auf informationelle Selbstbestimmung Rechnung. Der Inhalt der
Anordnung ergibt sich aus den Satzen 2 und 3. Festzulegen ist insbesondere auch
das Ende der MaRnahme. Eine Fortsetzung Uber das in der Anordnung festgelegte
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Ende hinaus ist nur aufgrund einer erneuten Anordnung =zulassig, wenn die
Voraussetzungen fur den Erlal auch weiterhin bestehen. Die Regelung in Absatz 3
starkt den effektiven Rechtsschutz des Betroffenen. Danach hat auch im Falle eines
sich anschlielenden Strafverfahrens in Abstimmung mit der Staatsanwaltschaft eine
Unterrichtung des Betroffenen zu erfolgen.

4

Absatz 4 Satz 1 dient zunachst der Klarstellung. Denn dal eine nur kurzfristige
Observation nicht von dieser Vorschrift erfalt werden soll, ergibt sich bereits aus der
Begriffsbestimmung in Absatz 1. Auch wenn sie nur Uber kurze Zeitraume - allenfalls
einige Stunden - durchgeflihrt wird, erreicht sie doch eine gewisse Eingriffsqualitat,
zumal es sich hierbei im Regelfall um eine verdeckt durchgefiihrte MalRnahme
handelt. Daher ist auch die kurzfristige Observation nur zulassig, wenn sonst die
Erfillung einer polizeilichen Aufgabe gefahrdet ware. Aus der Umschreibung des
Anwendungsbereichs dieses Gesetzes in § 1 Absatz 1 ergibt sich, dal} diese
Malnahme auch zur Bekampfung drohender Straftaten zulassig ist, auch wenn
diese Straftaten noch keine erhebliche Bedeutung im Sinne von § 1 Absatz 4
aufweisen.

5

Insbesondere fur die Bekampfung des Terrorismus und der Organisierten
Kriminalitat ist es von entscheidender Bedeutung, daf die Polizei schon im Vorfeld
terroristischer und sonstiger Straftaten von erheblicher Bedeutung die Moglichkeiten
modernster Ortungs- und Nachrichtentechnologie nutzen kann. Auf diese Weise
kann - vom Verdachtigen unbemerkt - ein Bewegungsmuster erstellt werden, um
mdgliche Komplizen und Hintermanner zu ermitteln. Gerade das Attentat vom 11.
September 2001 hat gezeigt, dal} terroristische Zellen weltweit und weitgehend im
Verborgenen operieren. Absatz 5 stellt den Einsatz von Observationsmethoden wie
des sogenannten GPS (Global Positioning System) auf die erforderliche rechtliche
Grundlage. Die strafprozessuale Norm des § 100c Absatz 1 Nummer 1b StPO
bezeichnet dies als sonstige besondere fir Observationszwecke bestimmte
technische Mittel. Hierunter féllt auch der Einsatz von GPS. Da die
satellitengestitzte Ortungsmethode Uber GPS nicht unter den Begriff der
Beobachtung aus § 9 Absatz 1 subsumiert werden kann, mul3te die Befugnis um die
besonderen fir Observationszwecke bestimmten Mittel erganzt werden.

§ 10 Datenerhebung durch den verdeckten Einsatz technischer Mittel

(1) Die Polizei darf unter den Voraussetzungen von § 9 Absatz 1 Satz 1 Daten
erheben durch den verdeckten Einsatz technischer Mittel zur Anfertigung von
Bildaufnahmen und Bildaufzeichnungen sowie zum Abhoren und Aufzeichnen
des gesprochenen Wortes. Der Einsatz unter den Voraussetzungen des § 9
Absatz 1 Satz 1 Nummer 2 ist nur zulassig, wenn Tatsachen die dringende
Annahme rechtfertigen, dass die Person Straftaten von erheblicher Bedeutung
begehen wird. Die MaBnahme darf auch durchgefiihrt werden, wenn Dritte
unvermeidbar betroffen werden. § 9 Absatz 2 gilt entsprechend.

(2) Ein Einsatz nach Absatz 1 zur Datenerhebung in oder aus Wohnungen ist
nur unter den Voraussetzungen von § 9 Absatz 1 Satz 1 Nummer 1 zulassig.
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(2a) Datenerhebungen nach den Absatzen 1 und 2 sind unzuldssig, wenn in ein
durch Berufsgeheimnis geschutztes Vertrauensverhaltnis im Sinne der §§ 53
und 53a der Strafprozessordnung eingegriffen wird.

(3) In den Fallen des Absatzes 2 darf der Einsatz nur durch den Richter
angeordnet werden. Die Anordnung ergeht schriftlich. Sie muss insbesondere
Namen und Anschrift des Betroffenen, gegen die sie sich richtet, enthalten und
die Wohnung, in oder aus der die Daten erhoben werden sollen, bezeichnen. In
ihr sind Art, Umfang und Dauer der MaBnahme zu bestimmen. Sie ist
hochstens auf vier Wochen zu befristen. Eine Verlangerung um jeweils nicht
mehr als vier Wochen ist zulassig, soweit die in Absatz 2 bezeichneten
Voraussetzungen fortbestehen. Bei Gefahr im Verzug kann die MaRBnahme
durch den Polizeiprasidenten angeordnet werden. Eine richterliche
Bestatigung ist unverziiglich einzuholen. Die MaBnahme ist zu beenden, wenn
sie nicht innerhalb von drei Tagen von dem Richter bestatigt wird; in diesem
Fall sind Bild- und Tonaufzeichnungen unverziglich zu vernichten, sofern die
Aufzeichnungen nicht zur Verfolgung von Straftaten benotigt werden.
Zustandig ist das Amtsgericht Hamburg. Das Verfahren richtet sich nach den
Vorschriften des Gesetzes Uuber die Angelegenheiten der Freiwilligen
Gerichtsbarkeit.

(4) Einer Anordnung nach Absatz 3 und § 9 Absatz 2 Satz 1 bedarf es nicht,
wenn technische Mittel ausschlieBlich zum Schutz der bei einem Polizeieinsatz
tatigen Personen mitgefuhrt und verwendet werden. Der Einsatz in Wohnungen
darf nur durch den Leiter des Landeskriminalamtes oder den Polizeifiihrer vom
Dienst angeordnet werden. Eine anderweitige Verwertung der bei einem
Einsatz in Wohnungen erlangten Erkenntnisse ist nur zur Abwehr der in § 9
Absatz 1 Satz 1 Nummer 1 genannten Gefahren oder zur Strafverfolgung und
nur zulassig, wenn zuvor die RechtmaBigkeit der MaBRnahme richterlich
festgestellt ist; bei Gefahr im Verzug ist die richterliche Entscheidung
unverziiglich nachzuholen. Aufzeichnungen sind unverziiglich nach
Beendigung des Einsatzes zu loschen, es sei denn, sie werden zur
Gefahrenabwehr oder Strafverfolgung benétigt.

(5) Die durch eine MaBnahme nach Absatz 2 erlangten personenbezogenen
Daten sind besonders zu kennzeichnen. Stellt sich nach Auswertung der Daten
heraus, dass diese einem Vertrauensverhaltnis 2zwischen engsten
Familienangehorigen oder in gleicher Weise engsten Vertrauten zuzuordnen
sind oder keinen unmittelbaren Bezug zu den in Absatz 2 genannten Gefahren
haben, diirfen sie nicht verwendet werden, es sei denn, ihre Verwendung ist
zur Verhutung einer unmittelbar bevorstehenden Gefahr fur Leib, Leben oder
Freiheit einer Person erforderlich. Die durch eine MaBnahme nach den
Absatzen 1 und 2 erlangten Daten, bei denen sich nach Auswertung
herausstellt, dass sie einem Vertrauensverhaltnis mit Berufsgeheimnistragern
zuzuordnen sind, diirfen nicht verwendet werden.

(6) Personen, gegen die sich die Datenerhebungen richteten oder die von ihr
sonst betroffen wurden, sind nach Abschluss der MafRnahme dariiber zu
unterrichten, sobald dies ohne Gefahrdung des Zwecks der Datenerhebung
geschehen kann. Erfolgt nach Beendigung einer MaBnahme nach Absatz 2 die
Benachrichtigung nicht innerhalb von sechs Monaten, bedarf die weitere
Zuruckstellung der Benachrichtigung der richterlichen Zustimmung.
Entsprechendes gilt nach Ablauf von jeweils weiteren sechs Monaten. Uber die
Zuruckstellung entscheidet das Gericht, das fiir die Anordnung der MaBnahme
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zustandig gewesen ist. § 9 Absatz 3 Satz 2 gilt entsprechend. Eine
Unterrichtung kann mit richterlicher Zustimmung unterbleiben, wenn
1. die Voraussetzungen des Satzes 1 auf Dauer nicht vorliegen oder
2. uberwiegende schutzwiirdige Belange eines Betroffenen entgegenstehen
oder
3. die Identitat oder der Aufenthaltsort eines Betroffenen nur mit
unverhaltnismaBRigem Aufwand ermittelt werden kann.
(7) Sind die nach Absatz 2 erlangten Daten nicht mehr zur Aufgabenerfullung
erforderlich, sind sie zu loschen. Die Léoschung ist zu protokollieren. Die
Loschung unterbleibt, soweit die Daten fiur eine Mitteilung an den Betroffenen
nach Absatz 6 oder fiir eine gerichtliche Nachprifung der RechtmaBigkeit der
MaRnahme nach Absatz 2 von Bedeutung sein konnen. In diesem Fall sind die
Daten zu sperren und diirfen nur zu diesen Zwecken verarbeitet werden. Im
Fall der Unterrichtung des Betroffenen sind die Daten zu I6schen, wenn der
Betroffene nach Ablauf eines Monats nach seiner Benachrichtigung keine
Klage erhebt; auf diese Frist ist in der Benachrichtigung hinzuweisen. Daten,
die einem Vertrauensverhaltnis zwischen engsten Familienangehorigen oder in
gleicher Weise engsten Vertrauten zuzuordnen sind oder keinen unmittelbaren
Bezug zu den in Absatz 2 genannten Gefahren haben, sind unverziglich zu
Ioschen, es sei denn, ihre Verwendung ist zur Verhutung einer unmittelbar
bevorstehenden Gefahr fiir Leib, Leben oder Freiheit einer Person erforderlich.
Die durch eine MaBRnahme nach den Absatzen 1 und 2 erlangten Daten, bei
denen sich nach Auswertung herausstellt, dass sie einem Vertrauensverhaltnis
mit Berufsgeheimnistragern zuzuordnen sind, sind unverziiglich zu I6schen.
(8) Der Senat unterrichtet die Birgerschaft jahrlich tiber den nach Absatz 2
und, soweit richterlich uberpriifungsbedirftig, nach Absatz 4 erfolgten Einsatz
technischer Mittel. Ein von der Biirgerschaft gewahltes Gremium bt auf der
Grundlage dieses Berichts die parlamentarische Kontrolle aus. Das Gremium
besteht aus sieben Mitgliedern der Biirgerschaft. Sie werden in geheimer
Abstimmung gewabhlt.

1

Die Vorschrift regelt die Datenerhebung durch den verdeckten Einsatz technischer
Mittel. Ein verdeckter Einsatz liegt vor, wenn das Mittel als solches nicht erkennbar
ist. Hierin liegt der Unterschied zur Datenerhebung nach § 8 oder zum offenen
Fotografieren einer Person. Ebenfalls nicht erfal3t von dieser Begriffsbestimmung ist
der Einsatz von Ferngladsern und ahnlichen Sichthilfen, da hierbei keine
Aufzeichnung erfolgt. Die inhaltlichen Voraussetzungen fiir den Einsatz technischer
Mittel entsprechen grundsatzlich denen von § 9. Allerdings ist ein Einsatz zur
vorbeugendcn Bekampfung von Straftaten nur zuldssig, wenn Tatsachen die
dringende Annahme rechtfertigen, dal} die Zielperson Straftaten von erheblicher
Bedeutung begehen wird. Die ,dringende Annahme“ hat dabei eine ahnliche
Bedeutung wie der dringende Tatverdacht im Strafverfahrensrecht. Erforderlich ist
somit eine grolle oder uberwiegende Wahrscheinlichkeit. Eine an Sicherheit
grenzende Wahrscheinlichkeit wird dagegen nicht vorausgesetzt.
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2

Die Regelungen in § 10 tragen den Ausfuhrungen des Bundesverfassungsgerichts in
seinen Entscheidungen vom 3. Marz 2004 (Urteil zur repressiven Wohnraum-
uberwachung - 1 BvR 2378/98 - und Beschluss zur praventiven Telekommunika-
tionsiberwachung nach dem AuRenwirtschaftsgesetz - 1 BvF 3/92 -) Rechnung. In
seinem Urteil hat das Bundesverfassungsgericht das Instrument der
Wohnraumuberwachung grundsatzlich fur verfassungsgemal} erklart. Es hat jedoch
festgestellt, dal® in den absolut geschitzten Kernbereich privater Lebensgestaltung
als Auspragung der Unantastbarkeit der Menschenwtrde gemal} Artikel 1 Absatz 1
des Grundgesetzes zu Strafverfolgungszwecken nicht eingegriffen werden darf. Eine
unmittelbare Ubertragung der im Urteil des Bundesverfassungsgerichts zur
repressiven Wohnraumuberwachung dargelegten Grundsatze auf die in Absatz 2
geregelte praventive Wohnraumuberwachung scheidet wegen der unterschiedlichen
Zwecke der Mallnahmen aus. Wahrend die strafprozessuale MalRnahme dem
staatlichen Strafanspruch und letztlich dem Allgemeininteresse an der
Wiederherstellung des durch die Straftat gestorten Rechtsfriedens dient, erfolgt die
praventive MalRnahme zum Schutz einer Person, von der eine Gefahr fir Leib,
Leben oder Freiheit abgewendet werden soll. Soweit also der Storer selbst in
schutzwurdige Spharen Dritter eingreift, kann er sich nicht auf einen unantastbaren
Kernbereich privater Lebensgestaltung berufen. Auch bedlrfen die geschuitzten
Rechtsguter keiner  weiteren Einschrankung, denn die praventive
Wohnraumuberwachung ist nur zum Schutz hochwertigster Rechtsglter zulassig.
Aus diesem Grund ist schlie8lich auch keine Regelung erforderlich, die zum einen
die MalRnahme nur zulasst, wenn die Annahme gerechtfertigt erscheint, dal} die
Gesprache einen Bezug zur Gefahr aufweisen, oder zum anderen eine
Unterbrechung der Malinahme fur den Fall anordnet, da® der Kernbereich privater
Lebensgestaltung berthrt ist. Bei einer derartigen Gefahrenlage wirden
AufklarungsmafRnahmen im Vorfeld einen zu gro3en Zeitverlust verursachen und
Unterbrechungen die Gefahr herbeifuhren, daf3 fur den Schutz des Opfers
entscheidende Informationen nicht erhoben werden. Der Schutz vor einer
unmittelbar bevorstehenden Gefahr fir Leib, Leben oder Freiheit Uberwiegt insoweit
den Schutz des Kernbereichs privater Lebensgestaltung. Zwar ist es nach den
Malistaben des Bundesverfassungsgerichts nicht zwingend geboten, die
Vertrauensverhaltnisse mit samtlichen Berufsgeheimnistragern und ihren
Berufshelfern von einer Uberwachung auszunehmen. Gleichwohl werden aus
rechtpolitischen Erwagungen in Absatz 2a Eingriffe in durch Berufsgeheimnis
geschutzte Vertrauensverhaltnisse nach den §§ 53 und 53a StPO flr unzulassig
erklart. Entsprechende Sonderregelungen enthalten auch die Verwendungs- und
Léschungsvorschriften in Absatz 5 und 7. Das Urteil ist hinsichtlich der vom
Bundesverfassungsgericht geforderten verfahrenssichernden Mallhahmen auch bei
der praventiven Wohnraumiberwachung zu bericksichtigen. Verfahrenssichernde
Malnahmen stellen bei einer polizeilichen Datenerhebung aus verfassungsrechtlich
geschutzten Vertrauensverhaltnissen einen Ausgleich zwischen den konkurrierenden
Rechtspositionen her und dienen der Gewahrleistung der betroffenen Grundrechte.
So enthalt Absatz 3 eine konkretere Ausgestaltung des Richtervorbehalts, mit der die
inhaltlichen Anforderungen an die richterliche Anordnung prazisiert werden. Danach
sind in der Anforderung Art und Weise sowie Dauer und Umfang der MalRnahme
schriftlich zu bestimmen.
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3

In Absatz 5 werden das Kennzeichnungsgebot und die Verwendungsbeschrankun-
gen geregelt. Die Kennzeichnung der aus der Wohnraumiberwachung stammenden
Daten dient der Gewahrung der Zweckbindung, da auf diese Weise nach der
Informationserhebung erkennbar bleibt, dal es sich um entsprechend sensible
Daten handelt. Einem Verwendungsverbot unterliegen hingegen Daten, die keinen
Bezug zu der abzuwehrenden Gefahr aufweisen oder bei denen sich nachtraglich
herausstellt, dal in ein besonderes Vertrauensverhaltnis eingegriffen wurde. Eine
Ausnahme hiervon besteht wiederum fir Daten, die zum Schutz anderer
hochwertigster Rechtsglter erforderlich sind. Die Unterrichtungsvorschriften in
Absatz 6 dienen insbesondere der verbesserten Wahrnehmung effektiven
Rechtsschutzes. Die Zurickstellung der Benachrichtigung bedarf jeweils nach sechs
Monaten der richterlichen Zustimmung. In den besonders aufgeflhrten Fall-
konstellationen kann mit richterlicher Zustimmung eine Benachrichtigung auch auf
Dauer unterbleiben. Die besonderen Lodschungsregelungen in Absatz 7 sollen
insbesondere den von der MalRnahme betroffenen Personen die nachtragliche
Inanspruchnahme von Rechtsschutz ermoglichen. Die Daten werden insoweit
zunachst gesperrt. Eine sofortige Loschung ist nur dann zwingend geboten, wenn die
Datenerhebung den Kernbereich privater Lebensgestaltung berUhrt hat, da die
weitere Aufbewahrung dieser Daten zu einer unverhaltnismafRigen Vertiefung dieser
Rechtsverletzung fuhren wiarde. Eine Ausnahme hiervon besteht wiederum fur
Daten, die zum Schutz anderer hochwertigster Rechtsguter erforderlich sind.

§ 10a Datenerhebung durch Telekommunikationsiiberwachung und Eingriff in

die Telekommunikation

(1) Die Polizei darf Daten erheben durch die Uberwachung und Aufzeichnung

von Telekommunikation einschlieBlich der innerhalb des Telekommunikations-

netzes in Datenspeichern abgelegten Inhalte

1. Uber die fiir eine Gefahr Verantwortlichen und unter den Voraussetzungen
des §10 SOG uber die dort genannten Personen, wenn dies zur Abwehr
einer unmittelbar bevorstehenden Gefahr fiir Leib, Leben oder Freiheit einer
Person erforderlich ist,

2. uber Personen, soweit Tatsachen die Annahme rechtfertigen, dass diese
Personen besonders schwerwiegende Straftaten begehen werden, wenn die
Datenerhebung zur vorbeugenden Bekampfung von Straftaten erforderlich
ist, sowie

3. uber deren Kontakt- und Begleitpersonen, wenn die Aufklarung des
Sachverhaltes auf andere Weise aussichtslos ware.

Die MaBnahme darf auch durchgefiihrt werden, wenn Dritte unvermeidbar

betroffen werden. Datenerhebungen sind unzuldassig, wenn in ein durch

Berufsgeheimnis geschiitztes Vertrauensverhiltnis im Sinne der §§ 53 und 53

a der Strafprozessordnung eingegriffen wird.

(2) Besonders schwerwiegende Straftaten im Sinne des Absatzes 1 sind

1. Straftaten des Friedensverrats, des Hochverrats und der Gefahrdung des
demokratischen Rechtsstaates oder des Landesverrats und der Gefahrdung
der auBeren Sicherheit (§§ 80, 81, 82, 94, § 96 Absatz 1, jeweils auch in
Verbindung mit §§ 97a, 97b, § 98 Absatz 1 Satz 2, § 99 Absatz 2, § 100, §
100a Absatz 4 des Strafgesetzbuches),
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2. Straftaten gegen die offentliche Ordnung (§8§ 129 bis 130 des
Strafgesetzbuches, § 95 Absatz 1 Nummer 8 des Aufenthaltsgesetzes),

3. Straftaten gegen die sexuelle Selbstbestimmung (§§ 176, 176a, 177, 180b,
181, § 181a Absatz 1 des Strafgesetzbuches),

4. Straftaten gegen das Leben (§§ 211, 212 des Strafgesetzbuches, § 6 des
Volkerstrafgesetzbuches),

5. Straftaten gegen die personliche Freiheit (§ 234, § 234a Absatz 1, §§ 239a,
239 b des Strafgesetzbuches),

6. Straftaten nach § 244 Absatz 1 Nummer 2, §§ 244a, 249 bis 251, 253, 255,
260, 260a des Strafgesetzbuches,

7. gemeingefahrliche Straftaten in den Fallen der §§ 306 bis 306b, § 307 Absatz
1 und 2, § 308 Absatz 1, § 309 Absatz 1, § 310 Absatz 1, §§ 313, 314, § 315
Absatz 3, § 315b Absatz 3, §§ 316a, 316¢c des Strafgesetzbuches),

8. Verbrechen gegen die Menschlichkeit (§ 7 des Volkerstrafgesetzbuches),

9. Straftaten nach § 51 Absatz 1 in Verbindung mit Absatz 2, § 52 Absatz 1
Nummer 1 in Verbindung mit Absatz 5 des Waffengesetzes oder nach § 19
Absatz 2, § 20 Absatz 1, jeweils auch in Verbindung mit § 21 des Gesetzes
uber die Kontrolle von Kriegswaffen,

10.Straftaten nach § 22a Absatz 1 in Verbindung mit Absatz 2 des Gesetzes
uber die Kontrolle von Kriegswaffen,

11.Straftaten nach einer in § 29 Absatz 3 Satz 2 Nummer 1 des
Betaubungsmittelgesetzes in Bezug genommenen Vorschrift unter den dort
genannten Voraussetzungen oder nach § 29a, § 30 Absatz 1 Nummern 1, 2,
4, §§ 30a und 30b des Betaubungsmittelgesetzes und

12.Straftaten nach § 96 Absatz 2 und § 97 des Aufenthaltsgesetzes oder nach §
84 Absatz 3 und § 84a des Asylverfahrensgesetzes.

(3) Durch den Einsatz technischer Mittel dirfen unter den Voraussetzungen

des Absatzes 1 Satz 1 Nummern 1 und 2 Kommunikationsverbindungen

unterbrochen oder verhindert werden. Kommunikationsverbindungen Dritter
diirfen nur unterbrochen oder verhindert werden, wenn dies zur Abwehr einer
unmittelbar bevorstehenden erheblichen Gefahr fiir den Bestand oder die

Sicherheit des Bundes oder eines Landes oder fir Leib, Leben oder Freiheit

einer Person erforderlich ist.

(4) Auf Grund der Anordnung einer Datenerhebung nach Absatz 1 hat jeder, der

geschaftsmaBig Telekommunikationsdienste erbringt oder daran mitwirkt

(Diensteanbieter), nach MaBRgabe der Regelungen des Telekommunikations-

gesetzes und der darauf beruhenden Rechtsverordnungen zur technischen

und organisatorischen Umsetzung von Uberwachungsmafnahmen der Polizei
die Uberwachung, Aufzeichnung und Unterbrechung von Telekommunikations-
verbindungen zu ermaéglichen.

1

Absatz 1 regelt die Telekommunikationsuberwachung und -aufzeichnung. Der Begriff
Telekommunikation ist definiert in § 3 Nummer 22 des Telekommunikationsgesetzes
(BGBI. 12004, S. 1190). Danach ist Telekommunikation der technische Vorgang des
Aussendens, Ubermittelns und Empfangens von Signalen mittels Telekommunika-
tionsanlagen. Fur die polizeiliche Gefahrenabwehr sind drei Bereiche von
besonderer Bedeutung. Zum einen kann die Polizei Gesprache zwischen zwei
Personen Uberwachen. Eine solche Mallinahme richtet sich in erster Linie auf den
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Gesprachsinhalt. Gleichzeitig werden bei dieser Uberwachung aber auch
automatisch Verkehrsdaten an die Polizei Ubermittelt. Die Ermittler erhalten so
genaue Informationen Uber den Inhaber des Anschlusses. Zum anderen kénnen
auch Mailboxen Uberprift werden, die in einem Datenspeicher innerhalb des
Telekommunikationsnetzes  abgelegt werden. Ein  dritter Bereich  der
Telekommunikationsiberwachung ist die Ortung eines Mobilfunktelefons. Das
Mobilfunktelefon nimmt automatisch Verbindung zu der nachstgelegenen Funkzelle
auf. Bei der Uberwachung eines Mobilfunktelefons wird daher immer auch der
Standort des Benutzers Ubermittelt. Dies gilt fur den Fall, dall mit dem
Mobilfunktelefon ein Gesprach gefihrt wird, als auch fir den Fall, dal das
Mobilfunktelefon sich lediglich im Stand-By Modus befindet. In den Nummern 1 bis 3
werden die Voraussetzungen geregelt, unter denen der Einsatz dieser Mittel zulassig
ist. Der Adressatenkreis orientiert sich an der Regelung in § 9 Absatz 1. Die
UberwachungsmafRnahmen diirfen nach Nummer 1 gegeniber Stdrern im Sinne der
§§ 8 und 9 HMbSOG und unter den Voraussetzungen des § 10 HmbSOG auch
gegenutber Nicht-Stérern im Rahmen der Notstandshaftung zur Abwehr einer Gefahr
fur die abschlieRend aufgezahlten Rechtsguter durchgefuhrt werden. Die Malihahme
kann dartber hinaus nach Nummer 2 zur vorbeugenden Bekampfung von besonders
schwerwiegenden Straften zur Anwendung gelangen. Die Regelung tragt den
besonderen Erfordernissen der Vorfeldermittiung mit dem Ziel des Erkennens
krimineller Strukturen Rechnung. Es mussen jedoch bereits Uberprifbare
Anhaltspunkte dafur vorliegen, dal’ die Personen entsprechende Straftaten begehen
werden. Nummer 3 schlie3lich erfal3t auch die Kontakt- und Begleitpersonen, bei
denen allerdings strengere Voraussetzungen vorliegen mussen. Die Heranziehung
von Unbeteiligten hat danach immer nur nachrangig zu erfolgen, wenn andere
Malnahmen - insbesondere gegenuber den unter Nummer 2 genannten Personen -
nicht in Betracht kommen und ohne die Einbeziehung der Kontakt- und
Begleitpersonen die Verhinderung der bevorstehenden Straftat nicht maoglich
erscheint. Nach Absatz 1 Satz 3 sind Datenerhebungen unzulassig, die in ein durch
Berufsgeheimnis geschutztes Vertrauensverhaltnis eingreifen.

2

Absatz 2 definiert die in Absatz 1 Satz 1 Nummer 2 als Eingriffsvoraussetzung
normierten besonders schwerwiegenden Straftaten. Die im Vergleich zu den
verdeckten MafRnahmen der Observation und des Einsatzes verdeckter Ermittler
hohere Eingriffsintensitdt der Telekommunikationsiberwachung macht es
erforderlich, einen von den Straftaten von erheblicher Bedeutung im Sinne von § 1
Absatz 4 abgesetzten Katalog von besonders schwerwiegenden Straftaten zu
normieren, zu deren Verhutung die Telekommunikationsiberwachung eingesetzt
werden kann. Die enumerative und abschlieBende Aufzahlung der Straftaten tragt
gleichzeitig dem Beschlul® des Bundesverfassungsgerichts vom 3. Marz 2004 (1 BvF
3/92) Rechnung. Das Bundesverfassungsgericht hat dort den Anforderungen an die
Normenbestimmtheit und Normenklarheit der Ermachtigungen zum Eingriff in das
Grundrecht aus Artikel 10 Absatz 1 GG im Bereich der Straftatenverhitung ein
besonders hohes Gewicht beigemessen. Der Katalog orientiert sich im wesentlichen
an den vom Bundesverfassungsgericht im  Urteil zur repressiven
Wohnraumuberwachung aufgestellten Kriterien. Ein ausschlieRliches Abstellen auf
das Strafmal} - und zwar auf eine Hochststrafe von mehr als finf Jahren - ist nicht
geboten, denn Artikel 10 GG enthalt im Gegensatz zu Artikel 13 Absatz 3 GG nicht
die einengende Eingriffsvoraussetzung des Verdachts einer besonders schweren
Straftat. Dartuber hinaus sind bei gefahrenabwehrenden MalRhahmen insbesondere
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die Gefahren fur die offentliche Sicherheit, die von bestimmten Straftaten ausgehen,
zu berucksichtigen.

3

Eine Rechtsgrundlage fur die Verbindungsunterbrechung bzw. -verhinderung wird in
Absatz 3 Satz 1 geschaffen. Mit dieser MaRnahme sollen Telekommunikations-
verbindungen der in Absatz 1 Nummer 1 und 2 genannten Stérer oder potentieller
Straftater unterbrochen oder kinftige Verbindungen von oder zu den Genannten
verhindert werden. So haben gerade die Anschlage in Madrid im Marz 2004 gezeigt,
dald Gber ein Mobiltelefon der Zlindmechanismus fiir eine Bombe ausgelést werden
kann. Darlber hinaus kann potentiellen Straftatern die Planung und Koordination
ihres Vorhabens erheblich erschwert werden. Die Polizei kann so die notwendige
Zeit gewinnen, um anderweitige Mallnahmen zu ergreifen, mittels derer die Gefahr
endgultig beseitigt werden kann. Absatz 3 Satz 2 ermdglicht eine solche Malinahme
auch gegenuber Dritten. Wegen des erheblichen Grundrechtseingriffs ist dies nur
zulassig zur Abwehr von Gefahren fur Rechtsguter von Uberragender Bedeutung.

4

Absatz 4 regelt die Mitwirkungspflichten derjenigen, die geschaftsmalig
Telekommunikationsdienste anbieten, erbringen oder daran mitwirken (Dienst-
anbieter). Fur die Telekommunikationsiberwachung und -aufzeichnung ergibt sich
das durch den Verweis auf das Telekommunikationsgesetz. Dort ist detailliert
geregelt, auf welche Weise die Anbieter verpflichtet sind, der Polizei zu helfen. Die
Mitwirkungspflicht erstreckt sich auch auf solche Diensteanbieter, deren Firmensitz
aulerhalb Hamburgs liegt, sofern sie ihre Dienste auch in Hamburg anbieten.

§ 10b Verkehrsdatenerhebung und Einsatz besonderer technischer Mittel zur

Datenerhebung

(1) Die Polizei darf unter den Voraussetzungen des § 10a Absatz 1 Daten

erheben durch Auskiinfte uber Telekommunikationsverbindungen.

(2) Die Erteilung einer Auskunft daruber, ob von einem Telekommunikations-

anschluss Telekommunikationsverbindungen zu den in § 10a Absatz 1

genannten Personen hergestellt worden sind (Zielsuchlauf), darf nur

angeordnet werden, wenn die Erforschung des Sachverhalts auf andere Weise
aussichtslos ware.

(3) Durch den Einsatz technischer Mittel darf

1. zur Vorbereitung einer MaBnahme nach § 10a Absatz 1 die Gerate- und
Kartennummer,

2. zur Abwehr einer unmittelbar bevorstehenden Gefahr fiir Leib, Leben oder
Freiheit der Standort eines aktiv geschalteten Mobilfunkendgerates ermittelt
werden.

Die MaBRnahme nach Satz 1 Nummer 1 ist nur zulassig, wenn die

Voraussetzungen des § 10a Absatz 1 vorliegen und die Durchfiuhrung der

UberwachungsmaBnahme ohne die Gerite- und Kartennummer nicht méglich

oder wesentlich erschwert ware. Die MaBnahme nach Satz 1 Nummer 2 ist nur

dann zulassig, wenn die Ermittlung des Aufenthaltsortes auf andere Weise
weniger Erfolg versprechend oder erschwert ware. Personenbezogene Daten

Dritter diirfen anlasslich solcher MaBnahmen nur erhoben werden, wenn dies
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aus technischen Grinden zur Erreichung des Zwecks nach Absatz 1

unvermeidbar ist.

(4) Jeder Diensteanbieter ist verpflichtet, der Polizei auf Grund der Anordnung

einer Datenerhebung nach Absatz 1

1. vorhandene Telekommunikationsdaten zu libermitteln,

2. Daten uber zukiinftige Telekommunikationsverbindungen zu ubermitteln
oder

3. die fur die Ermittlung des Standortes eines Mobilfunkendgerates nach
Absatz 3 erforderlichen spezifischen Kennungen, insbesondere die Gerate-
und Kartennummer mitzuteilen.

Die Daten sind der Polizei unverziiglich oder innerhalb der in der Anordnung

bestimmten Zeitspanne sowie auf dem darin bestimmten Ubermittlungsweg zu

ubermitteln.

(5) Verkehrsdaten sind alle nicht inhaltsbezogenen Daten, die im

Zusammenhang mit einer Telekommunikation auch unabhangig von einer

konkreten Telekommunikationsverbindung technisch erhoben und erfasst

werden, insbesondere

1. Berechtigungskennung, Kartennummer, Standortkennung sowie
Rufnummer oder Kennung des anrufenden und angerufenen Anschlusses
oder der Endeinrichtung,

2. Beginn und Ende der Verbindung nach Datum und Uhrzeit,

3. vom Kunden in Anspruch genommene Telekommunikationsdienstleistung,

4. Endpunkte fest geschalteter Verbindungen, ihr Beginn und Ende nach
Datum und Uhrzeit.

1

In dieser Vorschrift wird die Verkehrsdatenabfrage geregelt. Sie bezieht sich in erster
Linie auf bereits erfolgte Gesprache. Es wird damit bei einer MalRnahme nach § 10b
keine aktuell bestehende Telekommunikationsverbindung erfal®t. Vielmehr kdnnen
die Ermittler in Erfahrung bringen, welche Telekommunikationsverbindungen von
einem bestimmten Anschluss hergestellt wurden. Gleiches gilt auch fir versandte E-
Mails. So kann zwar nicht mehr der Inhalt der Telekommunikationsverbindung
ermittelt werden, wohl aber ihr Verlauf. Es kénnen anhand solcher Erkenntnisse
Beziehungsnetze und Strukturen von terroristischen Vereinigungen oder der
Organisierten Kriminalitat aufgedeckt werden.

2

Eine besondere Form der Verkehrsdatenabfrage ist in Absatz 2 geregelt. Es handelt
sich um den sogenannten Zielsuchlauf (Umkehrsuche). Ausgangspunkt des
Zielsuchlaufs sind nicht die Verbindungen, welche von dem Uberpriften Anschluss
aufgebaut wurden, sondern die Anschlusse, welche von sich aus eine Verbindung
mit dem Uberpriften Anschluss aufgebaut haben. Die Regelung in Absatz 3
ermdglicht den Einsatz von so genannten ,IMSI-Catchern® auch fur polizeilich-
praventive Zwecke. Die Erfahrungen aus der Polizeipraxis zeigen die Notwendigkeit
der ldentifizierung und Standortbestimmung von Mobiltelefonen zur Vorbereitung von
UberwachungsmaBnahmen nach § 10a Absatz 1 sowie zur Abwehr unmittelbar
bevorstehender Gefahren fur Leib, Leben und Freiheit.
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3

Absatz 3 entspricht in seiner Struktur dem durch das Gesetz zur Anderung der
StrafprozeRordnung vom 6. August 2002 (BGBI. | S. 3018) neu eingefuhrten § 100i
StPO. Er schafft die rechtliche Grundlage fir den polizeilich-praventiven Einsatz
spezieller Messgerate (sog. ,IMSI-Catcher®) zur Identifizierung von Gerate- und
Kartennummer sowie zur Standortbestimmung von Mobiltelefonen. Die
Notwendigkeit der Identifizierung von Geratenummer und Kennung eines
Mobiltelefons (Absatz 3 Nummer 1) ergibt sich aus der Tatsache, dal’ im Bereich der
Organisierten Kriminalitdt zunehmend Mobiltelefone benutzt werden, deren Herkunft
nicht bekannt ist, so dal auch die Rufnummer nicht zu ermitteln ist. Fir die
Anordnung einer Uberwachungsmafnahme nach § 10a Absatz 1 ist aber die
Rufnummer oder eine andere Kennung des Telekommunikationsanschlusses
zwingend erforderlich, so dall eine Abhérmallnahme gemall § 10a Absatz 1 in
diesen Fallen ausscheiden wurde. Daher wird zur Abwehr einer unmittelbar
bevorstehenden Gefahr fir Leib, Leben oder Freiheit bzw. zur vorbeugenden
Verhinderung von besonders schwerwiegenden Straftaten die ldentifizierung der
Geratenummer zur Vorbereitung einer Malnahme nach § 10a Absatz 1 bendétigt. Die
Malnahmen nach Absatz 3 Nummer 2 duarfen nur zur Abwehr einer unmittelbar
bevorstehenden Gefahr fur Leib, Leben oder Freiheit erfolgen, nicht jedoch zur
vorbeugenden Bekampfung von besonders schwerwiegenden Straftaten. Hieran
zeigt sich die strikt am rechtsstaatlichen VerhaltnismaRigkeitsprinzip orientierte
Eingriffsgrundlage, die wesentlich restriktiver ist als bei AbhérmalRnahmen gemal §
10a Absatz 1. Die Rechtsguterabwagung zwischen den Grundrechten der
Betroffenen (Storer und Nichtstorer) einerseits und dem offentlichen Interesse
(Schutz von Leben und Gesundheit, Artikel 2 Absatz 2 GG) andererseits ergibt einen
Vorrang fur die Durchfihrung der schwerwiegenden Malinahme im offentlichen
Interesse. Die Polizei hat die verfassungsrechtliche Schutzpflicht fur das Leben und
die Gesundheit der Blrger aus Artikel 2 Absatz 2 GG wahrzunehmen. Diese
wichtigsten Rechtsglter Uberwiegen die nur vorlibergehend eingeschrankten
Grundrechte des Fernmeldegeheimnisses und des informationellen
Selbstbestimmungsrechts. Die  polizeilichen  Erfahrungen mit telefonisch
angekindigten Suizidabsichten zeigen, dald eine schnelle Standortbestimmung
gemal Absatz 3 Nummer 2 unerlasslich ist, um den Suizidgefahrdeten von seiner
Tat abzuhalten. Gleiches gilt fir die Ortung hilfloser Personen, die verunglickt sind
und sich nicht mehr Uber ihren genauen Standort auflern konnen. In solchen
Fallkonstellationen kann nur eine unverzlgliche polizeiliche Standortbestimmung
mittels eines ,IMSI-Catchers® das Auffinden der hilflosen und oftmals schwer
verletzten Person ermoglichen und die Einleitung von Rettungsmalinahmen
gewabhrleisten.

4

Absatz 4 regelt die Ubermittlung der in Absatz 5 einzeln aufgeflihrten
Verbindungsdaten durch die Diensteanbieter. Es handelt sich vor allem um
Teilnehmerkennungen, Beginn und Ende von Verbindungen einschliellich Datum
und Uhrzeit sowie Positionsmeldungen. Die Legaldefinition orientiert sich an § 96
Telekommunikationsgesetz; im Hinblick auf weitere zu erwartende technische
Entwicklungen wird auf eine abschlielRende Aufzahlung verzichtet. Die Anordnung
zur Ubermittlung ist auch fir erst in der Zukunft anfallende Verbindungsdaten
zulassig. Damit ist zugleich die Verpflichtung zur Aufzeichnung dieser Daten umfalit.
Die Inanspruchnahme der Diensteanbieter erfolgt sowohl aus besonderer Sachnahe
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als auch aus einem besonderen Pflichtenverhaltnis heraus, das sie - wie den §§ 111
ff TKG zu entnehmen ist - gegenuber den Sicherheitsbehdrden zur Bereitstellung
von Daten verpflichtet.

§ 10c Anordnung und Ausfiihrung

(1) MaBnahmen nach §§ 10a und 10b bedurfen einer Anordnung durch einen
Richter. Bei Gefahr im Verzug kann die MaBnahme durch den
Polizeiprasidenten angeordnet werden. Eine richterliche Bestatigung ist
unverziiglich einzuholen. Die MaBnahme ist zu beenden, wenn sie nicht
innerhalb von drei Tagen von einem Richter bestatigt wird; in diesem Fall sind
die Datenaufzeichnungen unverziglich zu vernichten, wenn diese nicht zur
Strafverfolgung benotigt werden. Zustandig ist das Amtsgericht Hamburg. Das
Verfahren richtet sich nach den Vorschriften des Gesetzes uber die
Angelegenheiten der Freiwilligen Gerichtsbarkeit.

(2) Die Anordnung nach §§ 10a und 10b muss den Namen und die Anschrift
des Betroffenen, gegen den sie sich richtet, sowie die Rufnummer oder eine
andere Kennung seines Telekommunikationsanschlusses enthalten. Sofern
andernfalls die Erreichung des Zwecks aussichtslos oder erheblich erschwert
ware, geniigt eine raumlich und zeitlich hinreichende Bezeichnung der
Telekommunikation, tber die personenbezogene Daten erhoben oder liber die
Auskunft erteilt werden soll; dies gilt nicht fur MaBnahmen nach § 10a Absatz 1
Satz 1 Nummer 3. Die Anordnung nach § 10a Absatz 1 und § 10b Absatz 2 ist
auf hochstens drei Monate zu befristen. Eine Verlangerung um jeweils nicht
mehr als drei Monate ist zulassig, wenn die Voraussetzungen fir die
MaRnahme noch vorliegen. Die Anordnung nach § 10a Absatz 3 Satz 1 ist auf
hochstens zwei Wochen und die Anordnung nach § 10a Absatz 3 Satz 2 auf
hochstens zwei Tage zu befristen.

(3) Die durch eine MaBnahme nach §§ 10a und 10b erlangten Daten sind
besonders zu kennzeichnen. Sie diirfen fur einen anderen Zweck verwendet
werden, soweit dies zur Abwehr einer unmittelbar bevorstehenden Gefahr flir
Leib, Leben oder Freiheit, zur vorbeugenden Bekampfung einer besonders
schwerwiegenden  Straftat oder zur Verfolgung von besonders
schwerwiegenden Straftaten erforderlich ist. Die Daten, welche auf Grund einer
MaRnahme nach § 10b Absatz 2 erlangt werden, dirfen uber den
Datenabgleich zur Ermittlung der gesuchten Gerdte- und Kartennummer
hinaus nicht verwendet werden. Daten, bei denen sich nach Auswertung
herausstellt, dass sie einem Vertrauensverhidltnis zwischen engsten
Familienangehorigen oder in gleicher Weise engsten Vertrauten zuzuordnen
sind oder keinen unmittelbaren Bezug zu den in § 10a Absatz 1 genannten
Gefahren oder Straftaten haben, dirfen nicht verwendet werden, es sei denn,
ihre Verwendung ist zur Verhiitung einer unmittelbar bevorstehenden Gefahr
fur Leib, Leben oder Freiheit einer Person erforderlich. Daten, bei denen sich
nach Auswertung herausstellt, dass sie einem Vertrauensverhiltnis mit
Berufsgeheimnistragern zuzuordnen sind, diirfen nicht verwendet werden.

(4) Personen, gegen die sich die Datenerhebungen nach §§ 10a oder 10b
richteten oder die von ihr sonst betroffen wurden, sind nach Abschluss der
MaRnahme dariber zu unterrichten, sobald dies ohne Gefahrdung des Zwecks
der Datenerhebung geschehen kann. Erfolgt nach Beendigung einer
MaBRnahme die Benachrichtigung nicht innerhalb von sechs Monaten, bedarf
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die weitere Zuriickstellung der Benachrichtigung der richterlichen
Zustimmung. Entsprechendes gilt nach Ablauf von jeweils weiteren sechs
Monaten. Uber die Zuriickstellung entscheidet das Gericht, das fiir die
Anordnung der MaBRnahme zustandig gewesen ist. § 9 Absatz 3 Satz 2 und § 10
Absatz 6 Satz 6 gelten entsprechend.

(5) Sind die nach §§ 10a oder 10b erlangten Daten zur Aufgabenerfiullung nicht
mehr erforderlich, sind sie zu l6schen. Die Loschung ist zu protokollieren. Die
Loschung unterbleibt, soweit die Daten fiur eine Mitteilung an den Betroffenen
nach Absatz 4 oder fiir eine gerichtliche Nachprifung der RechtmaBigkeit der
MaBnahme von Bedeutung sein konnen. In diesem Fall sind die Daten zu
sperren und durfen nur zu diesen Zwecken verarbeitet werden. § 10 Absatz 7
Satz 5 gilt entsprechend. Daten, die einem Vertrauensverhaltnis zwischen
engsten Familienangehorigen oder in gleicher Weise engsten Vertrauten
zuzuordnen sind oder keinen unmittelbaren Bezug zu den in § 10a Absatz 1
genannten Gefahren oder Straftaten haben, sind unverziiglich zu I6schen, es
sei denn, ihre Verwendung ist zur Verhiitung einer unmittelbar bevorstehenden
Gefahr fiir Leib, Leben oder Freiheit einer Person erforderlich. Daten, bei
denen sich nach Auswertung herausstellt, dass sie einem Vertrauensverhaltnis
mit Berufsgeheimnistragern zuzuordnen sind, sind unverziglich zu I6schen.

1

Die Vorschrift regelt die verfahrensrechtlichen Anforderungen. Die Malinahmen nach
§ 10a Absatz 1 und § 10b stehen danach wegen der hohen Bedeutung des
Fernmeldegeheimnisses unter einem richterlichen Anordnungsvorbehalt. Nur in
Ausnahmefallen, namlich bei Gefahr im Verzug, darf die MalRnahme durch den
Polizeiprasidenten angeordnet werden. In einem solchen Fall mul} innerhalb von drei
Tagen eine Bestatigung eines Richters eingeholt werden. Zustandig ist das
Amtsgericht Hamburg. Wird die MaRnahme nicht binnen drei Tagen richterlich
bestatigt, so sind die erlangten Daten sofort zu I6schen, sofern sie nicht zu Zwecken
der Strafverfolgung benétigt werden.

2

Nach Absatz 2 ist die Anordnung in schriftlicher Form zu erlassen und hat in der
Regel die genaue Bezeichnung des Betroffenen sowie die Angabe der Rufnummer
oder einer anderen Kennung zu enthalten. Nur in den Fallen, in denen die
Zweckerreichung sonst aussichtslos oder erheblich erschwert ware, kann zum
Beispiel die namentliche Identifizierung des Betroffenen durch eine raumlich und
zeitlich hinreichend genaue Bezeichnung der zu uberwachenden Telekommunikation
ersetzt werden. So mussen etwa die von einer Telekommunikationsunterbrechung
oder -verhinderung betroffenen Personen lediglich raumlich genau bezeichnet
werden. Die Regelungen Uber die Befristung orientieren sich im wesentlichen an den
entsprechenden Regelungen zu Telekommunikationsiberwachungsmafnahmen im
strafprozessualen Bereich und betragen einheitlich drei Monate mit einer
Verlangerungsmaoglichkeit von weiteren drei Monaten unter der Bedingung, daf die
Voraussetzungen  weiterhin  vorliegen.  Hinsichtlich der MaRnahme der
Telekommunikationsunterbrechung und -verhinderung wird wegen der erheblichen
Eingriffsintensitat eine deutlich geringere Frist von zwei Wochen bzw. zwei Tagen
festgesetzt.
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3

Absatze 3 bis 5 regeln besondere verfahrenssichernde MaRnahmen. Es handelt sich
um Kennzeichnungs-, Zweckanderungs-, Unterrichtungs- und Loschungsregelungen.
Es gelten die Ausfuhrungen zu § 10 Absatze 5 bis 7 entsprechend. Im Unterschied
zur Wohnraumuberwachung durfen die erlangten Daten zur Strafverfolgung, aber
nur zur Verfolgung von besonders schwerwiegenden Straftaten verwendet werden.

§ 11 Datenerhebung durch den Einsatz von Personen, deren Zusammenarbeit
mit der Polizei Dritten nicht bekannt ist

(1) Die Polizei darf unter den Voraussetzungen von § 9 Absatz 1 Satz 1 Daten
erheben durch den Einsatz von Personen, deren Zusammenarbeit mit der
Polizei Dritten nicht bekannt ist. Die MaBnahme darf auch durchgefiihrt
werden, wenn Dritte unvermeidbar betroffen werden.

(2) § 9 Absatze 2 und 3 gilt entsprechend. Eine Unterrichtung kann auch
unterbleiben, wenn hierdurch der weitere Einsatz dieser Person oder Leib oder
Leben einer Person gefahrdet wird.

Einen Einsatz nach dieser Bestimmung setzt den gezielten Auftrag an eine
Vertrauensperson voraus, personenbezogene Daten zu einem bestimmten
Sachverhalt oder Uber eine bestimmte Person zu beschaffen. Hierunter fallt somit
nicht das gezielte Befragen von Zeugen und Hinweisgebern nach bestimmten
Tatsachen oder eine allgemeine Bitte an bestimmte Personen, ihr sachdienliche
Hinweise Uber verdachtige Sachverhalte zu geben, die jeweils als Datenerhebung
bei Dritten unter den Voraussetzungen von § 6 in Verbindung mit § 2 Absatz 2
zulassig ist. Erst durch die gezielte Zusammenarbeit mit der Vertrauensperson erhalt
diese Mallnahme eine besondere Eingriffsqualitat. Zulassig ist der Einsatz von
Vertrauenspersonen unter den Voraussetzungen des § 9. Die weitergehende
Beschrankung bezlglich der Benachrichtigung der vom Einsatz betroffenen
Personen nach Absatz 2 tragt den Besonderheiten bei dieser Form der
Datenerhebung Rechnung.

§ 12 Datenerhebung durch den Einsatz Verdeckter Ermittler

(1) Die Polizei darf durch einen Vollzugsbeamten, der unter einer ihm

verliehenen, auf Dauer angelegten, veranderten Identitdt (Legende) eingesetzt

wird (Verdeckte Ermittler), personenbezogene Daten iiber die fur eine Gefahr
verantwortlichen und andere Personen erheben, wenn

1. dies zur Abwehr einer unmittelbar bevorstehenden Gefahr fiir Leib, Leben
oder Freiheit einer Person erforderlich ist,

2. Tatsachen die Annahme rechtfertigen, dass Straftaten von erheblicher
Bedeutung begangen werden sollen und der Einsatz zur vorbeugenden
Bekampfung dieser Straftaten erforderlich ist; der gezielte Einsatz gegen
bestimmte Personen ist nur zuldassig, wenn Tatsachen die dringende
Annahme rechtfertigen, dass diese Personen Straftaten von erheblicher
Bedeutung begehen werden und die Aufklarung des Sachverhalts auf
andere Weise aussichtslos ware.

Der Einsatz bedarf auBer bei Gefahr im Verzuge der Zustimmung der

Staatsanwaltschaft.
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(2) Soweit es fir den Aufbau und zur Aufrechterhaltung der Legende
unerlasslich ist, durfen entsprechende Urkunden hergestellt oder verandert
werden. Ein Verdeckter Ermittler darf zur Erfillung seines Auftrages unter der
Legende am Rechtsverkehr teilnehmen.

(3) Ein Verdeckter Ermittler darf unter der Legende mit Einverstandnis des
Berechtigten dessen Wohnung betreten. Das Einverstandnis darf nicht durch
ein Uber die Nutzung der Legende hinausgehendes Vortauschen eines
Zutrittsrechts herbeigefiihrt werden. Im Ubrigen richten sich die Befugnisse
eines Verdeckten Ermittlers nach diesem Gesetz oder anderen
Rechtsvorschriften.

(4) § 9 Absatze 2 und 3 gilt entsprechend. Eine Unterrichtung kann auch
unterbleiben, wenn dadurch der weitere Einsatz des Verdeckten Ermittlers
oder Leib oder Leben einer Person gefahrdet wird.

1

Der Einsatz verdeckter Ermittler ist eine besondere Form der Datenerhebung. Eine
Legende im Sinne des Absatzes 1 liegt vor, wenn der Verdeckte Ermittler gezielt,
planmafig und langfristig angelegt Uber seine Identitat oder seinen Auftrag tauscht,
um hierdurch das Vertrauen der Personen, gegen die die Mallnahme gerichtet ist, zu
erwerben. Das bloRRe Verschweigen der Zugehdrigkeit zur Polizei oder eine nur
kurzfristige Tauschung anlaldlich einer gezielten Befragung fallen somit noch nicht
unter diese Begriffsbestimmung. Es versteht sich von selbst, dal} Verdeckte Ermittier
ebenso wie Vertrauenspersonen bei der Erflllung ihres Auftrags keine Straftaten
begehen dirfen. Die Voraussetzungen fir den Einsatz Verdeckter Ermittler
entsprechen denen der §§ 9 bis 11. Allerdings wird die Datenerhebung entsprechend
den Besonderheiten beim Einsatz Verdeckter Ermittler nicht von vornherein auf eine
bestimmte Person beschrankt. Voraussetzung ist weiter, daf® der Einsatz Verdeckter
Ermittler entweder zur Abwehr einer unmittelbar bevorstehenden Gefahr fur Leib,
Leben oder Freiheit einer Person erforderlich ist oder Tatsachen die Annahme
rechtfertigen, dal® Straftaten von erheblicher Bedeutung im Sinne des § 1 Absatz 4
begangen werden sollen und der Einsatz zur vorbeugenden Bekampfung dieser
Straftaten erforderlich ist. Die Beschrankung auf den Bereich der organisierten
Kriminalitat hat sich als zu eng erwiesen. In bestimmten Fallen gibt es zwar Hinweise
auf kriminelle Strukturen, die Erkenntnisse reichen aber oft nicht aus, um eine
Organisierte Kriminalitat belegen zu kdonnen. Dies trifft unter anderem auf Tater aus
der rechtsextremistischen Szene zu. Haufig verfigen diese Gruppen Uber einen
gewissen Grad an Organisation, jedoch werden von ihnen die Straftaten von
erheblicher Bedeutung nicht unbedingt in der Form Organisierter Kriminalitat
begangen. Dennoch ist bei diesen Ermittlungen beispielsweise der Einsatz
verdeckter Ermittler notwendig, um bestimmte Zusammenhdnge und Kontakte
aufzudecken.

2

Weitergehenden Einschrankungen unterliegt dagegen der zielgerichtete Einsatz
gegen eine bestimmte Person, da diese Form des Einsatzes mit einer groReren
Intensitat des Grundrechtseingriffs verbunden ist. Voraussetzung ist hier, dafl
Tatsachen die dringende Annahme rechtfertigen, dal} diese Person eine Straftat von
erheblicher Bedeutung begehen wird. Die ,dringende Annahme® hat dabei eine
ahnliche Bedeutung wie der dringende Tatverdacht im Strafverfahrensrecht.
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Erforderlich ist somit eine grof3e oder Uberwiegende Wahrscheinlichkeit. Eine an
Sicherheit grenzende Wahrscheinlichkeit wird dagegen nicht vorausgesetzt. Darlber
hinaus ist erforderlich, dafl3 eine Aufklarung des Sachverhalts auf andere Weise -
also auch unter Einsatz der in den §§ 9 bis 11 geregelten Befugnisse - aussichtlos
ware.

3

Uber die in § 9 Absatz 2 festgelegten Verfahrensregelungen hinaus, die nach Absatz
4 entsprechend anzuwenden sind, bedarf der Einsatz im Bereich der vorbeugenden
Bekampfung von Straftaten der Zustimmung der Staatsanwaltschaft. Diese
Regelung erfolgt, weil der Einsatz Verdeckter Ermittler eine besonders tiefgreifende
MaRnahme darstellt und weil dabei eine etwaige Verwertung in einem kinftigen
Strafverfahren bertcksichtigt werden muf3.

4

Absatz 2 erlaubt es, die zum Aufbau oder zur Sicherung der Legende des
Verdeckten Ermittlers notwendigen Urkunden (z.B. Personalausweis, Fuhrerschein)
herzustellen. Durch die in dieser Bestimmung eingeraumte Befugnis, unter der
Legende am Rechtsverkehr teilzunehmen, ensteht Dritten kein zivilrechtlicher
Nachteil. Absatz 3 erweitert die Befugnisse des Verdeckten Ermittlers zum Betreten
von Wohnungen. Wirde ihm nur ein Betretungsrecht nach § 16 HmbSOG zustehen,
konnte er beispielsweise der Einladung seiner Zielperson, gemeinsam deren
Wohnung aufzusuchen, nicht folgen. Absatz 3 Satz 2 stellt klar, da® der Verdeckte
Ermittler den Zutritt zur Wohnung nicht durch Vortauschen eines sich aus einem
anderen Grunde ergebenden Zutrittsrechts herbeiftihren darf.

§ 13 Polizeiliche Beobachtung

(1) Die Polizei darf personenbezogene Daten, insbesondere die Personalien

einer Person sowie das amtliche Kennzeichen des von ihr benutzten oder

eingesetzten Kraftfahrzeuges, zur polizeilichen Beobachtung in einer Datei

speichern (Ausschreibung zur polizeilichen Beobachtung), wenn

1. die Gesamtwiirdigung der Person und der von ihr bisher begangenen
Straftaten erwarten lassen, dass sie auch kiinftig Straftaten von erheblicher
Bedeutung begehen wird,

2. Tatsachen die Annahme rechtfertigen, dass die Person Straftaten von
erheblicher Bedeutung begehen wird,

und dies zur vorbeugenden Bekampfung dieser Straftaten erforderlich ist.

(2) Im Falle eines Antreffens der Person oder des Kraftfahrzeugs duiirfen die

Personalien und die von Begleitern, das Kennzeichen des benutzten

Kraftfahrzeugs sowie Erkenntnisse uiber Zeit, Ort, mitgefiihrten Sachen,

Verhalten, Vorhaben und sonstige Umstande des Antreffens an die

ausschreibende Polizeibehorde libermittelt werden.

(3) § 9 Absatz 2 gilt entsprechend. Die Anordnung ist auf hochstens ein Jahr zu

befristen. Spatestens nach Ablauf von sechs Monaten ist zu prifen, ob die

Voraussetzungen fur die Anordnung noch bestehen. Das Ergebnis dieser

Priufung ist aktenkundig zu machen. Zur Verlangerung der Frist bedarf es einer

neuen Anordnung.
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(4) Liegen die Voraussetzungen fir die Anordnung nicht mehr vor, ist der
Zweck der MaBnahme erreicht oder zeigt sich, dass er nicht erreicht werden
kann, ist die Ausschreibung zur polizeilichen Beobachtung unverziiglich zu
Ioschen. § 9 Absatz 3 gilt entsprechend.

Absatz 1 regelt die Voraussetzungen fur die Ausschreibung einer Person zur
polizeilichen Beobachtung. Zweck dieser MaRnahme ist es, dal} Polizeidienststellen,
die die ausgeschriebene Person anlaldlich einer nach einer anderen Rechtsvorschrift
durchgefuhrten Kontrolle oder einer anderen Gelegenheit antreffen, diesen Umstand
sowie bestimmte weitere Tatsachen mitteilen. Diese Norm erlaubt somit selbst keine
Identitatsfeststellung. Besondere datenschutzrechtliche Bedeutung erlangt diese
Maflnahme dadurch, dal} sie von vorherein auf einen langeren Zeitraum angelegt ist.
Wie in § 9 Absatz 2 besteht daher auch hier ein Anordnungsvorbehalt fir den
Polizeiprasidenten. Die Fortdauer der Ausschreibung bedarf einer Uberpriifung in
regelmaligen Abstanden. Absatz 4 regelt die Beendigung der Mallhahme sowie
eine eventuelle Unterrichtung des Betroffenen.

Dritter Abschnitt

Befugnisse zur weiteren Datenverarbeitung

§ 14 Grundsatze der Zweckbindung

(1) Die Speicherung, Veranderung oder Nutzung darf nur zu dem Zweck
erfolgen, zu dem diese Daten erlangt worden sind. Die Nutzung einschlieBlich
einer erneuten Speicherung und einer Veranderung zu einem anderen
polizeilichen Zweck ist zulassig, soweit die Polizei die Daten zu diesem Zweck
erheben durfte. Personenbezogene Daten, die in einer Datei gespeichert sind,
diirfen fur einen anderen als den nach § 26 Absatz 1 Nummer 1 festgelegten
Zweck genutzt, erneut gespeichert oder verandert werden, wenn hierdurch
erhebliche Nachteile fir das Gemeinwohl oder schwer wiegende
Beeintrachtigungen von gewichtigen Rechtspositionen einzelner verhindert
oder beseitigt werden sollen.

(2) Daten, die mit besonderen Mitteln der Datenerhebung nach den §§ 9 bis 13
sowie nach § 23 erhoben wurden, diirfen fir andere Verfahren nur genutzt
werden, wenn sie auch dafir unter Einsatz dieser Befugnisse hatten erhoben
werden dirfen. Sie diurfen nach MaRgabe bundesgesetzlicher Regelungen
auch fur gemeinsame Dateien des Bundes und der Lander auf den Gebieten
des Staatsschutzes und der organisierten Kriminalitat in Fallen von erheblicher
Bedeutung einschlieBlich der Vorfeldbeobachtung genutzt werden; dies gilt
auch fir Dateien, die nicht in der Verantwortung von Polizeibehoérden errichtet
werden. Daten, die ausschlieBlich zu Zwecken der Datenschutzkontrolle, der
Datensicherung oder zur Sicherstellung des ordnungsgemaRfen Betriebes
einer Datenverarbeitungsanlage gespeichert werden, sowie Daten, die nach § 5
erhoben wurden, diirfen fiir andere Zwecke nur genutzt werden, soweit dies
zur Abwehr einer unmittelbar bevorstehenden Gefahr fiir Leib, Leben oder
Freiheit einer Person erforderlich ist oder Anhaltspunkte dafiir vorliegen, dass
die Verfolgung einer Straftat von erheblicher Bedeutung ansonsten
aussichtslos oder wesentlich erschwert ware.
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(3) Werden wertende Angaben in Dateien gespeichert, muss feststellbar sein,
bei welcher Stelle die Unterlagen gefiihrt werden, die der Bewertung zugrunde
liegen. Das Gleiche gilt, wenn in einer Datei Kurzinformationen liber bestimmte
Sachverhalte gespeichert werden. Wertende Angaben diirfen nicht allein auf
Informationen gestiitzt werden, die unmittelbar durch automatisierte
Datenverarbeitung gewonnen wurden.

1

In § 14 ist der Grundsatz der Zweckbindung bei der Datennutzung festgeschrieben.
Danach durfen Daten grundsatzlich nur fir den Zweck genutzt werden, fir den sie
auch erhoben wurden. Ausnahmen von dieser Regel mussen gesetzlich geregelt
sein. Der Begriff ,polizeilicher Zweck® ist dabei im Sinne von § 1 Absatz 3 zu
interpretieren. Soweit also Organisationseinheiten innerhalb der Polizei andere als
vollzugspolizeiliche Aufgaben erfullen, ist die Nutzung von Daten fur diese Zwecke
nicht mehr von dieser Bestimmung umfallt. Absatz 1 Satz 3 enthadlt eine
Einschrankung gegenuber den in Absatz 1 Satz 2 zugelassenen Zweckanderungen.
Daten, die in einer Datei gespeichert sind, durfen grundsatzlich nur fur den in der
jeweiligen Errichtungsanordnung festgelegten Zweck genutzt werden. Soll eine Datei
mehreren Zwecken dienen (multifunktionelle Zweckbestimmung), so mul} dies in der
Errichtungsanordnung deutlich hervorgehoben werden. Eine Nutzung fur andere
Zwecke ist nur unter den im letzten Halbsatz genannten Voraussetzungen zulassig.

2

Absatz 2 enthalt besondere Einschrankungen des Gebots der Zweckbindung. Die
Einschrankung nach Satz 1 tragt der besonderen Eingriffsqualitat dieser
Erhebungsmethoden Rechnung. Mit Blick auf die bundesgesetzlich vorgesehene
Anti-Terror-Datei soll mit Satz 2 die Ubermittiung und Nutzung von Daten aus
verdeckten MalRnahmen der allgemeinen Gefahrenabwehr flir gemeinsame Dateien
des Bundes und der Lander ermdglicht werden. Satz 3 betrifft Daten, die von
vornherein nur zu Zwecken der Datenschutzkontrolle, der Datensicherung oder zur
Sicherstellung des ordnungsgemalien Betriebs einer Datenverarbeitungsanlage
gespeichert oder nach § 5 erhoben wurden. Die Nutzung dieser Daten fur andere
Zwecke ist nur ausnahmsweise zulassig, wenn dies zur Abwehr einer unmittelbar
bevorstehenden Gefahr fur Leib, Leben oder Freiheit einer Person erforderlich oder
in einem Ermittlungsverfahren wegen einer Straftat von erheblicher Bedeutung
notwendig ist. Letzteres gilt insbesondere fur sogenannte Protokolldateien, die zu
Zwecken der Datenschutzkontrolle angelegt werden. In solchen Protokolldateien wird
jeder Zugriff auf Dateien der Polizei Hamburg gespeichert. Anhand dieser Daten
kann anschliefiend nachvollzogen werden, welche Person und aus welchem Anlass
auf die jeweilige Datei zugegriffen hat. Dies ist ein wesentliches Mittel der
Datenschutzkontrolle. Jedoch koénnen auch in Strafverfahren solche Daten von
Bedeutung sein. So kann anhand von Protokolldateien nachgepruft werden, wann
und warum ein Verdachtiger schon einmal Adressat von polizeilichen Malinahmen
war. Beispielsweise koénnte bei einem mutmalllichen Straftater, dessen
Aufenthaltsort in einem bestimmten Zeitraum ermittelt werden soll, eine
Personenkontrolle durchgefuhrt worden sein. Im Rahmen eines strafrechtlichen
Ermittlungsverfahrens kann diese Information von erheblicher Bedeutung sein.
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3

Absatz 3 enthalt besondere Beschrankungen fir die Speicherung wertender
Angaben sowie von Kurzinformationen. Hierdurch soll insbesondere der Gefahr einer
Verselbstandigung dieser Daten von den zugrundeliegenden Sachverhalten
vorgebeugt werden.

§ 15 Dauer der Datenspeicherung

Daten durfen solange gespeichert werden, wie es fiir die Aufgabenerfiillung
erforderlich ist. Fiir automatisierte Dateien sind Fristen festzulegen, nach
deren Ablauf spatestens uberpriift werden muss, ob die suchfdahige
Speicherung von Daten weiterhin erforderlich ist (Prufungsfristen). Fur nicht
automatisierte Dateien und  Akten sind Prifungsfristen oder
Aufbewahrungsfristen festzulegen. Dabei sind der Speicherungszweck sowie
Art und Bedeutung des Anlasses der Speicherung zu bericksichtigen.
Prufungsfristen oder Aufbewahrungsfristen fir suchfahig gespeicherte
personenbezogene Daten von Kindern diirfen zwei Jahre nicht liberschreiten;
die Frist beginnt mit dem Tag der ersten Speicherung. Nach Ablauf der
Prufungsfristen ist eine weitere Speicherung nur zuldassig, wenn dies wegen
besonderer Grinde im Einzelfall erforderlich ist.

In Satz 1 wird als Grundregel vorgegeben, die Speicherungsdauer auf das
erforderliche Mald zu beschranken. Eine daruber hinausgehende differenzierte
gesetzliche Normierung Uber die Speicherdauer fur alle bei der Polizei vorhandenen
automatisierten  oder  nicht-automatisierten  Dateien  sowie  Akten  und
Aktensammlungen unter Berucksichtigung von deren jeweiliger Zweckbestimmung
ware zu unflexibel, um den datenschutzrechtlichen Belangen wie den Anforderungen
der polizeilichen Praxis im einzelnen angemessen Rechnung tragen zu konnen.
Diese Bestimmung beschrankt sich daher auf die Verpflichtung, Prifungstermine
oder Aufbewahrungsfristen festzulegen, zu denen die Erforderlichkeit der weiteren
Speicherung des jeweiligen Datums zu Uberprifen ist. Suchfahig gespeicherte Daten
sind solche, die unter Verwendung des Namens, eines personenbeziehbaren
Aktenzeichens oder eines Hilfsmerkmals jederzeit gezielt aufgefunden werden
konnen. Nicht unter diesen Begriff fallen somit Angaben, die als Beiwerk in einem
Sachvorgang oder in einer zu einer anderen Person angelegten Akte enthalten sind
und dort nur zufallig - anlalich eines sonstigen Zugriffs auf diese Akte - aufgefunden
werden kénnen. Eine besondere Einschrankung enthalt die Bestimmung nur fir die
suchfahig gespeicherten Daten von Kindern. Hier hat in jedem Fall spatestens nach
zwei Jahren eine Uberprifung zu erfolgen. Satz 5 verdeutlicht, daR Daten nach
Erreichen des Prufungstermins regelmafig geléscht werden sollen. Eine weitere
Speicherung und Nutzung soll nur zulassig sein, wenn dies im Einzelfall aus
besonderen Griinden auch Uber den Prifungstermin hinaus erforderlich ist.

§ 16 Speichern, Verandern und Nutzen von Daten

(1) Die Polizei darf personenbezogene Daten in Akten oder Dateien speichern,
verandern und nutzen, soweit dies zur Erfullung ihrer Aufgaben, einschlieBlich
einer zeitlich befristeten Dokumentation oder der Vorgangsverwaltung
erforderlich ist.
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(2) Dabei darf die Polizei auch die im Rahmen der Verfolgung von Straftaten
gewonnenen personenbezogenen Daten zum Zwecke der Gefahrenabwehr (§ 1
Absatz 1) speichern, verandern und nutzen. Soweit die Daten ausschlieBlich
auf Grund von Befugnissen erhoben wurden, die den in §§ 9 bis 13 und § 23
genannten Befugnissen entsprechen, dirfen sie fir andere Verfahren nur
genutzt werden, wenn sie auch dafur unter Einsatz dieser Befugnisse hatten
erhoben werden diirfen. Eine suchfahige Speicherung dieser Daten in Dateien
und Akten ist nur Uber Personen zulassig, gegen die ein strafrechtliches
Ermittlungsverfahren eingeleitet worden ist und bei denen wegen der Art,
Ausfiihrung oder Schwere der Tat und der Personlichkeit des Betroffenen die
Besorgnis der Begehung weiterer Straftaten besteht. Entfallt der dem
Ermittlungsverfahren zugrunde liegende Verdacht, sind die Daten zu I6schen.
Die nach § 15 festzulegenden Priifungstermine diirfen bei Erwachsenen 10
Jahre und bei Jugendlichen 5 Jahre nicht Uberschreiten. Die Frist beginnt mit
dem Tag, an dem das letzte Ereignis eingetreten ist, das zur Speicherung der
Daten gefiihrt hat, jedoch nicht vor Entlassung des Betroffenen aus einer
Justizvollzugsanstalt oder Beendigung einer mit Freiheitsentziehung
verbundenen MaRregel der Besserung und Sicherung.

(3) Die Polizei darf personenbezogene Daten von Kontakt- oder
Begleitpersonen einer Person, bei der tatsachliche Anhaltspunkte die
Annahme rechtfertigen, dass sie kiinftig Straftaten begehen wird, sowie liber
Auskunftspersonen in Dateien suchfahig speichern, verandern und nutzen,
soweit dies zur vorbeugenden Bekampfung von Straftaten von erheblicher
Bedeutung unerlasslich ist. Die Speicherungsdauer darf drei Jahre nicht
uberschreiten. Nach jeweils einem Jahr, gerechnet vom Zeitpunkt der letzten
Speicherung, ist zu priufen, ob die Voraussetzungen nach Satz 1 noch
vorliegen; die Entscheidung kann nur durch einen besonders ermachtigten
Bediensteten getroffen werden.

1

In Absatz 1 wird die allgemeine Befugnis fur die Polizei geschaffen,
personenbezogene Daten in Akten oder Dateien zu speichern, soweit dies fir ihre
Aufgabenerfullung erforderlich ist. Gemeint sind hiermit die der Polizei nach § 1
obliegenden Aufgaben. Die Speicherung von Daten zur Vorgangsverwaltung und zur
Dokumentation ist ein untrennbarer Bestandteil der polizeilichen Aufgabenerfullung.
Aus Grunden der Klarstellung werden diese Zwecke allerdings an dieser Stelle
besonders hervorgehoben. Soweit Daten ausschliel3lich zu diesen Zwecken
gespeichert werden, unterliegen sie auch der entsprechenden Zweckbindung. Sie
durfen somit nur unter den Voraussetzungen des § 14 Absatz 1 Satz 2 fUr andere
Zwecke genutzt werden.

2

Absatz 2 erlaubt die Verarbeitung von Daten, die die Polizei im Rahmen der
Verfolgung von Straftaten erlangt hat, zu Zwecken der Gefahrenabwehr. Der
Klammerhinweis auf § 1 Absatz 1 verdeutlicht, dal} zur Gefahrenabwehr auch die
vorbeugende Bekampfung von Straftaten, also die Verhitung von Straftaten und die
Vorsorge fur die Verfolgung kinftiger Straftaten gehért. Hauptanwendungsfall dieser
Bestimmung ist das Anlegen von Kriminalakten sowie Einrichtung und Betrieb einer
Datei Uber vorhandene Kriminalakten. Hierin dirfen nur Personen, gegen die ein
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straftrechtliches Ermittlungsverfahren eingeleitet worden ist, also Tater oder
Tatverdachtige, erfaRt werden. Die suchfahige Speicherung von in
Ermittlungsverfahren erlangten Daten weiterer Personen ist nur unter den
Vorausetzungen des Absatzes 3 zulassig. In Absatz 2 Satze 3 und 4 werden fur
diesen Bereich Hochstfristen flr Prifungstermine gesetzlich vorgegeben. Satz 2
enthalt eine Konkretisierung der sich bereits aus § 14 Absatz 2 Satz 1 ergebenden
besonderen Zweckbindung. Der Anwendungsbereich ist allerdings auf solche Daten
beschrankt, die ausschlieBlich unter Anwendung solcher Erhebungsbefugnisse
erlangt wurden. Die suchfahige Speicherung von Dateien Uber Kontakt- und
Begleitpersonen sowie Auskunftspersonen ist nur unter den weiteren
Einschrankungen des Absatzes 3 zulassig. Hiervon unberlhrt ist allerdings eine
Speicherung von Daten dieser Personen (z.B. als Geschadigte oder Zeugen) zum
Zwecke der Vorgangsverwaltung oder in nicht suchfahiger Form, deren Zulassigkeit
sich nach Absatz 1 bestimmt.

§ 17 Nutzung von Daten zu Zwecken der Statistik, Aus- und Fortbildung

(1) Die Polizei darf personenbezogene Daten auch liber die nach anderen
Vorschriften zulassige Speicherungsdauer hinaus zur Aus- und Fortbildung
nutzen. Dabei ist sicherzustellen, dass die Einzelangaben uber personliche
oder sachliche Verhaltnisse nicht mehr einer bestimmten oder bestimmbaren
Person zugeordnet werden konnen (Anonymisierung). Die Anonymisierung
kann unterbleiben, wenn diese nicht mit vertretbarem Aufwand modglich ist
oder dem Aus- und Fortbildungszweck entgegensteht und jeweils die
schutzwirdigen Belange des Betroffenen nicht offensichtlich iberwiegen.

(2) Die Polizei darf gespeicherte personenbezogene Daten zu statistischen
Zwecken nutzen; die Daten sind zum fruhestmoglichen Zeitpunkt zu
anonymisieren. Eine Veroffentlichung ist nur zulassig, wenn kein Riickschluss
auf die Verhaltnisse einer natiirlichen Person maoglich ist.

Aus verfassungsrechtlichen Grunden bedarf auch die Nutzung personenbezogener
Daten zu diesen Zwecken einer gesetzlichen Grundlage. Die Beschrankung der
Anonymisierungspflicht nach Absatz 1 tragt dem Umstand Rechnung, daf® in
bestimmten Bereichen der Aus- und Fortbildung mit fiktiven oder vollstandig
anonymisierten Daten (z.B. geschwarzte bzw. geloschte Daten auf Schriftsticken
oder unkenntlich gemachte Gesichter auf Filmaufnahmen) nicht moglich ist. Insoweit
mussen hier auch in beschranktem Umfang Originalunterlagen genutzt werden
konnen. Demgegenuber ist bei einer Nutzung von Daten zu statistischen Zwecken
der Personenbezug mdglichst frihzeitig durch Anonymisierung aufzuheben.

§ 18 Aligemeine Regelungen der Dateniibermittlung

(1) Die Polizei darf personenbezogene Daten, soweit gesetzlich nichts anderes
bestimmt ist, nur zu dem Zweck ubermitteln, zu dem sie die Daten erlangt oder
gespeichert hat. § 14 Absatz 2 gilt entsprechend. Dateniibermittlung im Sinne
dieses Gesetzes ist auch die Weitergabe polizeilicher Daten innerhalb der
zustandigen Behorde an andere als die in § 1 Absatz 3 genannten
Organisationseinheiten.

(2) Bewertungen sowie die nach § 16 Absatz 3 gespeicherten personen-
bezogenen Daten diirfen nur an Polizeidienststellen und andere mit Aufgaben
der Strafverfolgung beauftragte Stellen Gibermittelt werden.
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(3) Unterliegen die personenbezogenen Daten einem Berufs- oder besonderem
Amtsgeheimnis und sind sie der Polizei von der zur Verschwiegenheit
verpflichteten Person in Ausiibung ihrer Berufs- oder Amtspflicht tibermittelt
worden, ist die Datenubermittlung durch die Polizei nur zulassig, wenn der
Empfanger die Daten zur Erfillung des gleichen Zwecks bendtigt, zu dem sie
die Polizei erlangt hat.

(4) Die Verantwortung fiir die Ubermittlung tragt die Polizei. Diese priift die
Zulassigkeit der Datenlibermittlung. Erfolgt die Dateniibermittlung auf Grund
eines Ersuchens des Empfangers, hat dieser die zur Priufung erforderlichen
Angaben zu machen. Bei Ersuchen von Polizeidienststellen sowie anderen
Behorden und offentlichen Stellen priift die Polizei nur, ob das Ersuchen im
Rahmen der Aufgaben des Empfangers liegt, es sei denn, im Einzelfall besteht
Anlass zu einer weitergehenden Uberpriifung. Erfolgt die Dateniibermittiung
durch automatisierten Abruf, tragt der Empfanger die Verantwortung fur die
RechtmaBigkeit des Abrufs.

(5) Der Empfanger darf die tbermittelten personenbezogenen Daten, soweit
gesetzlich nichts anderes bestimmt ist, nur zu dem Zweck nutzen, zu dem sie
ihm ubermittelt worden sind. Auslandische offentliche Stellen, tiber- und
zwischenstaatliche Stellen sowie Personen und Stellen auBerhalb des
offentlichen Bereichs sind bei der Dateniuibermittlung darauf hinzuweisen.

1

Die Vorschrift regelt die allgemeinen Grundsatze der Datenubermittlung, die bei der
Anwendung der folgenden §§ 19 bis 21 zusatzlich zu den dort genannten
Voraussetzungen jeweils zu beachten sind. In Absatz 1 werden der
Gesetzesvorbehalt sowie der Grundsatz der Zweckbindung hervorgehoben.
Datenubermittlungen zu einem anderen Zweck als dem, zu dem die Polizei die
Daten erhoben und weiter verarbeitet hat, sind nur unter den in diesem Gesetz
geregelten Voraussetzungen zulassig. Die Gleichsetzung von Datenlbermittiungen
mit der Nutzung von Daten fur andere als polizeiliche Zwecke in Satz 3 ist eine
Konsequenz aus den Begriffsbestimmungen des Hamburgisehen
Datenschutzgesetzes. Da sich der Begriff ,Stelle® am  verwaltungs-
verfahrensrechtlichen Behordenbegriff orientiert, ist die Weitergabe von Daten
innerhalb der zustédndigen Behorde keine Datenubermittlung im Sinne des
Datenschutzrechts, sondern eine Nutzung. Im Interesse einer praktikablen
Abgrenzung - auch im Hinblick auf das Gebot der Zweckbindung - ist es daher
sachgerecht, die Weitergabe polizeilicher Daten innerhalb der zustandigen Behorde
an nicht-polizeiliche Dienststellen einer Datenlibermittlung gleichzustellen.

2

Absatz 2 enthalt Einschrankungen des Adressatenkreises flir Bewertungen sowie die
nach § 16 Absatz 3 gespeicherten Daten. ,Andere mit Aufgaben der Strafverfolgung
beauftragte Stellen” sind andere Stellen auRerhalb der Hamburger Polizei, deren
Mitarbeiter zu Hilfsbeamten der Staatsanwaltschaft (§ 152 GVG) bestellt sind (z.B.
die Zollfahndung), aber auch die Staatsanwaltschaft selbst. Absatz 3 berucksichtigt
die Zweckbindung von Daten, die einem Berufs- oder besonderen Amtsgeheimnis
(z.B. Personalakten-, Sozial- oder Steuergeheimnis) unterliegen. Nicht unter diese
Bestimmung fallt die allgemeine beamten- oder verwaltungs-verfahrensrechtliche
Geheimhaltungspflicht. Die in Absatz 4 enthaltene Verantwortungsteilung zwischen
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dem Empfanger und der Ubermittelnden Stelle entspricht den Regelungen in
anderen vergleichbaren Bestimmungen (z.B. § 14 Absatz 3 des Hamburgischen
Datenschutzgesetzes). Die Regelung in Absatz 5 soll die Zweckbindung Ubermittelter
Daten auch nach einer Ubermittlung sicherstellen. Keiner besonderen Regelung in
diesem Gesetz bedarf die Ubermittlung personenbezogener Daten durch andere
Behorden oder offentliche Stellen an die Polizei. Dies ist in den fur die
ubermittelnden Behérden mafl3geblichen Rechtsvorschriften geregelt.

§ 19 Datenubermittlung zwischen Polizeidienststellen

(1) An andere Polizeidienststellen diirfen personenbezogene Daten uUbermittelt
werden, soweit dies zur Erfullung polizeilicher Aufgaben erforderlich ist.

(2) Der Senat wird ermachtigt, durch Rechtsverordnung zu bestimmen, dass
Datenubermittiungen an Polizeibehorden bestimmter auslandischer Staaten
unter den Voraussetzungen des Absatzes 1 zulassig sind, wenn dies wegen
der internationalen polizeilichen Zusammenarbeit erforderlich ist und kein
Grund zu der Annahme besteht, dass die Daten von den auslandischen
Polizeibehorden entgegen dem Zweck eines deutschen Gesetzes im
Geltungsbereich des Grundgesetzes verwandt werden.

Diese Bestimmung betrifft nur die DatenUbermittiung an aulRerhamburgische
Polizeidienststellen, da die Hamburger Polizei als eine Stelle gilt und somit die
Weitergabe von Daten innerhalb der Hamburger Polizei als Nutzung, nicht als
Datenubermittlung im Sinne dieses Gesetzes zu bewerten ist. Die Bestimmung
enthalt - anders als die nachfolgenden Regelungen - im Hinblick auf die
Aufgabenparallelitdt keine besonderen Voraussetzungen flir die Zulassigkeit einer
Datenubermittlung. Die Verordnungsermachtigung nach Absatz 2 soll eine
differenzierte = Behandlung von Datenlbermittlungen an  Polizeibehdrden
auslandischer Staaten erméglichen. Hierdurch soll zugleich die fir die Ubermittlung
zustandige Organisationseinheit der Polizei von der Verantwortung flr die Prifung
der Frage entlastet werden, ob in bestimmten anderen auslandischen Staaten
vergleichbare  Datenschutzregelungen bestehen oder die Gefahr einer
rechtsstaatswidrigen Verfolgung besteht.

§ 20 Datenubermittlung an offentliche Stellen, an auslandische offentliche

Stellen sowie an liber- und zwischenstaatliche Stellen

(1) Die Polizei darf personenbezogene Daten an offentliche Stellen tbermitteln,

soweit dies erforderlich ist

1. zur Erfullung polizeilicher Aufgaben,

2. zur Abwehr einer bevorstehenden Gefahr durch den Empfanger,

3. zur Teilnahme am Privatrechtsverkehr oder zur Durchsetzung o6ffentlich-
rechtlicher Geldforderungen und kein Grund zu der Annahme besteht, dass
das schutzwiirdige Interesse des Betroffenen an der Geheimhaltung
tberwiegt,

4. in besonders gelagerten Einzelfdllen zur Feststellung der gesetzlichen
Voraussetzungen fiir den Erlass eines Verwaltungsaktes durch eine andere
fur Aufgaben der Gefahrenabwehr zustandige 6ffentliche Stelle, oder

5. zur Verhitung oder Beseitigung erheblicher Nachteile fiir das Gemeinwohl
oder schwer wiegender Beeintrachtigungen von  gewichtigen
Rechtspositionen einzelner, insbesondere zur Abwehr von Gefahren fir
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Leib, Leben, Gesundheit, personliche Freiheit oder erhebliche
Vermogenswerte.

Die Ubermittlung zu einem anderen Zweck, als dem, zu dem die Polizei die

Daten erlangt oder gespeichert hat, ist nur zulassig, wenn der Empfanger die

Daten auf andere Weise

1. nicht oder nicht rechtzeitig erlangen kann oder

2. nur mit unverhéltnismaBig hohem Aufwand erlangen kann und keine
Anhaltspunkte bestehen, dass schutzwiirdige Interessen des Betroffenen
beeintrachtigt wiirden.

In den Fillen von Satz 1 Nummern 1 und 4 ist die Ubermittlung zu einem

anderen Zweck dariiber hinaus nur zuldssig, wenn die Ubermittlung zur

Abwehr einer bevorstehenden Gefahr erforderlich ist.

(2) Die Polizei darf personenbezogene Daten, die sie anlasslich ihrer

Aufgabenerfullung erlangt hat, an andere fur Aufgaben der Gefahrenabwehr

zustandige offentliche Stellen lbermitteln, soweit die Kenntnis dieser Daten

zur Erfullung der Aufgaben des Empfangers erforderlich erscheint.

(3) Die Polizei darf personenbezogene Daten an auslandische offentliche

Stellen sowie an liber- und zwischenstaatliche Stellen Gibermitteln, soweit

1. dies zur Erfillung polizeilicher Aufgaben erforderlich ist,

2. sie hierzu auf Grund uber- oder zwischenstaatlicher Vereinbarungen uber
Dateniibermittlungen zwischen Polizeidienststellen berechtigt oder
verpflichtet ist, oder

3. dies zur Abwehr einer erheblichen Gefahr durch den Empfanger erforderlich
ist.

Absatz 1 Satze 2 und 3 gilt entsprechend. Die Dateniibermittlung unterbleibt,

soweit Grund zu der Annahme besteht, dass dadurch gegen den Zweck eines

deutschen Gesetzes verstoRen wirde oder schutzwiirdige Interessen des

Betroffenen beeintrachtigt wurden.

(4) Anderweitige besondere Rechtsvorschriften liber die Dateniubermittiung an

offentliche Stellen bleiben unberihrt.

1

Diese Bestimmung erfal3t nur Datentubermittiungen der Polizei an andere Behorden
und offentliche Stellen, flr die es keine spezialgesetzlichen Regelungen gibt. Absatz
1 erlaubt unter den dort genannten Voraussetzungen eine Datenuberrnittlung an
andere Behorden oder offentliche Stellen. Die Vorschrift unterscheidet dabei nicht
zwischen Ubermittlungen von Amts wegen, also aus eigener Initiative der Polizei,
und Ubermittlungen auf Ersuchen. Entscheidend fur die Zulassigkeit ist allein, ob die
jeweiligen tatbestandlichen Voraussetzungen erflllt sind. Auf wessen Veranlassung
die Ubermittlung erfolgt, ist demgegeniiber nachrangig. Allerdings wird den
Ubermittiungen nach Absatz 1 Nummern 2 bis 5 in aller Regel ein Ersuchen des
Empfangers vorangehen, da die Polizei in diesen Fallen ohne entsprechende
Angaben des Empfangers nicht in der Lage sein wird, die Zulassigkeit einer
Ubermittlung zu beurteilen (vgl. § 18 Absatz 4).

2

Nach Absatz 1 Nummer 1 ist die Datenubermittiung zur Erfullung polizeilicher
Aufgaben zulassig. Dies betrifft insbesondere Falle, in denen die Erflllung einer
bestimmten polizeilichen Aufgabe die Unterrichtung einer anderen Stelle erfordert.
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Absatz 1 Nummer 2 setzt voraus, dal® der Empfanger die Angaben zur Abwehr einer
konkreten Gefahr bendtigt. Absatz Nummer 3 soll sicherstellen, dall die offentliche
Hand als Teilnehmer am Privatrechtsverkehr bzw. Behdrden als Glaubiger 6ffentlich-
rechtlicher Forderungen nicht schlechter gestellt werden als Privatpersonen, denen
unter den Voraussetzungen von § 21 personenbezogene Daten Ubermittelt werden
kénnen. Fur die Ubermittlung nach Absatz 1 Nummer 4 ist anders als bei
Ubermittlungen nach Absatz 1 Nummer 2 eine konkrete Gefahr nicht erforderlich,
allerdings wird die Ubermittlung auf besonders gelagerte Einzelfdlle beschrankt.
Insbesondere betrifft dies Datendbermittlungen an Genehmigungs- oder
Uberwachungsbehérden, wenn diese auf Auskiinfte der Polizei angewiesen sind, um
z.B. die Zuverlassigkeit einer Person 0.a. personliche Eigenschaften (vgl. z.B. nach §
35 GewO, § 4 GastG) beurteilen zu kdénnen, wenn dies fur eine sachgerechte
Entscheidung erforderlich ist. Absatz 1 Nummer 5 entspricht der Regelung in § 13
Absatz 2 Satz 1 Nummer 4 des Hamburgischen Datenschutzgesetzes. Sie setzt
noch keine konkrete Gefahr voraus, dafur aber eine Gefahrdung gewichtiger
Interessen.

3

Die Ubermittlung zu einem anderen Zweck ist nur unter den Voraussetzungen von
Absatz 1 Satze 2 und 3 zulassig. Die Datenubermittiung nach Absatz 2 betrifft
insbesondere die Falle, in denen die Polizei im Rahmen ihrer Aufgabenerfullung -
sowohl anlaBlich einer Datenerhebung bei Mallinahmen des ersten Zugriffs als auch
anlaBlich einer sonstigen polizeilichen Mallnahme - Kenntnis von einem Sachverhalt
erlangt hat, der das Einschreiten der originar zustandigen Behorde erfordert. Da die
Polizei nicht von sich aus beurteilen kann, ob im Einzelfall ein Einschreiten der
anderen Gefahrenabwehrbehdrde wirklich erforderlich ist, setzt diese Bestimmung
nur voraus, dal® diese aus der Sicht der Polizei erforderlich erscheint. Bei der
Datenubermittlung nach dieser Vorschrift wird in der Regel von einer Zweckidentitat
ausgegangen werden kdnnen, da die Kenntniserlangung von einem Sachverhalt sich
auf die gleiche Gefahrenlage bezieht wie das spatere Handeln der sachlich
zustandigen Gefahrenabwehrbehdrde (z.B. die Polizei bemerkt anlalich eines
Einsatzes wegen ruhestorenden Larms ein verwahrlostes Kind und unterrichtet das
zustandige Jugendamt, damit dieses die erforderlichen Malknahmen der Jugendhilfe
einleiten kann).

4

In Absatz 3 werden die Voraussetzungen fir Ubermittlungen an auslandische
offentliche Stellen sowie an Uber- und zwischenstaatliche Stellen gegenliber Absatz
1 enger eingegrenzt. Sie sind unzulassig, wenn gegen den Zweck eines deutschen
Gesetzes verstollen wirde oder die schutzwirdigen Belange des Betroffenen
beeintrachtigt wirden (z.B. Gefahr einer rechtsstaatswidrigen Verfolgung durch
Behorden des Empfangerlandes). Absatz 4 enthalt eine notwendige Klarstellung.
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§ 21 Dateniibermittlung an Stellen auBerhalb des o6ffentlichen Bereichs

Die Polizei darf personenbezogene Daten an Stellen auBerhalb des offentlichen

Bereichs tibermitteln, soweit

1. dies zur Erfullung polizeilicher Aufgaben erforderlich ist,

2. dies zur Verhitung oder Beseitigung erheblicher Nachteile fiur das
Gemeinwohl oder schwer wiegender Beeintrachtigungen von gewichtigen
Rechtspositionen einzelner, insbesondere zur Abwehr von Gefahren fir
Leib, Leben, Gesundheit, personliche Freiheit oder erhebliche Vermogens-
werte, erforderlich ist,

3. der Auskunftsbegehrende ein rechtliches Interesse an der Kenntnis der zu
tibermitteinden Daten glaubhaft macht und die schutzwiirdigen Interessen
des Betroffenen nicht tiberwiegen,

4. der Auskunftsbegehrende ein berechtigtes Interesse geltend macht und
offensichtlich ist, dass die Datenubermittlung im Interesse des Betroffenen
liegt und er in Kenntnis der Sachlage seine Einwilligung hierzu erteilen
wiirde.

§ 20 Absatz 1 Satze 2 und 3 gilt entsprechend.

Diese Bestimmung behandelt insbesondere die Datenubermittiung an private
Empfanger (naturliche Personen) sowie an juristische Personen des Privatrechts.
Die Nummern 1 und 2 betreffen insbesondere Datenlbermittlungen, die die Polizei
aus eigener Initiative vornimmt. Die Nummern 3 und 4 betreffen Falle, in denen eine
Person oder Stelle an die Polizei herantritt und um Auskinfte zu einem bestimmten
Sachverhalt bittet, der eine andere Person betrifft. Die schutzwirdigen Belange des
Betroffenen sind hierbei nach einem objektiven DurchschnittsmalRstab zu
bestimmen. Besondere Empfindlichkeit oder Desinteresse des Betroffenen haben
somit auller Betrachtung zu bleiben. Die schutzwirdigen Belange konnen
insbesondere dann Uberwiegen, wenn sich der Betroffene im Falle einer
Datenldbermittlung in seinen schutzwlrdigen Interessen beeintrachtigt fihlt.
Demgegenliber werden bei der Weitergabe von Daten, die zur Durchfuhrung
zivilrechtlicher Anspriche bendtigt werden (z.B. personenbezogene Daten, die die
Polizei zum Schutzprivater Rechte erhoben hat), die Interessen des Betroffenen in
der Regel zuruckstehen mussen.

§ 22 Datenabgleich

(1) Die Polizei darf personenbezogene Daten der fur eine Gefahr
Verantwortlichen sowie der in § 6 Nummer 6 genannten Personen mit dem
Inhalt polizeilicher Dateien abgleichen. Personenbezogene Daten anderer
Personen darf die Polizei nur abgleichen, wenn Tatsachen die Annahme
rechtfertigen, dass dies zur Erfullung einer bestimmten polizeilichen Aufgabe
erforderlich ist. Die Polizei darf rechtmaRig erlangte personenbezogene Daten
mit dem Fahndungsbestand abgleichen.

(2) Wird der Betroffene zur Durchfilhrung einer nach einer anderen
Rechtsvorschrift zulassigen MaBnahme angehalten wund kann der
Datenabgleich mit dem Fahndungsbestand nicht bis zum Abschluss dieser
MalRnahme vorgenommen werden, darf der Betroffene weiterhin fur den
Zeitraum festgehalten werden, der regelmaRig fiir die Durchfiihrung eines
Datenabgleiches notwendig ist.

(3) Rechtsvorschriften liber den Datenabgleich in anderen Fallen bleiben
unberuhrt.
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1

Datenabgleich im Sinne dieser Vorschrift ist die Prifung, ob zu einer bestimmten
Person personenbezogene Daten in einer polizeilichen Datei gespeichert sind.
Absatz 1 enthalt die Rechtsgrundlage flir diese besondere Form der
Datenverarbeitung. Diese Bestimmung regelt weder die Erhebung der
abzugleichenden Daten noch deren weitere Verarbeitung. Die Polizei kann demnach
nur Daten abgleichen, die sie zuvor zulassigerweise erlangt hat. Die Speicherung
dieser Daten ist nur unter den Voraussetzungen des § 16 =zulassig. Der
Datenabgleich nach dieser Bestimmung bewirkt somit nur einen geringen
selbstandigen Eingriff in das Recht auf informationelle Selbstbestimmung. Nach
Absatz 1 Satz 1 kdnnen die Daten der dort genannten Personengruppen (Stérer und
potentielle Straftater) mit dem Inhalt polizeilicher Dateien abgeglichen werden. Die
Daten anderer Personen dirfen nach Satz 2 nur unter eingeschrankten
Voraussetzungen abgeglichen werden. Demgegenuber enthalt Satz 3 eine
Erweiterung. Der Abgleich mit dem Fahndungsbestand, also mit den Dateien, in
denen die Daten von Personen, nach denen die Polizei fahndet, sowie gesuchter
Gegenstande gespeichert sind, ist bei allen Personen zuldssig, von denen die Polizei
zulassigerweise Daten erlangt hat.

2

Das Anhalterecht nach Absatz 2 erganzt das Anhalterecht nach anderen
Bestimmungen (z.B. § 4 Absatz 3 Satz 2 Nummer 1). Es gilt nur fur die Zeit, die
ublicherweise fur einen Abgleich bendtigt wird. Eine dartUber hinausgehende
Freiheitsbeschrankung ist nach dieser Vorschrift nicht zulassig. Absatz 3 enthalt eine
notwendige Klarstellung. Von dieser Bestimmung wird auch erfallt der in § 15 der
Verordnung Uber regelmalige Datenlbermittiungen aus dem Melderegister
geregelte Datenabgleich von bestimmten Meldedaten mit dem Inhalt polizeilicher
Daten. Die Forderung nach bereichsspezifischen Regelungen setzt nicht notwendig
voraus, dal} die Regelung im Polizeirecht erfolgt. Da dieser Abgleich sowohl eine
melderechtliche als auch eine polizeirechtliche Komponente hat, kann diese
Regelung auch im Melderecht getroffen werden. Auch aus regelungssystematischen
Grlinden ist die jetzige Regelung im Melderecht vorzuziehen, da in der genannten
Verordnung alle auf Landesrecht beruhenden regelmalligen Datentbermittiungen
aus dem Melderegister zusammengefalit sind.

§ 23 Rasterfahndung

(1) Die Polizei darf von offentlichen und nichtoffentlichen Stellen zur Verhiitung

von Straftaten erheblicher Bedeutung,

1. die sich gegen den Bestand oder die Sicherheit des Bundes oder eines
Landes richten oder

2. bei denen Schaden fiir Leib, Leben oder Freiheit zu erwarten sind,

die Ubermittlung von personenbezogenen Daten bestimmter Personengruppen

zum Zwecke des automatisierten Abgleichs mit anderen Datenbestinden

verlangen (Rasterfahndung), wenn tatsachliche Anhaltspunkte die Annahme

rechtfertigen, dass dies zur Verhitung dieser Straftaten erforderlich ist.

(2) Die Merkmale, die fiir den Abgleich oder die Auswertung maRgeblich sein

sollen, sind zuvor schriftlich festzulegen. Das Ubermittlungsersuchen ist auf

Namen, Vornamen, Geburtsdatum, Geburtsort und Anschrift sowie auf im
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Einzelfall festzulegende Merkmale zu beschranken; es darf sich nicht auf
personenbezogene Daten erstrecken, die einem Berufs- oder besonderen
Amtsgeheimnis unterliegen. Vom Ubermittlungsersuchen nicht erfasste
personenbezogene Daten durfen ubermittelt werden, wenn wegen erheblicher
technischer Schwierigkeiten oder wegen eines unangemessenen Zeit- oder
Kostenaufwandes eine Beschrankung auf die angeforderten Daten nicht
moglich ist; diese Daten diirfen von der Polizei nicht weiterverarbeitet werden.
§ 10 SOG gilt entsprechend.

(3) Ist der Zweck der MaBRnahme erreicht oder zeigt sich, dass er nicht erreicht
werden kann, sind die ibermittelten und im Zusammenhang mit der MaBnahme
zusatzlich angefallenen Daten zu l6schen und die Akten zu vernichten, soweit
sie nicht fiir ein mit dem Sachverhalt zusammenhangendes Verfahren
erforderlich sind. Hieriiber ist eine Niederschrift anzufertigen. Diese
Niederschrift ist gesondert aufzubewahren.

(4) Die MaBnahme darf nur von dem Prases oder dem Staatsrat der fiir die
Polizei zustandigen Fachbehorde angeordnet werden. Nach Abschluss der
MaRnahme wird der Hamburgische Datenschutzbeauftragte unverziglich
unterrichtet.

(5) Nach Durchfiihrung des Abgleichs sind die von weiterfiihrenden
polizeilichen MaBRnahmen betroffenen Personen hiervon zu unterrichten,
soweit dadurch nicht die Erfiullung polizeilicher Aufgaben vereitelt oder
erheblich gefahrdet wiirde oder sich an den auslosenden Sachverhalt ein
strafrechtliches Ermittlungsverfahren anschliefit.

1

§ 23 regelt die Rasterfahndung zur polizeilichen Gefahrenabwehr. Obwohl hierdurch
zunachst eine Vielzahl von Unbeteiligten betroffen ist, sind die Voraussetzungen
nach Absatz 1 relativ weit gefaldt. Die Mallinahme mulf3 zur Verhltung von Straftaten
erheblicher Bedeutung erforderlich sein. Eine unmittelbar bevorstehende Gefahr flr
den Bestand oder die Sicherheit des Bundes oder eines Landes oder fur Leib, Leben
oder Freiheit einer Person ist nicht mehr Voraussetzung. Der Begriff der ,unmittelbar
bevorstehenden Gefahr” ist inhaltlich weitgehend identisch mit dem Begriff der
.gegenwartigen Gefahr‘. Die Rechtsprechung bezeichnet eine Gefahr als gegen-
wartig, wenn die Einwirkung des schadigenden Ereignisses unter anderem unmittel-
bar oder in allernachster Zeit mit einer an Sicherheit grenzenden Wahrscheinlichkeit
bevorsteht (vgl. VG Hamburg in seiner Entscheidung zur Rechtmafigkeit der
Rasterfahndung vom 27. Februar 2002 - Az. 14 VG 446/2002 -). Nach den Anschla-
gen von New York am 11. September 2001 wurde vom Prases der Innenbehdrde am
19. September 2001 und 15. Oktober 2001 die Rasterfahndung angeordnet. Die Zu-
lassigkeit der Rasterfahndung wurde vom VG Hamburg in der Entscheidung vom 27.
Februar 2002 bestatigt. Nach Auffassung des Gerichts lag zum Zeitpunkt der Anord-
nung eine ,unmittelbar bevorstehende Gefahr” vor. Das Gericht begrundete dies
damit, dal} in einem so kurzen Zeitraum nach den Anschlagen vom 11. September
2001 die Gefahr fur weitere Gewaltakte nicht abgeklungen sei. In Hessen hatte
demgegenuber das Landgericht Wiesbaden mit Beschluss vom 6. Februar 2002 eine
derartige Anordnung mit der Begrindung aufgehoben, es liege keine gegenwartige
Gefahr vor. Das Oberlandesgericht Frankfurt am Main hatte diese Entscheidung mit
Beschluss vom 21. Februar 2002 bestatigt, sodal® in Hessen die Rasterfahndung
abgebrochen werden muf3te. Diese uneinheitliche Rechtsprechung zum Vorliegen
der Voraussetzungen der Rasterfahndung und die Erkenntnis, dal} die Rasterfahn-
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dung ein notwendiges und effektives Instrument der Gefahrenabwehr gegen den
internationalen Terrorismus bietet, machten eine Herabsetzung der Eingriffsvoraus-
setzungen notwendig. Nur so kann gewahrleistet werden, dal® auch in Zukunft auf
die aktuelle weltpolitische Sicherheitslage reagiert werden kann. Die Rasterfahndung
nach § 23 hat sich bei der Terroristenfahndung bewahrt. Mit dieser polizeilichen
MaRnahme konnten wichtige Erkenntnisse Uber die Strukturen des internationalen
Terrorismus und die Verbindungen nach Hamburg gewonnen werden. Es wider-
spricht der Aufgabe und Effektivitat polizeilicher Gefahrenabwehr, wenn eine Raster-
fahndung zukilnftig nur zuldssig sein sollte, nachdem es schon zu Anschlagen
gekommen ist. Ziel der Rasterfahndung nach § 23 ist es gerade, solche Anschlage
zu verhindern. Die Rasterfahndung darf daher nicht an das Vorliegen einer ,unmittel-
bar bevorstehenden® oder ,gegenwartigen“ Gefahr gekoppelt sein. Ein praventives
Vorgehen gegen den internationalen Terrorismus muf auch zuldssig sein, wenn das
schadigende Ereignis nicht unmittelbar oder in allernachster Zeit mit einer an
Sicherheit grenzenden Wahrscheinlichkeit bevorsteht. Das Bundesverfassungs-
gericht hat der Rasterfahndung allerdings Grenzen gesetzt. Dieser praventive
polizeiliche Datenvergleich sei nur dann mit dem Grundrecht auf informationelle
Selbstbestimmung vereinbar, wenn eine konkrete Gefahr fir Rechtsgiter wie den
Bestand oder die Sicherheit des Bundes oder eines Landes oder fur Leben, Leib
oder Freiheit einer Person vorliege. Eine allgemeine Bedrohungslage, wie sie nach
den Anschlagen vom 11. September 2001 durchgehend bestanden habe, oder
auldenpolitische Spannungen reichten fur die Anordnung einer Rasterfahndung nicht
aus (Quelle: FAZ vom 24. Mai 2006). Eine konkrete Gefahr ist bei einer Sachlage
gegeben, bei der das Eintreten einer Storung innerhalb eines nach der Lebens-
erfahrung vernunftigerweise in Betracht zu ziehenden Zeitraums mindestens so
wahrscheinlich ist wie ihr Ausbleiben.

2

Absatz 1 Nummer 1 erfallt Straftaten gegen das Schutzgut der Sicherheit des
Staates, wahrend Nummer 2 Straftaten zusammenfalt, die sich gegen die
Rechtsguter Leib, Leben und Freiheit richten. Ob die Straftaten im In- oder Ausland
begangen werden sollen, ist dabei unerheblich, da die Polizei nach § 1 Absatz 1
Nummer 1 unter anderem die Aufgabe hat, solche Straftaten zu verhuten, die zwar
im Ausland begangen werden, aber nach Mallgabe der §§ 4 ff StGB im Inland
strafbar sind. Das Gesetz verlangt dartber hinaus, dal} tatsachliche Anhaltspunkte
die Annahme rechtfertigen, daR die Ubermittlung der Daten zur Verhitung der
Straftaten erforderlich ist. Um ,tatsachliche Anhaltspunkte® bejahen zu kénnen, mul}
nicht ein bestimmter Sachverhalt nachgewiesen sein. Vielmehr genugt es, wenn es
nach der polizeilichen Erfahrung als moglich erscheint, dald dieser Sachverhalt
vorliegen konnte und hierfur bestimmte Indizien sprechen.

3

Die Polizei kann nach Absatz 2 nur die Herausgabe bestimmter, vorher festgelegter
Daten verlangen. Die Selektion der Datenbestande und das Herausfiltern der
bendtigten Daten aus einem Datenbestand obliegt der ersuchten Stelle. Die Polizei
bekommt somit grundsatzlich nicht alle Daten, die bei der anderen Stelle vorhanden
sind. Eine Ausnahme hiervon lalkt Absatz 2 Satz 3 fur den Fall zu, dal® das
Herausfiltern nicht mit vertretbarem Aufwand moglich ist. In diesem Fall durfen die
zusatzlich Ubermittelten Daten nicht verwertet werden. Absatz 2 Satz 2 2. Halbsatz
schlieBt die Ubermittlung von Daten aus, die einem Berufs- oder besonderen
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Amtsgeheimnis unterliegen. Die Verweisung auf § 10 HmbSOG bezieht sich auf den
Entschadigungsanspruch der in Anspruch genommenen Stellen. Die Absatze 3 bis 5
enthalten die der Bedeutung dieser MaRnahme angemessenen verfahrensrecht-
lichen Sicherungen. Insbesondere darf die Ma3nhahme nur durch den zustandigen
Prases oder Staatsrat angeordnet werden.

§ 24 Berichtigen, Loschen und Sperren von Daten

(1) Personenbezogene Daten sind unverziglich zu berichtigen, wenn sie

unrichtig sind. Sind Daten in nichtautomatisierten Dateien oder in Akten zu

berichtigen, reicht es aus, in geeigneter Weise kenntlich zu machen, zu
welchem Zeitpunkt und aus welchem Grund diese Daten unrichtig waren oder
geworden sind. Bestreitet der Betroffene die Richtigkeit gespeicherter Daten
und lasst sich weder die Richtigkeit noch die Unrichtigkeit feststellen, sind die

Daten entsprechend zu kennzeichnen.

(2) In Dateien suchfahig gespeicherte personenbezogene Daten sind zu

Ioschen und die dazugehorigen, zu den Personen suchfahig angelegten Akten

sind zu vernichten, wenn

1. dies durch dieses Gesetz bestimmt ist,

2. ihre Speicherung unzulassig ist oder

3. bei der zu bestimmten Fristen oder Terminen vorzunehmenden Uberpriifung
oder aus Anlass einer Einzelfallbearbeitung festgestellt wird, dass ihre
Kenntnis fiur die speichernde Stelle zur Erfiillung der in ihrer Zustandigkeit
liegenden Aufgaben nicht mehr erforderlich ist.

In Dateien nicht suchfahig gespeicherte Daten sind unter den

Voraussetzungen der Nummern 1 bis 3 zu Iéschen, soweit die Speicherung

festgestellt wird. Andere als die in Satz 1 genannten Akten sind nach Ablauf

der jeweiligen Aufbewahrungsfrist oder bei unzulassiger Speicherung aller in
ihnen enthaltenen Daten zu vernichten.

(3) Die Vernichtung von Akten ist bei Vorliegen der Voraussetzungen nach

Absatz 2 Satz 1 Nummer 3 nur durchzufiilhren, wenn die gesamte Akte fiir die

Aufgabenerfullung nicht mehr erforderlich ist, es sei denn, dass der Betroffene

die Vernichtung von Teilen der Akte verlangt und die weitere Speicherung ihn

in unangemessener Weise beeintrachtigt. Soweit hiernach eine Vernichtung
nicht in Betracht kommt, sind die Daten zu sperren und mit einem

Sperrvermerk zu versehen.

(4) Loschung und Vernichtung unterbleiben, wenn

1. Grund zu der Annahme besteht, dass dadurch schutzwiirdige Belange des
Betroffenen beeintrachtigt wiirden,

2. Daten, die nach Absatz 2 Nummern 1 und 2 zu léschen oder zu vernichten
waren, in einem Verfahren, das den Anlass der Erhebung oder weiteren
Verarbeitung dieser Daten betrifft, zur Behebung einer bestehenden
Beweisnot unerlasslich sind,

3. die Nutzung der Daten fiir ein bestimmtes Forschungsvorhaben erforderlich
ist.

In diesen Fallen sind die Daten zu sperren und mit einem Sperrvermerk zu

versehen. Sie diirfen nur zu den in Satz 1 genannten Zwecken oder sonst mit

Einwilligung des Betroffenen genutzt werden.

(5) Stellt die Polizei fest, dass unrichtige oder nach Absatz 2 Satz 1 Nummer 2

zu loschende Daten ubermittelt worden sind, ist dem Empfanger die
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Berichtigung oder Loschung mitzuteilen, es sei denn, dass die Mitteilung fur
die Beurteilung der Person oder des Sachverhaltes nicht oder nicht mehr
wesentlich ist.

(6) Anstelle der Loschung und Vernichtung in den Fallen des Absatzes 2 Satz 1
Nummer 3 koénnen die Datentrager an das zustandige staatliche Archiv
abgegeben werden, soweit archivrechtliche Regelungen dies vorsehen.

1

Absatz 1 entspricht § 19 Absatz 1 des Hamburgischen Datenschutzgesetzes. Absatz
2 beschrankt zunachst die Ldschungs- und Vernichtungspflicht auf suchfahig
gespeicherte personenbezogene Daten und die dazugehdrigen zu den Personen
suchfahig angelegten Akten. Die Differenzierung zwischen suchfahig und nicht
suchfahig gespeicherten Daten tragt der Tatsache Rechnung, dal} die in anderer
Form gespeicherten Daten in der Regel nur mit unverhaltnismaBRigem Aufwand
auffindbar sind und hierdurch in der Regel auch keine schutzwirdigen Interessen
Betroffener berthrt werden. Absatz 2 Satz 2 sieht daher nur eine Loschungspflicht
vor, wenn die Speicherung z.B. anlalllich einer Sachbearbeitung im Einzelfall
festgestellt wird.

2

Die Regelung in den Absatzen 3, 4 und 6 entspricht dem Hamburgischen
Datenschutzgesetz. Absatz 4 stellt klar, da® Daten, die urspringlich unzulassig
gespeichert wurden oder deren Aufbewahrungsfrist abgelaufen ist, nicht geldscht
oder vernichtet werden durfen, wenn die Angaben im Rahmen eines schwebenden
Verwaltungs- oder Gerichtsverfahrens (einschlieBlich der Geltendmachung von
Schadensersatzansprichen) noch bendétigt werden. Absatz 4 Nummer 3 hat
ebenfalls nur deklaratorische Bedeutung. Die Frage, unter welchen
Voraussetzungen polizeiliche Daten ftir wissenschaftliche Zwecke genutzt werden
durfen, ergibt sich aus dem allgemeinen Datenschutzrecht.

3

Nach Absatz 5 ist die Polizei verpflichtet, wenn sie im Zeitpunkt der Ubermittlung
unrichtige oder nach Absatz 2 Satz 1 Nummer 2 zu I6schende personenbezogene
Daten Ubermittelt hat, den Empfanger hiervon nachtraglich zu unterrichten. Dies
setzt zunachst voraus, daly der Empfanger noch bekannt ist. Die Polizei wird durch
diese Bestimmung jedoch nicht verpflichtet, Datenubermittlungen zu protokollieren,
um alle Empfanger von Datenubermittlungen nachtraglich von Veranderungen
unterrichten zu konnen. Ferner bedarf es keiner Mitteilung, wenn das Datum fur die
Beurteilung einer Person oder eines Sachverhaltes nicht oder nicht mehr wesentlich
ist. Diese Einschrankung liegt auch im Interesse des Betroffenen, da in der Regel
davon ausgegangen werden kann, dall eine eventuelle Unrichtigkeit
entscheidungserheblicher Daten fruhzeitig festgestellt wird. Andererseits kdnnte eine
nachtragliche Mitteilung der Polizei auch den Betroffenen belasten, weil hierdurch
offenkundig wird, daf® die Polizei nach wie vor Uber ihn Daten gespeichert hat.
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§ 25 Auskunft an den Betroffenen
Dem Betroffenen ist nach MaBRgabe von § 18 des Hamburgischen
Datenschutzgesetzes Auskunft zu erteilen.

Voraussetzungen, Umfang und Grenzen der Auskunftserteilung sind bereits
abschlieRend im Hamburgischen Datenschutzgesetz geregelt. Da es sich um ein
bedeutsames Schutzrecht fur den Betroffenen handelt, wird es an dieser Stelle
besonders hervorgehoben.

§ 26 Errichtungsanordnungen fiir Dateien

(1) Fiir jede Datei, fiir die nach § 9 Hamburgisches Datenschutzgesetz eine

Verfahrensbeschreibung zu fertigen ist und die der Erfiillung von Aufgaben

nach diesem Gesetz dient, sind in einer Anordnung festzulegen

. ihr Zweck, ihre Bezeichnung und Rechtsgrundlage,

. die Personen, uber die Daten gespeichert werden diirfen,

. die Art der Daten,

. die Zugangsberechtigung,

. die Voraussetzungen, unter denen in der Datei verarbeitete Daten an welche
Empfanger und in welchem Verfahren tibermittelt werden,

. Priifungstermine oder Speicherfristen nach § 15 in Verbindung mit § 16
Absiatze 2 und 3,

7. die Voraussetzungen, unter denen dem Betroffenen Auskunft erteilt wird,

8. technische und organisatorische MaBRnahmen nach § 8 des Hamburgischen

Datenschutzgesetzes.

(2) Die Errichtung von Dateien wird durch den Polizeiprasidenten angeordnet.

Dem Hamburgischen Datenschutzbeauftragten soll vor Erlass der

Anordnungen Gelegenheit zur Stellungnahme gegeben werden. Die vorherige

Beteiligung kann unterbleiben, wenn die Errichtung besonders eilbediirftig ist

oder die Errichtung der Datei mit keinen besonderen rechtlichen, technischen

oder organisatorischen Problemen verbunden ist.

(3) Die Polizei priift alle vier Jahre die Notwendigkeit der Weiterfiihrung oder

Anderung der Dateien. Die Uberpriifung ist aktenkundig zu machen.

AL ON-
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1

Die Errichtungsanordnung ist eine besondere Form der Dateibeschreibung, fur die
allerdings besondere Verfahrensregelungen gelten. Zweck einer Errichtungs-
anordnung ist zum einen die Eigenkontrolle der Polizei und zum anderen die
fachliche Steuerung ihrer Tatigkeit durch die mit der Aufsicht Uber die Polizei
betrauten Stellen. Insoweit gehoért der Erlal von Errichtungsanordnungen zu den
vom Bundesverfassungsgericht geforderten verfahrensrechtlichen Vorkehrungen zur
Sicherung des Rechts auf informationelle Selbstbestimmung. Der Inhalt der
Errichtungsanordnung entspricht dem Inhalt einer Dateibeschreibung. Insbesondere
werden hierin die in den §§ 15 und 16 enthaltenen unbestimmten Rechtsbegriffe
bzw. der Grundsatz der Erforderlichkeit ndher konkretisiert und die Pruffristen far
einzelne Dateien festgelegt.
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2

Die Entscheidung Uber die Errichtung von Dateien ist dem Polizeiprasidenten
vorbehalten. Hierdurch soll die besondere Bedeutung dieser Entscheidung
hervorgehoben werden. Ferner ist nach Absatz 2 der Hamburgische
Datenschutzbeauftragte beim Erlal® neuer Errichtungsanordnungen zu beteiligen.
Auf eine vorherige Abstimmung kann nur verzichtet werden, wenn die Einrichtung
einer neuen Datei besonders eilbedurftig ist. Aullerdem kann auf die Beteiligung in
Bagatellfallen oder in Fallen, in denen bereits eine gleichartige Datei besteht,
verzichtet werden. Die Pflicht zur nachtraglichen Unterrichtung des Hamburgischen
Datenschutzbeauftragten bleibt hierdurch unberihrt. Die Uberpriifung nach Absatz 3
bezieht sich nicht auf die einzelnen in einer Datei gespeicherten Daten, sondern auf
die Notwendigkeit der Datei selbst.

§ 27 Automatisierte Dateien und Verfahren, Datenverbund

(1) Die Einrichtung automatisierter Dateien ist nur zulassig, wenn das
offentliche Interesse an der Einrichtung gegeniiber moglichen Gefahren fir
schutzwurdige Belange der Betroffenen liberwiegt. Durch die Automatisierung
darf keine unangemessene Verkirzung oder Verzerrung des Sachverhalts
entstehen. Durch geeignete technische und organisatorische MaBnahmen ist
insbesondere sicherzustellen, dass der Abruf der Daten nur den Bediensteten
moglich ist, die hierfiir im Einzelfall zustandig sind. Neben den nach § 8 Absatz
2 Hamburgisches Datenschutzgesetz zu treffenden MaBRnahmen zur
Datensicherung sind MaRBnahmen zu treffen, die eine stichprobenweise
Kontrolle der Zuldassigkeit der Abrufe ermodglichen, soweit der damit
verbundene Aufwand in einem angemessenen Verhaltnis zur Schutzwurdigkeit
der Daten steht.

(2) Far die Einrichtung eines Verfahrens, das der Polizei den automatisierten
Abruf personenbezogener Daten aus einer von einer anderen offentlichen
Stelle gefuhrten Datei ermdglicht, gilt § 11 Absatz 2 Hamburgisches
Datenschutzgesetz entsprechend.

(3) Die zustandige Behorde darf zur Erfillung von Aufgaben, die nicht nur
ortliche Bedeutung haben, mit anderen Landern und dem Bund einen
Datenverbund vereinbaren, der eine automatisierte Datentlibermittiung
ermoglicht. In der Vereinbarung ist auch festzulegen, welcher Behodrde die
nach diesem Gesetz oder nach anderen Rechtsvorschriften bestehenden
Pflichten einer speichernden Stelle obliegen. § 26 gilt entsprechend.

1

In Absatz 1 wird zum einen klargestellt, dal® die Polizei in Erfillung ihrer Aufgaben
automatisierte Dateien einrichten darf. Daruber hinaus nennt diese Bestimmung die
bei der Entscheidung Uber die EinrichtUng einer Datei gegeneinander abzuwa-
genden Gesichtspunkte. Hierdurch soll verdeutlicht werden, daf® die Automation
polizeilicher Dateiverarbeitung nicht ausschlieBlich unter der Zielsetzung der
Verfahrensminimierung betrieben werden darf. Absatz 1 Satz 3 verlangt, dal} die
Zugangsberechtigung fur automatisierte Dateien auf die hierfur jeweils zustandigen
Mitarbeiter zu beschranken ist. Die Festlegung der Zugangsberechtigung fur eine
bestimmte Datei erfolgt in der jeweiligen Errichtungsanordnung (§ 26 Absatz 1
Nummer 4). Nach Absatz 1 Satz 4 ist darlber hinaus auch in geeigneten Fallen eine
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stichprobenmaliige Protokollierung von Abrufen einzufihren. Eine Ilckenlose
Protokollierung ist dagegen nicht vorgesehen, da dadurch neue datenschutz-
rechtliche Risiken erdffnet wirden. Die Protokollierungsdaten unterliegen nach § 14
Absatz 2 einer strengen Zweckbindung.

2

Absatz 2 legt fest, dal® ein unmittelbarer Zugriff der Polizei auf eine automatisierte
Datei nur zulassig sein, wenn eine ausdruckliche Regelung in dem jeweiligen
Fachgesetz enthalten ist. Eine allgemeine Regelung in einem Querschnittsgesetz
oder in diesem Gesetz soll dagegen nicht ausreichend sein. Absatz 3 stellt klar, daf
auch bei der Beteiligung Hamburgs an einer landertbergreifend oder bundesweit
betriebenen Datei die Verfahrensregelungen dieses Gesetzes zu beachten sind.
Nicht erfal3t sind von dieser Regelung Verbunddateien, die vom Bundeskriminalamt
im Rahmen seiner Aufgaben bei der Zusammenarbeit des Bundes und der Lander
im Bereich der Kriminalpolizei eingerichtet wurden. Die Einrichtung und der Betrieb
dieser Dateien (insbesondere der Verbunddateien) richtet sich ausschlielRlich nach
Bundesrecht (vgl. Artikel 73 Nummer 10 GG).

Vierter Abschnitt

Schlussbestimmung

§ 28 Einschrankung von Grundrechten
Durch dieses Gesetz werden die Grundrechte auf Freiheit der Person ( Artikel 2
Absatz 2 Satz 2 des Grundgesetzes), auf Brief-, Post- und Fernmeldegeheimnis
(Artikel 10 des Grundgesetzes) und auf Unverletzlichkeit der Wohnung ( Artikel
13 des Grundgesetzes) eingeschrankt.

Die Vorschrift tragt dem Zitiergebot aus Artikel 19 Absatz 1 Satz 2 des Grund-
gesetzes Rechnung. Es geht hier insbesondere um die Befugnis, eine Person zum
Zwecke der Identitatsfeststellung festzuhalten sowie um die Befugnisse zur
Datenerhebung aus Wohnungen und zur praventiven Telekommunikationsuber-
wachung in den §§ 10a bis 10c, da die MalRnahmen den Schutzbereich der Artikel 2,
10 und 13 des Grundgesetzes berihren.



